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Abstract

Electronic government (e-government) systems formed from the aggregation of various gov-
ernment organisations providing online services through web interfaces have become more
common. This is a consequence of increasing use of the Internet to access information and ser-
vices whereby governments engage new technologies to provide information and data to in-
crease the effective adoption of their organisations’ online services. One technology that serves
to enhance the provision of online services is cloud computing. A cloud is a model that functions
as a parallel system and a distributor; and consists of a set of interconnected virtual machines
that are dynamically displayed and connected to share the service that has been established by
the service provider. Therefore, if e-government organisations systems suffer from numerous
barriers to the adoption of new technologies, that would have various impacts on the develop-
ment of effective e-government. Most of the government organisations have been suffering to
overcome the issues in the IT infrastructure of the e-government system. This research thus also
assists the government decision-makers to understand these factors in seeking to improve e-

government systems.

The research aims to determine and examine the more critical factors that influence the adop-
tion of cloud computing in an e-government system takes into account the experiences of top
government management and IT employees in government organisations. The theoretical re-
search model of adoption of cloud computing in e-government based on a Technology, Organ-
isations and Environment (TOE) framework with extending a Social context. Consequently, a
conceptual framework has proposed the successful development and adoption of cloud compu-

ting in the e-government system (ACCE-GOV).

The research method has been applied a mixed methods research methodology; with quan-
titative (survey) and qualitative (semi-structured interviews) methods used in a complementary
manner. The main method of data collection was quantitative and utilised a survey question-
naire. The target sample size was around 383 respondents. The quantitative data was analysed
using descriptive statistics as well as the structural equation model (SEM). The qualitative re-
search data were collected via 8 detailed semi-structured interviews to represent the perspectives
of senior IT managers in eight Saudi government organisations. A thematic analysis was carried

out to analysing data.



The results of research make a significant contribution to investigate the critical factors that
should be taken into account by the Saudi government to develop an e-government system via
the adoption of cloud computing. This research investigated the critical factors identified in the
theoretical framework (ACCE-GOV). The research findings provide valuable information for
top management in Saudi government organisations about what needs to be considered for en-
hancing the adoption of cloud computing in e-government system. This study has confirmed
that there is a significant relationship between both trust and attitude with the adoption of cloud
computing, however, an awareness and compatibility show that no significant relationship with

the adoption of cloud computing for e-government systems.



Chapter 1: Introduction
1.1 Introduction

Due to the rapid development of global information and communication technology (ICT)
to improve the concept of “electronic Services” e-governments around the world have been
motivated to implement electronic government (e-government) to be delivered online. Many
governments seek to establish an e-government system that is largely concentrated on reducing
costs and developing the quality of government services. Governments have made e-govern-
ment systems a high priority in the transformation from traditional processes to e-government
services Moreover, there are some researchers who believe that the adoption of ICT has influ-
enced by regulations and policies of government organisations (Ziemba, 2019; Purnomo and
Kusnandar, 2019). Many researchers have shown that ICT can enhance the public sector’s abil-
ity to deliver and improves the performance of government services by providing interaction

with citizens and businesses (Lawrence and Tar, 2018).

Governments seek to achieve a better future and to take advantage of the potential to revo-
lutionize the relationship between government and citizens through new technologies. Tremen-
dous developments in digital technology enable the exploitation of opportunities to strengthen
the e-government system especially the development of e-services (Pisirir et al., 2019; Khayer
et al., 2020). Governments in the Middle East have recognized the importance of information
technology in improving and sustaining their economies. However, there are many issues and
challenges that are a barrier to the provision of an effective infrastructure in order to deliver
distinctive services. Accordingly, several studies (Lemay et al., 2018; Tawalbeh et al., 2016)
focused on understanding the factors influencing the implementation of e-government systems,
as well as exploring the implications of adopting new technologies for government systems.
This highlights the need for governments and decision-makers to understand which factors af-
fect adoption. Most governments seek to provide online services with high quality to citizens
and businesses by adopting modern ICT for public sector organizations, citizens and businesses
in order to increase efficiency in the public sector (Dombeu, 2017). Therefore, these govern-

ments spend huge sums of money to create a reliable and accessible e-government system.

There are many challenges faced by governments in developing countries in this regard, es-
pecially by the Saudi government. The government has invested significant efforts in the take-

up of government online services; and the IT administration has been given high attention.



These challenges have included the lack of an IT infrastructure, and accordingly the government
has spent millions on improving the IT network and hardware (Zhang et al., 2018). A number
of studies (Chen et al., 2017; Hansen et al., 2018) have also shown that challenges to successful
implementation of e-government systems include whether the organisations have accepted tech-
nology or not; so many have looked into factors in which that influence adoption. Moreover,
with rapid technological development, using technology, cloud computing has become one of
the five technologies (Internet of Things (IOT), Machine learning, Virtual reality (VR), Touch
commerce and cloud computing) that have been adopted in many sectors (Oliveira et al., 2014).
Many governments have adopted cloud computing in various services to overcome some of the
challenges and obstacles to successfully implementing e-government systems (Khayer et al.,
2020). In this pursuit, the benefits of cloud computing that have contributed to this end are
virtualization, distributed computers, computing facilities, networks and web services features
(Cellary and Strykowski, 2018). In addition, cloud computing is an IT model, enabling access
from anywhere to shared sets of configurable resources (such as computer networks, servers
and storage); which results in minimal administrative effort over the Internet (Thiel, 2016).
Therefore, in its efforts to establish an e-government system for Saudi Arabia the government
has needed to adopt new technologies in order to overcome the IT obstacles. One of these tech-
nologies that could guide IT administration to spread its system around the country is cloud

computing.

The aim of this research was to fill the gap in the research literature through conducting
empirical research on the adoption of cloud computing in e-government systems in the Saudi
context. This research has explored the influences, challenges and issues related to factors in-
fluencing the adoption of cloud computing in e-government system, from the view of top man-
agement and IT administration and the Saudi government. Moreover, it further proposes a con-
ceptual framework for the adoption of cloud computing to provide a way of exploring and un-

derstanding the significant factors that influence the adoption of cloud computing.
1.2 Background

Many governments in the Middle East have been relying on the use of e-government systems.
Saudi Arabia is considered one of these countries, and has various notable characteristics in-
cluding its geographical location, its economic strength and the variety of resources of income

(Al-Balushi et al., 2016). However, there are obstacles and challenges that face the Saudi



government in implementing e-government systems in all government organisations. Some
studies have shown that Saudi government has made significant development in implementing
e-government systems, but further efforts are required to develop these e-government systems
if organisations are to be successfully encouraged and facilitated to use them (Burda and
Teuteberg, 2015; Wu and Chen, 2014).Therefore, there should be a stronger intention by gov-
ernment organisations to accept and adopt appropriate technology in e-government systems,
while continuing the traditional methods of receiving the government services. The idea of an
e-government system had been established in Saudi Arabia in 1998 (Alshehri, 2012). Based
on the rapid increase in economic and social development, there has been a trend in the imple-
mentation of e-government systems to provide better services, improve the quality of govern-
ment transactions and ensure the adoption of e-government systems between government or-
ganisations (Wong and Jackson, 2018). However, there are still many factors including inade-
quate IT infrastructure that impede the implementation of digital transformation. This requires

the government to take into account how to improve e-government systems.

Globally, Saudi Arabia ranks 19th in size of economy (CITC. 2018); and is considered one
of the strongest and fastest-growing economies worldwide which is partly due to having a strong
political system, a young population and large economic diversification. However, Saudi Arabia
is still at an early stage for investing in all domains, especially in the IT sector. Moreover, The
Saudi e-government system is influenced by many influences factors, such as the policy of the
government, the social and cultural features of organisations, increasing confidence in using e-
government, attitudes about technologies and the lack of IT infrastructure readiness (Bose et
al., 2013). Moreover, security is one of many factors that have a multidimensional construct
impact on the adoption of cloud computing (Zhang et al., 2018; Oliveira et al., 2014). However,
one of the important aspects for the success of e-government system in developing countries is
leadership support in the adoption of new technologies. In addition, there is the reliance on
government support, but this has not yet reached the level of totally accepting the adoption of
new technologies like cloud computing in e-government (Ali and Ali, 2015). According to The
United Nations e-Government Survey (2018), Saudi Arabia’s e-government systems is ranked
No.52 worldwide (UN, 2018). This due to lack of improvement comparing with other govern-

ments systems. This is shown below in Table 1.1.



Saudi Arabia World e-government ranking

Year Ranking 2008 2010 2012 2014 2016 2018

World Ranking 40 38 41 36 44 52

Table 1.1: Saudi E-Government System World e-government ranking

Recently, the adoption of cloud computing takes into account the advantages of reduced costs
and better use of the existing resources of the IT infrastructure. Furthermore, cloud computing
is a model that provides a way to connect and store resources in a perfect and secure environ-
ment over the Internet (Zhang and Chen, 2010). This technology thus arguably provides the best
way to overcome the problems of e-governments systems facing financial challenges and an
increasing volume of data. Therefore, top management in government needs to provide services
by finding better procedures economically as much as possible without compromising the de-
sired quality of service. Adoption of cloud computing connects large groups of resources
through networks either private or public (Liu, 2018). This technology helps achieve infrastruc-
ture construction and provides a dynamically scalable infrastructure that is flexible and efficient,
providing better collaboration between government agencies and organizations. The benefits
that have been associated with adopting cloud computing in e-government systems are increas-

ing trust, improving the economy and generating revenue.

Until now, it has been found that previous research focused primarily on the internal factors
impacting the adoption of cloud computing in e-government systems, rather than focusing on
the organisations’ acceptance of these services (Jones et al., 2017; Senyo et al., 2016). In fact,
the adoption of cloud computing technology has played an important role in recent years. There-
fore, it has become more suitable for any organisations suffering from a lack of IT infrastructure
to make use of it. Furthermore, exploiting ICT like cloud computing has been shown to have
many positive effects on the transaction processes of government organisations. Cloud compu-
ting technology has played an important role in recent years. It is clear that governments seek

to use ICTs to enhance service delivery to citizens by significantly improving the efficiency and



effectiveness of public services (Kim and Group, 2015; Stefanou and Skouras, 2015). Govern-
ments of the developing world thus need to consider the benefits of the adoption of cloud com-

puting technology in e-government systems.

This research discusses the key factors of adopting cloud computing in e-government that
affect performance in developing countries, particularly the Saudi government’s system. This
chapter presents the research contribution of investigating adopting cloud computing in e-gov-
ernment systems, the motivation for this adoption and its value and significance. Moreover, the
objectives of this research and the key research questions addressed are outlined. Consequently,
this research will attempt to fulfill a critical knowledge gap and provides a valuable insight into
the significant factors that influence the adoption of cloud computing in e-government systems
in Saudi Arabia; which will be of interest to researchers, the ICT industry and for top manage-

ment who are seeking to find strategies that improve government systems.
1.3 Research Problem

The Saudi government has given a high level of priority to the development of e-government
systems to a high standard of quality. In other words, the Saudi ICT sector has become one of
the fastest growing in developing countries (Oni et al., 2017). As a consequence, this techno-
logical innovation reflects how the performance of government organisations has improved in
recent decades (Joshi and Islam, 2018). However, Aizstrauta ef al., (2015) and Alateyah et al.,
(2012) clarified that there were a number of issues that pose challenges to an e-government
system on a local data centre. These challenges are presented as a shortage of IT professionals
employed by the Saudi government, limited financial resources, changeable patterns of organi-
sations, lack of accessibility in some government facility services, the lack of national govern-

ment systems, and the underutilization of e-government systems.

One of the major challenges facing Saudi government organisations is the spending of huge
budgets to improve and maintain IT infrastructure (Marzuki and Arshad, 2016). Moreover, most
organisations have tended to use more resources and pay much more than was actually needed.
Saudi government organisations need continuous development in order to benefit from e-gov-
ernment systems and facilitate the provision of services. Reports on e-government transition are
conducted by the e-government Program (Yesser) to investigate the transition rate of various
government agencies, in order to ensure a successful transition. These reports reveal that the

total number of government organisations is 119, 31 of which have complete e-government



systems, 11 have incomplete e-government systems, and 77 have only basic e-government sys-
tems (Yesser, 2019). This is shown below in Table 1.2. Thus, lack of improvement in Saudi e-
government systems has led to a fall in the rank position of Saudi e-government in the world-
wide ranking (see Figure 1.1). Organisations who have adopted cloud computing that can then
concentrate on their core business rather than spending a huge amount on IT infrastructure.
Government organisations would be better off paying to utilise cloud computing rather than
paying for more resources than they actually need. A study conducted by Liang, (2012) showed
that one of the top five most valuable systems ensuring successful adoption of technologies is

cloud computing technology.

Number of Government organisations
Number of Government organisations have completed of e-Government system 31
Number of Government organisations have not completed of e-Government system 77
Number of Government organisations have basic complete of e-Government system 11
Total Number of Government organisations 119

Table 1.2: Number of e-Government organisations (source: Yesser, 2019)

Based on these challenges, this research embarks on further exploration of the current situa-
tion of the Saudi e-government system in government organisations in the public sector. Fur-
thermore, it addresses several of the issues and challenges that have confronted the Saudi e-
government system, such as the evaluation of quality services and the development processes
for e-government systems through ICT. Additionally, this research will provide a comprehen-
sive research model that can improve the current e-government system in Saudi Arabia based
on four crucial dimensions - the technological, organisational, environmental and social con-
texts that affect the adoption of cloud computing for e-government systems. Government or-
ganizations will have to consider several factors that impact adopting cloud computing for e-
government systems; and that it would lead to a failure of the e-government system and be
financially harmful if a prior study is not conducted in adopting any new technology. In this

case, in order for top managers to make a correct decision, they need to consider all the factors



involved that contribute to adoption as well as understanding what factors may prevent govern-

ment organizations from adopting cloud computing.
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Figure 1.1: Saudi E-Government System World e-government ranking

As a result, this research will fill an existing research gap by identifying the influential factors
from the perspectives of both senior management and IT administration which can be consid-
ered a novel contribution in the field of e-government systems in Saudi government organisa-
tions. Consequently, the study proposes a conceptual framework for the adoption of cloud com-
puting in the e-government system in the Saudi government. There was a lack of previous stud-
ies which explored adopting cloud computing in e-government systems from the perspective of
government senior management and IT administrations. This research also explores the four
crucial dimensions of adopting cloud computing in e-government namely: the technological,
organisational, environmental and social contexts. Hence, the development of an effective con-
ceptual framework to encourage the government to develop e-government is based on the Tech-
nology, Organisations, and Environment (TOE) Framework, while being extended to include

social characteristics which makes a distinctive contribution.
1.4 The Research Scope

Rapid ICT development has provided some opportunities for governments to improve their
services; and many governments take into account the effective use of IT in government systems
(Torres et al., 2018). Moreover, one of the key points of interest in the field of Information
Systems (IS) has been focused on issues which are significant for many governments around
the world. These issues are focused on IT infrastructure and which are appropriate for the adop-

tion of new technologies in government systems. Thus, this study offers valuable understanding



for top government management to guide and determine the adoption of cloud computing in e-
government systems. In view of that, the research scope is based widely on the areas of e-gov-
ernment systems in the Saudi government organisations in order to enhance and support the
government to provide an effective system over the Internet. A review of recent research con-
ducted on government systems in the Saudi government shows there is a lack of research that
attempts to evaluate the efforts of the Saudi government; particularly, in adopting new technol-

ogies such as cloud computing.
1.5 The aim and objectives of the research

The aim of this research is to investigate to what extent will the critical factors affecting
government confidence in the Saudi government sector influence the adoption of cloud compu-
ting in e-government systems based on the TOE framework. It will consequently assist in im-
plementing and providing the advantages of the adoption of cloud computing in Saudi govern-

ment organisations. This aim can be achieved through the following objectives:
1.5.1 Research objectives

o To examine the existing issues of e-government systems in terms of efficiency, quality of

online services and to review the current prototype framework of e-government systems.

o To identify the challenges and benefits of cloud computing in implementing e-government

systems effectively from a review of the literature.

o To examine and explore the critical factors of adopting cloud computing in e-government
systems from the perspectives of senior management in government organisations.

(Through interviews)

o To investigate from the perspectives of senior management in government organisations
and IT managers the critical factors that affect adopting cloud computing for e-govern-

ment systems in the public sector. (Through questionnaires)

o To develop and evaluate an appropriate conceptual framework that can be utilised to
investigate and implement the adoption of cloud computing for e-government systems in

developing countries.
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1.5.2 The research Question

To what extent will the critical factors affecting government confidence in the Saudi gov-

ernment sector influence the adoption of cloud computing in e-government systems?

1.5.3 The research Sub-questions

o  What are the existing issues of e-government systems in terms of efficiency and the quality

of online services?

o  What are the major challenges and benefits of cloud computing in implementing e-gov-

ernment system effectively in government organisations in the public sector?

o  What are the factors that prevent the Saudi government from adopting cloud computing in

e-government systems in government organisations in the public sector?

e According to senior IT managers, which factors influence government organisations to

adopt cloud computing in e-government systems, and to what extent?

o What is an appropriate a conceptual framework that can be utilised in developing coun-
tries and be applicable to the Saudi government in adopting cloud computing in e-govern-

ment systems?

1.6 The research Hypotheses

This study has presented hypotheses that investigate influences to adopt cloud computing
in e-government in Saudi Arabia, an explanation of the factors that have influenced the
intention of government organisations to adopt cloud computing. The research hypotheses
as follow.

H1: Perceived relative advantages have a direct and positive influence on the intention to
adopt cloud computing for e-government systems.

H2: Higher Compatibility positively influences the intention to adopt cloud computing for
e-government systems.

H3: Higher Complexity negatively influences the intention to adopt cloud computing for
e-government systems.

H4: There is a positive relationship (direct correlation) between the high services quality
and the intention to adopt cloud computing for e-government systems.
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HS: High level of security (data protection) positively influences the intention to adopt
cloud computing for e-government systems.

H6: Top management support influences positively the intention to adopt cloud computing
on e-government systems.

H7: Technology readiness influences the intention to adopt cloud computing on e-govern-
ment systems.

H8: Existence of a competitive pressure influences positively the intention to adopt cloud
computing on e-government systems.

H9: A less stringent regulatory environment will have a positive influence on the adoption
of cloud services.

H10: High level of trust in cloud computing positively influences the intention to adopt
cloud computing for e-government systems.

H11: High level of awareness positively influences the intention to adopt cloud computing
for e-government systems.

H12: Positive attitude on cloud computing positively influences the intention to adopt
cloud computing for e-government systems.

1.7 Research Contributions

All research should make a significant contribution to the totality of knowledge. In this case,
the areas of knowledge that this research seeks to benefit are concerned with implementing e-gov-
ernment effectively, and how governments can be made more fully aware of the benefits and chal-

lenges of the adoption of cloud computing for e-government systems.

1.7.1. This research makes a significant contribution to the existing research on the adoption of
cloud computing for e-government systems by developing a framework for evaluating the
e-government system in Saudi government organisations. This contributes to knowledge
about factors that impact e-government systems in Saudi government organisations in
terms of how they affect the adoption of cloud computing. Moreover, being the first in-
depth study to evaluate the adoption of cloud computing for e-government systems in
Saudi Arabia, this research demonstrates the practical significance of evaluating e-gov-
ernment systems from this particular perspective. In addition, previous studies (Alenezi
et al., 2015; Mohammed et al., 2016) that have shown the factors that influence the suc-
cessful implementation of e-government in Saudi Arabia. Previous studies have generally
focused on acceptance of e-government from the Saudi citizens’ perspective, whereas this

research explores acceptance from the point of view of the top managements, in order to
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1.7.2.

provide a more comprehensive view. Therefore, this research evaluation can help e-gov-
ernment decision-makers in government organisations in Saudi Arabia to understand more
fully the factors that need to be considered when making decisions about adopting cloud

computing for e-government.

The research considers a variety of factors in four dimensions: the technological, organi-
sational, environmental and social contexts through using the research model to investi-
gate the critical factors affecting the adoption of cloud computing for e-government sys-
tems. Several previous studies (Alateyah, 2014; Alkhwaldi et al., 2018) have aimed to
utilize and amend one comprehensive framework, such as the TAM, DOI or TOE model
which have all been applied in the Saudi context. In contrast, this research framework
(ACCE-GOV) is uniquely designed to use these four dimensions, which are based on in-
tegrating the TOE model with the DOI model, to assess the influences on the adoption of
cloud computing for e-government systems. To date, no such comprehensive framework
has been developed for the e-government context. The findings of this research will pro-
vide an improved conceptual framework model which can be used to assess the influences
on the adoption of technological innovations such as the Cloud for e-government in con-
texts similar to Saudi Arabia. This should lead to a rise in awareness about how the level
of service quality can be improved and financial waste on ICT reduced by the adoption of

cloud computing.

1.7.3. This theoretical framework can be generalized to investigate the influence of various

factors on the adoption of cloud computing for e-government in a range of related con-
texts. The advanced ICT that has been applied in government systems has been ad-
dressed by other studies (e.g. Al-Rashedi, 2014; Kumar et al., 2018) who identified the
critical factors in the implementation of e-government systems. Drawing on these prior
studies has highlighted the benefits of adoption of advanced ICT for the e-government
system in Saudi Arabia and considering its acceptance in the light of the purpose-built
theoretical framework. Although this research focuses on Saudi Arabia it reviews the
literature which considers a variety of technology acceptance factors in four dimensions:
the technological, organisational, environmental, and social contexts and builds the re-
search model to investigate the critical factors which impact on the adoption of cloud

computing for e-government system. This new knowledge will therefore be particularly
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relevant to developing countries and specifically Saudi Arabia and other Gulf countries
(Oman, Bahrain, Kuwait, the UAE and Qatar) because they share similar customs, sim-
ilar cultural values, traditions and tribal relationships that lead to them having the similar
government characteristics. The research model can be used as a starting point for re-
searchers in these countries who wish to gain a deeper understanding of factors which
influence the intention to adopt cloud computing for e-government in their national con-

texts.

1.7.4. This research employs a parallel mixed methods research methodology to fulfil research
objectives with the use of confirmatory analysis of quantitative and qualitative data. It
therefore provides insights on how a mixed-methods approach can be applied to evaluate
factors that influence the adoption of cloud computing for e-government systems in ways
that can both lead to generalisations and to have a richer and more comprehensive un-
derstanding of the research phenomenon. These findings of this research will provide a
development framework model (ACCE-GOV) based on cloud computing that applied a
mixed-methods approach to evaluate the effectiveness of e-government systems and fac-
tors influencing adoption of cloud computing for e-government as no such comprehen-
sive framework has been developed for the e-government organisations context. It will
certainly help government organisations to evaluate their e-government system and
make informed decisions about adopting the Cloud for those e-government systems.

Also, the framework model (ACCE-GOV) can be applied in similar contexts.
1.8 Thesis Structure

Chapterl Introduces: This chapter introduces the research scope as well as the motivation for

the research, the research aim and objectives and highlights the structure of the thesis.

Chapter2 Literature Review: This chapter comprises a comprehensive critical and systematic
review of the current literature on the adoption of cloud computing in e-government, with a
particular focus on the most critical factors influencing government organisations. Several main
principles of e-government are presented, such as the definition of cloud computing and e-gov-

ernment, types of cloud computing and the benefits and challenges of cloud computing.

Chapter3 Research Model: This chapter introduces the research model for the adoption of

cloud computing in e-government by addressing various development hypotheses leading to the
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modification of the research’s proposed model. The TOE framework and previous studies that
adopted the TOE framework are reviewed, also the critical independent factors based on the
TOE model which influence the adoption of cloud computing in e-government are discussed.

Various adoption models are provided and evaluated.

Chapter4 Research Methodology: The chapter describes the research methodology, the meth-
ods of data collection, analysis procedure, sample size as well as validity measurement and re-
liability tests. It also discussed the research model for the adoption of cloud computing in e-

government that will be examined in the chapters that follow.

Chapter5S Quantitative Analyses: Presents a descriptive data analysis, which includes an over-
view of the research questionnaire, data screening and the results of the participants’ demo-
graphic analysis. Also, it presents data analysis of the results of the quantitative study; and high-
lights the procedures undertaken to analyse the quantitative study data and report results. The
chapter begins by discussing an overview of the procedures of data analysis carried out in this
study. It discusses the model assessment based on the results of the measurement scale analysis.
The chapter begins with an introduction to the SEM technique used in the assessment procedure.
This is followed by assessments of the measurements for the model assessment and the struc-
tural model. The chapter then presents a description of how raw quantitative data will be pre-

pared for analysis; followed by a discussion of the results of the quantitative data analysis.

Chapter6 Qualitative Analyses: This chapter explains, and analyses data collected by semi-
structured interviews conducted with top managers in government organisations and IT admin-
istrators in Saudi Arabia. Moreover, it focuses on the procedures undertaken to analyse the qual-
itative data and reports the qualitative data collected through interviews. The thematic analysis
technique is outlined and there is a discussion of the approach to thematic analysis used with
data collected by semi-structured interviews. Finally, the findings of the thematic analysis are

then reported through the use of a set of themes.

Chapter7 Discussion and Conclusion: This chapter confirms the answers to the research ques-
tions that have been addressed in this research. It summarizes the results of the questionnaires
and supports the analysis of research findings with findings obtained from the independently
analysed qualitative data. These findings are further supported by the results of previous studies
of adopting cloud computing. Furthermore, the chapter also provides the implications of the

findings and identifies the contribution of this study to the literature of critical factors for
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evaluating the adoption of cloud computing in e-government in the Kingdom of Saudi Arabia
(KSA). Finally, it presents a new framework for evaluating the adoption of cloud computing in
e-government organisations in the Saudi context. The chapter addresses the limitations of the
study and recommends future research directions Some recommendations for maximising the
public value created through e-government are also made in this chapter. Finally, some sugges-

tions for further research in this domain are also presented.
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Figure 1.2: Research phases

1.9 Summary

This chapter has provided a brief background of the e-government system context and the
related advantages of adopting cloud computing. Furthermore, the motivation that has driven
this research has been outlined. The aim and objectives of this research has been presented, and
the significance of the research discussed. Finally, the research design and structure has been

briefly provided.
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Chapter 2: Literature Review
2.1 Introduction

This chapter aims to review the previous research literature to identify what is known and
now known in order to locate the knowledge gap of the research. The chapter reviews the rele-
vant models and studies related to electronic government and cloud computing. It begins with
an overview and concept of e-government and cloud computing and outlines several models of
these two systems addressed by organizations and researchers. This chapter also presents in
detail the relevant and important studies of e-government that were carried out in both devel-
oped and developing countries. It concludes by addressing the challenges and benefits of the

adoption of cloud computing in government systems.
2.2 E-government: An Overview

Recently, given the growing populations in developed countries, their economies and life
expectancy rates have both been improving. In view of this, governments have sought to im-
prove their online service systems with the intention of making the delivery of e-government
more efficient and effective (Meftah et al., 2015). Implementing online service systems, how-
ever, is a challenge at local, national and international levels, and this is especially so in devel-

oping countries (Abu-Shanab, 2017; Alateyah et al., 2013).

Studies over the past decade have provided important information on e-government, consid-
ered as Information Communication Technologies (ICT) application in the public sector and
which assists the government in providing online services for citizens more effectively (Sheng
and Trimi, 2006). The term ‘e-government’ gained common usage in 1993 (Cordella, 2007).
Moreover, e-government systems were implemented by many governments around the globe in
the late 1990s, to deliver information and services to citizens, organisations and the business
sector for example, the process of a tax payment (Irani ef al., 2006). At first e-government was
defined too narrowly as providing online services. The concept of e-government is not limited
to providing information but needs to be commensurate with users’ service requirements and to
be compatible with modern technology. E-government seemed like one of the best methods in
providing full availability online and evolving public services over the Internet and became

defined a the use of the Internet to provide government information and services to citizens
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(Kasubiene and Vanagas, 2007). In other words, E-government uses ICT, such as sharing

network resources, and providing internet services by government organisations.

Moreover, identifying any lack of infrastructure and the requirements of developing online
services are government essentials in the transformation of government organisations services
to e-services. The efforts of government agencies to revolutionise the development of services
through the provision of rapid services and having a clear vision of the use of these services can
be a reason to make a strong relationship between government organisations (Yildiz, 2017). The
existing e-government systems in developing countries face many direct and indirect challenges
to their successful implementation such as culture, social factors, facilitating conditions, lack of
resources and limited technical experience (Singh and Srivastava, 2018). Moreover, identifying
the factors that cause the failure of e-government systems in developing countries may lead to
enhancing the improvement of e-government by improving the interactions between govern-
ment organisations and citizens (Klems et al., 2009). Some studies on e-government have shown
that most governments have taken action from a technological approach, that seeks to take ad-
vantage of investment in new technologies for the development of e-government systems
(Alzahrani et al., 2017). Thus, any limitations on using ICT benefits by governments could
result in missing out on opportunities to deliver online services and impact on the adoption of

e-government systems by the public.

Therefore, this research will contribute towards identifying a number of factors that may
assist decision-makers in Saudi Arabia to develop a successful e-government system. Research
is still being undertaken to find suitable solutions to meet the requirements of e-government
systems in order to increase the efficiency, performance and effectiveness of government or-
ganisations. To illustrate, in the Middle East countries, there is no service that allows the public
to access government services and information through new ICT. So, cloud computing one of
the suitable technologies that may overcome the IT infrastructures issues. Some studies (Oseni
et al.,2015; Purnomo and Kusnandar, 2019) highlight the main goals of e-government systems,
such as improving public transparency and their potential to promote social democracy. Conse-
quently, this investigation will address four main factors: technological, managerial, environ-
mental and social. This research will highlight key requirements in light of the rapid develop-
ment of technology and focus on using the latest technologies to develop e-government. More-

over, it will analyse many of the significant factors that are the cause of e-government
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development in developing countries, especially in Saudi Arabia. As the literature suggests, the
impact of e-services is differs depending on the techniques used. Therefore, this study attempts
to clarify the role of cloud computing in reducing the challenges of e-government and promoting

the adoption of e-government.

A large amount of literature has discussed the concept of e-government. These studies have
defined e-government as an effective model that uses ICT for interaction between citizens, or-
ganisations and employees with the government. In order to use the benefits of online services
provided by governments it is essential to reduce the gap between governments and stakeholders
by improving communication and allowing optimal use of the online services (Ke and Wei,
2004). This research focuses on the internal and external impact of various factors in different

dimensions on the adoption of cloud computing to enhance e-government systems.
2.3 Types of Interactions in e-Government

In general, e-government facilitates many interactions between online service users and their
government; in other words, e-government can be used for the purpose of transferring govern-
ment services among various government organisations, individuals and the business sector
(Joshi et al., 2017). Enhancing communication internally among government departments and
external interactions with citizens, extends the participation of other users in decision-making
and supports the government in developing communication methods. These interactions will be

explained in more detail and are shown in Figure 2.1.
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Figure 2.1: Types of interactions in e-government (Onu, 2015)

2.3.1 Government to Government (G2G)

In this type, the interaction not only involves government action to restructure government
processes, but is also a mechanism to increase the provision of services among the various gov-
ernment agencies (Almarabeh et al., 2016). In addition, ICT enables an improvement of com-
munication, data sharing and data access in order to develop the functionality of other govern-
ment agencies. This kind of interaction could be done among government organisations as well
as between different levels of government agencies (as shown in Table 2.2). The objective of
G2G is to increase efficiency, performance and production (Joshi ef al., 2017). It is assumed
that, if there is more understanding of the concept, it is easier to implement. Thus, one of the
objectives of this research is to understand the concept and theory of e-government by exploring

the main challenges to adoption of the cloud in e-government.
2.3.2 Government to Citizens (G2C)

In this case, the interface is designed for interaction between government and citizens to
allow highly efficient use of public services provided by the government. In addition, interaction
of this type will encourage citizens to communicate with the government while making use of
the public services that are available. This increasing use of public services in an easily acces-
sible manner as well as an improvement in the quality of services can be achieved by providing
feedback on the services that are used (as shown in Table 2.2). The main objective is to connect
the government to the citizens both continuously and effectively (Almarabeh et al., 2016). In
this type of interaction, there are benefits to the government as the system will contribute to
strengthening communication between citizens and governments. Further, it increases the
strength of the economy by enabling efficient communication and maintaining the quality of
services (Bala and Verma, 2018). Hence, the important challenges relating to developing coun-
tries are to develop other sectors such as education, health and the economy, as a result, less
importance is given to developing ICT which makes government organisations are not provid-
ing their services electronically. As e-government requirements meet the growing needs of cit-
izens and governments, this leads to the pursuit of governments in developing countries to take

advantage of ICT and promote a more efficient understanding of all e-services.
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2.3.3 Government to Business (G2B)

In this area, the government provides a process that raises the productivity of facilities in the
business sector. G2B aims to create an environment of communication between government
and commercial organisations with greater transparency. The G2B has initiatives that can assist
the business sector in dealing with government, such as licenses and permits, which can save
time and reduce operating costs. This contribution would be the creation of an environment that
promotes trade, tourism and investment for companies (as shown in Figure 2.2).This could assist
in providing an enabling environment for companies to perform more efficiently (Klems ef al.,
2009). Moreover, this type of interaction with the e-government system provides assistance and
support to staff with low incomes, or others. The main objective of this e-service is to manage
the interaction and encourage the process of related enterprise companies (Batara et al., 2017).
Hence, as developing countries have a large number of organisations suffering from a weak IT
infrastructure and lack of e-government services, this should be the governments’ focus, be-

cause it is an important factor in the overall development of e-government systems.
2.3.4 Government to Employees (G2E)

The interaction of this type is between the government and their employees, because, unlike
many other organisations, the government usually has the largest number of employees. This is
aregular interaction process by use of ICT tools to increase the interaction between governments
on one side and employees on the other with more efficiency and a high level of satisfaction
(Joshi et al., 2017). Furthermore, it contributes to improvement of skills and understanding of
information technology in order to provide opportunities to improve the quality of life and per-
formance of employees (as shown in Table 2.2). Thus, using information technology in the
public sector has led to many changes for organisational and government agencies. However,
these organisational changes vary from country to country. The development of technology has
undoubtedly improved communication between governments and stakeholders. As a result, e-

government will certainly cause regulatory changes as well.
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2.4 Cloud Computing: An Overview

With the explosion of Internet technology, there is increasing pressure on existing storage in
computing facilities. This has led providers of Internet services to use commodity-centric com-
puters as their platform (Kumar et al., 2018). Cloud computing has become a very useful strat-
egy for Information Technology (IT) users and Internet service providers (ISPs) (Almutairi and
Thuwaini, 2015); thus, some countries around the world have invested in this technology and
the United States of America and Japan have built cloud computing frameworks as a national
strategy (lan et al., 2008). There are several definitions of cloud computing that have been pro-
posed by expert researchers in the field. This section explores the advantages of cloud compu-
ting that may serve to enhance adoption in several fields and provides some definitions from
different researchers’ perspectives. According to Qian et al., (2009) cloud computing is a new
model providing computer infrastructure and the availability of computer system resources over
the internet. This model aims to transform this infrastructure into a network available every-
where, which contributes in reducing costs associated with device management and software
resources. Cloud computing is a progressive technique that has introduced a new paradigm by
providing a logical model (Asiaei and Nor, 2019). Its use has changed the means of consuming
information technology by providing a model that delivers on-demand services over the Internet
(Ahmad and Khan, 2015). Cloud computing is becoming increasingly popular worldwide; there-
fore, organisations have used and applied cloud computing to provide online services. This
started with e-business, e-commerce, and e-government to achieve the benefits, including im-
proving the quality of service delivery to public sectors. In addition, cloud computing is working

to overcome many of the barriers facing governments (Zwattendorfer and Tauber, 2013).

In fact, developing countries seek to follow developed countries where cloud computing en-
ables the utilisation of the same IT infrastructure, datacentres and applications, as well as access
and sharing of resources (Wang et al., 2010). For instance, cloud computer in developed coun-
tries can assist governments to share and access data, as well as using the communication infra-
structure around the world. As a result, with regard to the cloud in developing countries, the
observation is that it will reduce infrastructure costs, and help government organisations and the
business sector to evolve more rapidly. Moreover, cloud services provide adoption with flexi-
bility in increasing use if demand increases (Stergiou et al., 2018). This research will present

the critical influences factors to adopt cloud computing in government systems.
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Cloud services are provided on a pay-as-you-use basis. This could encourage the government
to adopt cloud computing services (Alsharari et al., 2020). Thus, one of the most common chal-
lenges facing e-government is to ensure the establishment of e-government infrastructure, espe-
cially for a developing country such as Saudi Arabia. Therefore, cloud computing is one of the
best alternative solutions to overcoming the high cost of establishing the infrastructure, chal-
lenges and other obstacles that face e-government in order to have more trust, accessibility,
authentication and ease of use. However, governments have specific obligations in relation to
the purchase of cloud services; thus, they should have a clear understanding of architectural
frameworks, at both the technical level and in regard to information management in cloud com-
puting. This establishing phase clearly requires an important strategy towards the adoption of

effective and reliable e-government.
2.5 Deployment Models

The current organisational structure of each model is the most complex and can be divided
into several sub-classes and depends on the purpose of the system that is designed. In addition,
these divisions have advantages that contribute to the ability to increase using applications or
flexible management by users. Also, the cloud allows division into sub-classes provides unlim-
ited storage, a high capacity and efficiency. In cloud computing, the deployment models have
been defined in four categories (as shown in Table 2.3). (Dillon et al., 2010). The section below

offers further explanation about the types of deployment model.
2.5.1 Public Cloud (external cloud)

Public Cloud is a model providing services obtained through the Internet, such as applica-
tions and storage. Public Cloud provides free services available to everyone and can be more
accessible and commonly used. Moreover, this approach allows organisations to increase cost
savings and the data centre does not require dedicated capacity. So, it is suitable for a large
workload without deployment and maintenance obligations. For organisations that do not use
cloud deployment, this is the fastest way to reap the advantages of cloud computing wherein the
virtualisation server has the benefits of utilisation efficiency. On the other hand, there are some
disadvantages, including concerns about data security in public domains, including loss of data
and limited configuration (Rao et al., 2013). Therefore, the use of public cloud computing is

one of the solutions by which governments can provide online services to citizens, business,
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non-profit organisations and other government organisations at a lower cost and with quality in

production.
2.5.2 Private Cloud

This is proposed for deployment by a single organisation or other trusted organisations, shar-
ing all the resources with all members of the organisation, in which data can only be accessible
for internal users. This model is suitable for large organisations that have a focus on privacy and
data security and prompt users to change the way of working, so, it will be an expensive invest-
ment to begin with, but suitable for organisations that wish to reduce cost in the long run. Also,
the biggest benefit of this model is that it allows customers to have full configuration for data
with more accessibility, which uses the virtualisation server benefits to obtain utilisation effi-
ciency. The disadvantages are that it can make the implementation processes more complex,
generate a high cost in the long term for small organisations and implementation can be very
time-consuming or more costly overall (Rao et al., 2013). Also, some organisations have a large
number of customers, and this system is not suitable for a large workload due to lack in IT
infrastructures. In addition, the use of this type of cloud will reduce the government costs in-
curred by establishing direct contact between the private sector, government agencies and the
public sector through creating a single portal to integrate the various agencies in the govern-

ment.
2.5.3 Community Cloud

The purpose of this model is operation and deployment for a group of organisations that
have shared interests and characteristics (Durao et al., 2014). Usually, another trusted organisa-
tion acts as an intermediary between organisations that have similar common interests as a cloud
provider, which allows them to share cloud resources. Furthermore, this cloud could contribute
to the combination of the provision of distributed resources from network computing and con-
trol of distributed systems. This is purposed to increase using the self-management of automatic
computing which has full configuration for the private cloud models part and limited configu-
ration for the public part by using the virtualisation server to have the benefits of utilisation
efficiency. It also depends on the number of participants, the amount of dedicated capacity and
greater accessibility the datacentre requires. For organisations that have a large number of par-

ticipants, it is suitable for handling the large workload.

24



2.5.4 Hybrid Cloud

A set or a combination of cloud models, such as between public cloud, private cloud and
community clouds, is called a hybrid cloud. In many cases, the purpose of organisations using
this type of cloud is the occurrence of resource bottlenecks for clouds; private cloud resources
can be added to overcome these bottlenecks in the public cloud. In addition, this is appropriate
for use by organisations that have the purpose of reducing costs while maintaining privacy and
data security by using server virtualisation gained through utilisation efficiency with more ac-
cessibility based on number of participants. The disadvantage is that the integration of different
architectures is becoming more complicated, having high configuration but limited depending
on the community policies. This could make the model likely to end either as public computing
or a private cloud due to the complexity. Therefore, depending on the number of participants,

the datacentre requires a dedicated amount of capacity suitable for handling the large workload.

Many organizations consider the effect of storage data and flexible access from anywhere as
one of the more persuasive reasons to adopt cloud computing. According to Durao et al. (2014),
in 2002, Amazon.com played an important role in cloud computing by developing a method by
which data can be stored and accessed via Amazon Web Services. Further, many studies have
shown that cloud computing refers to a set of innovative principles and integrates a large number
of research fields, such as distributed computing, computer networks and virtualization (Mal-
hotra et al., 2014). Furthermore, in cloud computing, customers prefer to use external resources
provided by Internet service providers rather than relying on their actual resources, which en-

courages organisations to invest in cloud computing.
2.6 Cloud Computing Architectures

The National Institute of Standards and Technology (NIST) has summarised the cloud com-
puting architecture as a self-service that is able to access networks everywhere, with sharing of
resources and more flexibility (Mell and Grance, 2011). The rapid transfer of consumers to-
wards cloud computing has increased the demand for more deployment models. This demand
is usually based on the purpose of these models and the requirements for customer management.
Therefore, cloud computing systems can be thought of as comprising three service models,
which are Infrastructure as a Service (IaaS), Platform as a Service (PaaS) and Software as a

Service (SaaS), (as shown in Figure 2.2) (Dillon et al., 2010). The section below will describe
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in more detail and the following table shows a very clear of differences between the various

Cloud Service Models.
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Figure 2.2: Cloud Service Models (Dillon et al., 2010)

2.6.1 Software as a Service

The model distributes software that hosts applications through the service provider and then
delivers them to users over the Internet. This model has contributed to increasing use of appli-
cations that support web services. In addition, it provides software that allows the user to pur-
chase and install on a personal computer. This can be available to customers over the Internet
hosted by the service provider and has become increasingly pervasive in the core technologies
that support web services. This has made the service increasingly available for supporting user
access from more regions around the world; examples include Gmail and Apps from Google
(Chang et al., 2013). In fact, the adoption of cloud computing has increased as the public adopts
the latest technology, providing governments with features that facilitate the easy operation of
government services. On the other hand, some governments in developing countries face limited
resources, lack of efficient services and reliable suppliers, which may lead to the failure of these

systems. Therefore, investing in cloud computing will be an important development in the
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implementation of e-government, in order to overcome the limitations of an infrastructure that

is inadequate due to the lack of reliable suppliers.
2.6.2 Platform as a Service

The aim of this service model is an extension of Software as a Service (SaaS). It allows
using applications, storage of the data and sharing the network resources over the Internet. The
service delivery model will assist the users to get virtualised servers which should have associ-
ated services for providing applications or developing new ones. Additionally, the PaaS includes
platforms for building and processing customised web-based applications. This allows IT man-
agers or end-users to use applications and run services via the Internet, all without downloading
software or installation. Examples in this model include Salesforce’s Force.com and Microsoft’s
Azure (Chang ef al., 2013). Therefore, cloud computing supports large areas of unlimited data
storage, where users can store what is involved in the application and allow it to be used any-
where. Adopting cloud computing contributes to the diffusion of technical use among organi-

sations, which assist in increasing the success of the e-government system.
2.6.3 Infrastructure as a Service

The purpose of this service model is as a dedicated model in which the organisation uses the
equipment used to support operations, including a provision of networks, clusters or virtual
servers, processing and networks storage. The service provider provides all equipment that is
used to operate and maintain the servers. Moreover, the capability is provided by the consumer’s
provider. It allows the consumer to be able to deploy and use the appropriate programs, such as
Amazon’s Elastic Compute Cloud (EC2) (Chang et al., 2013). Thus, the adoption of cloud com-
puting models in electronic systems will increase the deployment of their adoption and improve
performance, which is useful for governments in developing countries that seek to develop e-
government with a limited infrastructure. This contributes to enabling easy and efficient net-

work access everywhere for the participants of configurable computing resources.
2.7 Overview of Saudi Arabia

This section explains why this research has chosen to investigate the Saudi e-government
system. This system is one of the e-government systems in developing countries that has grown
rapidly. Therefore, the research context will briefly overview its location, e-government system,

and the challenges for ICT, to gain a deeper understanding.
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The Kingdom of Saudi Arabia (KSA) has a strong global economy. It is one of the richest
countries in the Middle East and is located at the centre of the Islamic world. This geographical
location gives it global importance as the centre of Islam, which leads to the visits of more than
three million Muslim pilgrims (for the holy festivals of Haj and Umrah) every year to the two
Holy Mosques the Masjid-al-Haram in Mecca and the Masjid-e-Nabwi (the Prophet Mosque)
in Medina, as well as being of interest to Muslims around the world, as they face Mecca to pray
five times each day. Moreover, the third Kingdom of Saudi Arabia was established in 1932 by
King Abdul Aziz bin Abdul Rahman Al Saud who was the first ruler of the Kingdom; and since
then Saudi Arabia has adopted monarchy as its system. Saudi Arabia is rapidly growing in eco-
nomic terms, as shown by the significant transformation in many aspects of the economic life
of its people. Thus, it has transitioned to a modern economy led by the petroleum and petro-

chemical sectors (Global Alliance of SMEs, 2016; United Nations, 2016).
2.7.1 The Location of the Kingdom of Saudi Arabia

The KSA is located in the western part of the continent of Asia and is the largest country in
the Arabia Peninsula, with an area of 2,149,690 square kilometers (Freeworldmaps, 2018). The
KSA is bordered by the Red Sea from the west, to the south by the Sultanate of Oman and the
Yemen Republic and the United Arab Emirates, Qatar,<Bahrain and the Arabian Gulf from the
east, and to the north by Kuwait, Iraq and Jordan (as shown in Figure 2.3). Riyadh City is the
capital of the KSA and is located in the central region (GASTAT, 2018; Freeworldmaps, 2018).
the country is a member of the G20 and the 17th largest exporter in the world, earning its status
as a strong economic centre by being classified as a high-income country by the World Bank in
2017. Moreover, the eastern part of Saudi Arabia is the most important source of income for the
economy, as it holds the second largest oil reserves in the world, gas fields and petrochemical
factories, According to official data issued by the Saudi General Organization for Statistics, the

population of Saudi Arabia in estimated to be approximately 23 million Saudis nationals
(10,575,895 males and 10,192,0723 females) (and is expected to reach 26 million by 2020) of

which 52.5% are males and 47.5% females. The population of non-Saudi residents is estimated
at around 11 million (8,028,355 males and 3,677,643 females). The average age of the
population of Saudi Arabia is 28.8 years (GAS, 2018). Additionally, the average age of the
population of Saudi Arabia during the period 2008 to 2018 ranges from 28,4 to 34 years. 75.14%
of the population had completed their education to different levels; with 37.36%, of those
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educated achieving under-graduate or post-graduate education. Such statistics should assist the
government to effectively make contact with citizens in order to achieve the goals of a national

transition to the digital system of government rather than just using the traditional methods.
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Figure 2.3: Map of Saudi Arabia (Freeworldmaps, 2018)

2.7.2 Information and Communication Technology (ICT) in Saudi Arabia

The introduction of any kind of new technology to systems brings many risks which may
occur through implementation and the method of use. In recent years, the Saudi government has
paid significant attention to the impact ICT has had on economic growth of governments around
the world (Qwaider, 2013). Moreover, the technology revolution has afforded many benefits to
governments by providing infrastructure needs and ease of control. In addition, government
services have been able to meet the requirements of users in government systems or e-service
providers (Irani ef al., 2006; Kaur and Kaur, 2014). For instance, the rapid spread of IT appli-
cations has had an impact in many sectors, with the aim of improving productivity and improv-
ing the performance of services in various fields, such as healthcare, education, trade, education
and government. However, in Saudi Arabia, IT is still a relatively modern technology compared

to other developed countries, such as the United States, the United Kingdom and Germany (Al-
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Tourki et al., 2012). Therefore, many sectors, from both the public and private organisations,
have invested in information technology systems in one way or another to develop and improve
the efficiency and effectiveness of e-services, which has made developing such services an

important government priority.

Moreover, Saudi Arabia has seen one of the most rapid developments of the ICT market in
the Middle East region. In addition, the Saudi government seeks to encourage innovation and
investment using IT systems through the work of global seminars, in order to attract investors
to contribute to the growth of the economy and the adoption and application of modern and
advanced information technology systems (Qwaider, 2013; Alateyah, 2014). However, there
are many problems facing the spread of information and communication technology in Saudi
Arabia, which is one of the most complex countries because of the diversity of its problems
(Alshehri et al., 2012). These problems are not limited to scientific challenges, but also, include
more importantly, cultural differences, educational levels, political systems and its economic
and social level. The following sub-section will present the most important factors affecting the
provision of e-services, such as ICT infrastructure, Internet penetration and other factors. It also
provides some important indicators about the real situation of the e-government system in Saudi

Arabia.
2.7.3 ICT Infrastructure

The strength of systems in many countries around the world refers to the availability of na-
tional infrastructures in various aspects of life; this assists the rapid development of economic,
educational, scientific, technological, social, communication and healthcare facilities. In addi-
tion, in 2003, the Saudi government established the Ministry of Communications and Infor-
mation Technology (MCIT) to control the IT systems that contribute to the development of
future IT services plans (CITC, 2016).

Alshehri and Drew (2010) conducted a study to identify the challenges facing the develop-
ment of ICT in Saudi Arabia. It found that the main factor was lack of planning in the imple-
mentation of information technology and lack of human resources in terms of IT experts. In
addition, there was insufficient government support for government organisations in order to
maintain IT development. Accordingly, the government proposed a strategic plan that could
contribute to the development of the use of technology and assist government institutions in

finding ways to invest in IT development. Thus, this study emphasises influences that have an
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effect on ICT infrastructure. The Saudi government has been shown to affected by various fac-
tors that have an impact on the development of knowledge technology; and it is trying to reduce
these influences in order to increase reliance on the e-government system. Alshehri et al. (2012)
conducted a study focused on some of the significant challenges to e-government system in
Saudi government. The results indicate that all Saudi government organisations still suffer from
unreliable and unresponsive technical support, which affects the infrastructure of e-services.
(Drew et al., 2012; Alateyah, R. R. M. Crowder, et al., 2013). There was a lack of expertise in
training staff about e-government systems, which impacted on the success of those systems.
Thus, the Saudi government has encouraged government ministers and organisations to pursue
the development of ICT and associated IT infrastructure to achieve the appropriate e-govern-
ment systems. In this research, emphasis will be given to the technical factors that impact the

adoption of e-government in the implementation of cloud computing.

The above discussion clearly explains that ICT infrastructure is one of the key factors in the
success of e-government systems. Thus, it plays a role in the adoption of the systems and their
effectiveness, because of the rapid development of the ICT, which affects the requirement for
the development of these systems to employ modern technology. Additionally, ICT infrastruc-
ture has become more complex in system design (Bertot et al., 2010). It is important to know
all the factors that may reduce dependence on services directed through the web. Therefore, in
the developed world, governments are paying attention to infrastructure because it has an impact
on the effective delivery of services across government systems. In contrast, governments in
developing countries are still suffering from a lack of reliable and integrated ICT infrastructure

that would facilitate provision of an e-government system with a high level of quality.
2.7.4 Internet

The Internet infrastructure is an issue that is one of the key considerations for any successful
adoption of e-government system. In April 1997, the Internet became officially authorised for
use (CITC, 2016). The government has begun to pay attention to the provision of Internet ser-
vices by allowing the increase of Internet service providers; and there is clearly competition
between domestic and international companies for mobile phones and the Internet market (Drew
et al.,2012). This has rapidly multiplied the number of Internet users, making the Saudi Internet
market the biggest growth ICT market in the Middle East. Moreover, in December 2017, the

percentage deployment of Internet users was 80%, which was estimated to be 18 million, while
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in 2020 this number had increased to reach 24 million, an increase of 91 %. The KSA is thus
one of the fastest growing global markets in the sector. Additionally, the Internet can be easily
accessed, allowing the user to be connected to the Internet at any time and communicating with
everyone everywhere (CITC, 2016). Consequently, the impact of Internet accessibility in Saudi
Arabia has led to changes in Saudi society in all respects, including education, economy and
healthcare. Therefore, it has assisted developing the national economy and facilitating the inter-
action of Saudi society with different cultures around the world (Akkaya et al., 2012; Alzahrani
et al., 2017). Moreover, it has contributed to overcoming Saudi issues and concerns for educa-
tion everywhere at all levels. The Internet has become an essential part of modern Saudi society,
which will help increase awareness and accessibility to e-government services and other online

services (as shown in Figure 2.4)

2017 2018* 2019* 2020* 2021* 2022+ 2023*

Figure 2.4: Internet growth in the KSA (source: CITC, 2018)

2.7.5 The Saudi e-Government Initiative

The Kingdom of Saudi Arabia began implementing the national e-government program in
1998 (Alshehri ef al., 2012). In particular, in 2005, the Saudi Arabian government introduced
an e-government program called ‘Yesser’, which has been implemented in large cities. The
Saudi government recognises that the development of e-government systems will result in enor-
mous benefits and believes that the implementation of e-government and the digital transfor-
mation process will contribute to developing the national economy. Moreover, the government
has endeavoured to enhance the participation of government departments in contributing to its
implementation in order to strengthen the partnership between the governmental organisations.

According to Ali S. AlSoma, (n.d.) in 2005, there was a cooperation between the Ministry of
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Communications and Information Technology (MCIT) and the Ministry of Finance (MF) to
establish the e-Government ‘Yesser’ program, which included the formulation of a plan to pro-
vide services and government transactions electronically, which could contribute to the national

economy and the business sector.

Therefore, like other governments around the world, the Saudi government is attempting to
achieve the goals of transforming the e-government initiative and ensuring its success. Recently,
the tremendous development of ICTs, especially Internet-based technologies, has created a more
complex technical environment for governments around the world (Almarabeh et al., 2016;
Kaur and Kaur, 2014). The Kingdom of Saudi Arabia has been keen to adopt ICT systems and
activate their use to achieve an information society and a digital economy, as well as high rates
of welfare for its citizens and residents and to facilitate their lives. In order to reach this vision,
the government has taken continuous steps in developing an e-government system and in
spreading the concept of electronic transactions in various government agencies. According to
the United Nations e-Government Survey, 2016, Saudi Arabia ranked 44th out of 193 countries
in the world. In addition, it is among the top 20 countries in the world for e-services and ranked
eighth among 47 leading e-government countries in Asia (United Nations, 2016). This develop-
ment reflects the great interest shown by the Saudi government and its unlimited support in

providing the best performance of e-government.

Over the past ten years, the Saudi government has spent approximately £527 million on de-
signing and building a unified electronic system in order to encourage citizens to adopt e-gov-
ernment services (Ali S. AlSoma, 2016). Due to the weakness of infrastructure and lack of de-
velopment plans for the existing system, there has been a lack of adoption of electronic services
by citizens. Thus, the Saudi e-government system is still facing many obstacles in the way of
providing information, difficulties in access to services and increasing financial cost in the de-
velopment of e-government in order to enable citizens to adopt e-government services. The

Saudi e-government system (Yesser) is shown in Figure 2.6.

According to Ali S. AlSoma, (n.d.) and the ‘Yesser’ program, the Saudi government has been
implementing e-government in several stages. The Saudi government has adopted a national
strategy for each five-year plan, which has established the e-government program (Yesser) to
be prepared and implemented in collaboration with government agencies. The first e-govern-

ment implementation plan was completed from 2006 to 2010 and the second implementation
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plan was launched from 2012 to 2016. In the first phase, the Saudi government’s goal was to
provide an e-government system to stakeholders and the public sector, such as citizens, the
business sector and government organisations, by focusing on providing the best services to all
stakeholders and users and increasing the efficiency of government organisations to improve
their performance more effectively. Therefore, the implementation of e-government transac-
tions afforded potential benefits, reducing the centralisation of e-government transactions as
much as possible, thereby contributing to raising the performance level of government organi-
sations transactions through increased investment returns, and providing users information with

high accuracy in a timely manner (Alateyah, 2014).

The Saudi government believes that the above vision can be achieved by following specific
objectives: firstly, Saudi government was to provide better services by the end 0of 2010, by using
e-government systems which would offer the most effective, most secure and integrated services
and offering easy access, by creating multiple electronic channels. Secondly, increasing internal
efficiency and effectiveness through a strong infrastructure for e-government; and improving
the public's perspective on adopting e-government for their interactions with the government by
applying a culture of cooperation and innovation. Thirdly, contributing to the prosperity of the
country through adopting the latest technology; this would also contribute to the success of e-
government (Yasser, 2006). This gives direct benefits to citizens, institutions, government em-
ployees and the government itself. Therefore, there will be growth in the national economy and
sources of income through the implementation of the Yesser system (Al-Nuaim, 2011). If
adopted and implemented correctly, the productivity and efficiency of the public sector will
certainly increase, reducing the use of paper for documentation, as all information will transfer
to a digital format. Also, this will contribute to reducing the time involved in conducting oper-
ations through the provision of government services and, thus, will increase the efficiency of
services. It will also enable easy access to information and services, which increases the number
of citizens and businesses demanding the services, thus raising the productivity of the national
economy. The Saudi government has created the Yesser program to launch with its attendant
principles, (as shown in Figure 2.5), in order to realise the vision in implementing the objectives

of e-government (Ali S. AlSoma, 2016) .
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Principle 1 | Unified version, priorities, standards, and framework

Principle 2 | Not only technology, but much more.

Principle 3 | Reduce centralization as much as possible.

Principle 4 | Develop once, use many times

Figure 2.5: The four principles of the Yesser program ( Yesser, 2006.)

Yesser achieved the first stage during the four years from 2006-2010, and the second stage
was implemented from 2012 to 2016. At this stage, the Yesser program cooperated with other
organisations, such as universities, private sector companies and the public sector in Saudi Ara-
bia, and the focus was on government organisations and stakeholders, so that they better served
all stakeholders and users. In addition, it sought to develop and realise the vision in implement-
ing the four strategies and objectives related to e-government (MOECCWW, 2015; Alateyah,
R. R. M. Crowder, ef al., 2013). This was done by relying on the investigation of the main
factors and the participation of the various government organisations in implementation by cre-
ating an approach that assisted the success of e-government by predominantly changing the
culture of community employees and government agencies rather than by introducing advanced

technical solutions (Qwaider, 2013).

Consequently, the key to the successful implementation of the plan is the implementation of
human resources initiatives, ICT development and a reduction of centralisation within the insti-
tutional framework. The implementation of initiatives in various sectors was to improve e-ser-
vices and common national applications, which would contribute to the government reaping the
benefits of e-government through the success of electronic services. Therefore, the Saudi gov-
ernment sought to achieve its e-government goals through the integration of government agen-
cies in order to provide better services to customers and enhance the efficiency of the govern-

ment sector.

This e-government system is still in the early stages of implementations, as the Saudi gov-
ernment is concentrating on the need for more effort. For example, a clear vision of the final
implementation is clearly lacking and will adversely affect the adoption of e-government at all
levels (Qwaider, 2013). In addition, the lack of a unified e-government system means that most

government organisations operate separately. Therefore, it is best that government departments
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be involved in a unified system to work together to provide better services to all stakeholders,
which will contribute to an improvement in classification for the e-government system, as Saudi
Arabia currently ranks No. 44 according to the United Nations assessment of e-government
development (Nations, 2018). Therefore, Saudi Arabia is concerned with the adoption of an

effective modern system, which is slowly and gradually being updated.

Additionally, Saudi Arabia is characterised by diverse sources of income and strong eco-
nomic growth, but it is always moving carefully forward, taking into account aspects that have
an impact on the adoption of e-government systems, such as social, religious, cultural and eco-
nomic factors. On the other hand, the Yesser program still suffers from certian challenges. The
most significant being a delay in connecting to the government services (Alateyah, 2014). This
affects the provision of government services, which leads to its non-adoption by users. Moreo-
ver, it gives a negative image to users which similarly impacts the readiness of e-government to
resolve the delay. Several studies have shown that e-government systems aim to provide gov-
ernment information and services, as well as to contribute to a strong exchange of information
in various sectors and to change the negative image many users have about the performance of
e-government, such as government institutions, investors and individuals, all of whom have a
role to further economic development and enable participation in assisting public sector deci-
sion-makers (Gebba and Zakaria, 2015; Al-Tourki et al., 2012). In the e-government initiatives
context, there are many different challenges and factors that impact on the employment of e-
government initiatives. Therefore, the Saudi government seeks to revolutionise the previous
plans, and create a new 2030 vision for the government to develop public service sectors such

as health, education, ICT and entertainment.
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Figure 2.6: The Saudi e-government system (Yesser) program (Yesser, 2019)

2.7.6 The Saudi National Portal (SAUDI)

The Saudi government has established the National Portal “SAUDI” to connect all govern-
ment organisations with a coherent e-government system as shown in Figure 2.7. This Saudi
portal offers an interface that includes a variety of e-services that allow individuals, government,
businesses and visitors to access it (SADAD, 2015). This portal is responsible for managing the

database that works on digital transformation in systems for government organisations.
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Figure 2.7: The Saudi National Portal (SAUDI) (SADAD, 2015)

2.7.7 Abshir Portal Program

In 2013, the Saudi government established a portal called the Abshar portal which was im-
plemented by the Ministry of the Interior (MOI). The MOI provides a package of services to
facilitate citizens and organisations to conduct government transactions totally electronically in
order to reduce the numbers conducted by the traditional method (Absher, 2016). The Abshar
portal provides e-services such as applying for a passport, status card, birth certificate, and
online payment of transportation fee. Moreover, it is one of the most important portals for e-

government systems in Saudi Arabia and is shown in Figure 2.8.
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Figure 2.8: The Ministry of the Interior Absher Portal (Absher, 2016)

2.8 Comparison of E-government in Developed and Developing Countries

Most governments around the world are seeking to adopt and implement mechanisms to re-
form public sector institutions through participation in decision-making, improving the quality
of e-services and transactional efficiency and strengthening the relationship between citizens
and investors on one hand and the government on the other (Lopes, 2017). In improving their
services, they are reaping new benefits from the infrastructure and the utilisation of technical
development in order to increase the sources of income to the national economy and to improve

people’s standard of living.

According to survey carried out by the United Nations in 2018, 90 countries provided a uni-
fied portal to secure the provision of public information or services over the Internet, and 148
countries allowed online transaction services. Table 2.1 shows the top 10 countries in the e-
government development index. The questionnaire used adopts the following criteria: Easy ac-
cess to online services, the level of internet infrastructure, and provision of integrated platforms
through the Internet through the provision of services for e-government. The survey revealed
that Denmark was the leader with a rating of 0.9195 in e-government development followed by
Australia with a rating of 0.9053, and then the Republic of Korea with a rating of 0. 0.9010.
Table 2.6 shows the top 10 countries in the E-Participation Index for the implementation and

adoption of e-government services (UN, 2018).
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Top 10 Countries in E-Government Index Top 11 Countries in E-Participation Index
Country Index Region Country Index
Denmark 0.9150 Europe United Kingdom 1.0000
Australia 0.9053 Oceania Japan 0.9831
Republic of Korea 0.9010 Asia Australia 0.9831
United Kingdom 0.8999 Europe Republic of Korea 0.9661
Sweden 0.8882 Europe Netherlands 0.9492
Finland 0.8815 Europe New Zealand 0.9492
Singapore 0.8812 Europe Spain 0.9322
New Zealand 0.8806 Oceania Singapore 0.9153
France 0.8790 Europe Canada 0.9153
Japan 0.8783 Asia Italy 0.9153

Table 2.1: Top 10 World E-government Leaders (United Nations, 2018b)

2.8.1 E-Government in Denmark

Denmark is among the top 10 countries in the world in adopting e-government systems. E-
government strategies and initiatives have been initiated with the design of the Civil Service
Computing Program call ‘eGovernment’, which aims to improve public administration and dig-
ital transformation of services using ICT (Ke and Wei, 2004). Based on the United Nations e-
government survey in 2018, the Danish e-government is ranked first on the worldwide e-Gov-
ernment development list, achieving a high indicator of 0.9150 (United Nations, 2018b). As
clearly observed, the Danish government is a good example of advanced development in e-
government, implementation and adoption. Moreover, their clear plan has contributed to im-
proved and increased user access to e-services as well as the participation and collaboration of

stakeholder groups in the design and implementation of e-government. Denmark is ranked No.3,

achieving a high indicator of 0. 9150 (UN, 2018).
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2.8.2 E-Government in the United Kingdom

The United Kingdom e-government is one of the leading systems in this field. In 1994, the
Central Computer and Communications Agency (CCTA) established a website called
'Open.gov.uk', which provides an e-government system under the responsibility of the Cabinet
Office. Furthermore, the UK Government’s current system is GOV.UK, which was adopted in
2011 and officially launched in 2012 with a full service. Thus, it is one of the most successful
systems around the world. In 2018, the United Nations e-government Survey revealed that the
United Kingdom ranks third in the list of countries that rely on e-government systems to provide
efficient, accountable and transparent services through e-government. The e-government De-
velopment Index (EDI), which was conducted in 193 countries for e-Government Digital Ser-
vice, shows that the United Kingdom has achieved a high indicator (0.9193) (UN, 2018). The
UK government still continues to develop e-government in order to provide the best e-service

in the world.
2.8.3 E-Government in the Republic of Korea

The implementation of the Republic of Korea’s e-government has established its first phase
which created an administrative database and facilitated citizens’ access to online services. The
Republic of Korea's e-government vision was set up to develop its IT infrastructure. This re-
quired the introduction of about 31 plans for e-government in order to connect government or-
ganisations with a unified gate (Jonathan et al., 2015). In 2011, the Republic of Korea developed
a strategy called ‘Smart government’ which was implemented and adopted in 2015 (Kurdi ef
al., 2016). The south Korean government attaches great importance to the value of e-govern-
ment, which will contribute to the success of its development plans, help transform into a
knowledge-based economy, increase the national economy and improve the quality of govern-
ment services. According to a United Nations e-government survey in 2018, based on the e-
government Development Index, the Korean Republic is ranked No.3, achieving a high indica-

tor of 0. 9010 (UN, 2018).
2.8.4 E-Government in the United Arab Emirates

The United Arab Emirates (UAE) is ranked 20th in the world and the first among the Middle
East countries in the use of ICTs to promote competitiveness, development and delivery of elec-

tronic services (Zakaria, 2013). In April 2000, Dubai’s e-government initiative was launched
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and aimed to change the traditional method of paying fees via government services. In 2016,
the Government of Dubai decided to add new services that contributed to increasing the adop-
tion of e-government by citizens and residents, such as e-Passport and e-Payment, using the
benefits from the development of ICT and their ability to transform into e-government (Al-
Tameem, 2008; Dubai Government, 2018). Dubai’s e-government department and e-Govern-
ment in the UAE have attempted to overcome all challenges facing their e-government devel-
opment in an effort to improve their e-government systems (Alnuaimi et al., 2011). This has
improved the ranking of e-government in the United Arab Emirates; and, based on the United
Nations e-government survey 2018, it was ranked at 20, achieving a high indicator (0.8790),
which includes it among the group of emerging leaders in the development of e-government

around the world (UN, 2018).
2.8.5 E-Government in Bahrain

Bahrain has become one of the first countries in the Middle East to have adopted e-govern-
ment. In 2007, the government of Bahrain recognised the significance of e-government and
decided to implement an e-government system and to provide and support plans for the devel-
opment of the e-government program (Ali, 2015). The Information and E-government Authority
(IEA) is responsible for implementing the policies and legislation for the adoption of e-govern-
ment, providing the required services to citizens, facilitating communication between govern-
ment agencies, establishing an e-government portal providing all electronic services, and
providing the training and technical support to government agencies. Moreover, between 2007-
2010, the e-government department was officially adopted online services and provided more
than 75 services for citizens and stakeholders’ institutions (Wong and Jackson, 2018). The suc-
cess of such an initiative is reflected in the high satisfaction rate of its customers, obtaining a
satisfaction level of 80% in 2018. This contributed to Bahrain being ranked first of 25 in the
Middle East, according to the United Nations global survey of e-government 2018, achieving a

high indicator of 0.7734 (Al-Zuabi and Mahmud, 2011; UN, 2016; Ega.gov.bh, 2018).
2.9 Existing Cloud Computing Adoption Frameworks and Models

Over the past two decades, intensive research has been conducted using different models to
investigate how to adopt different types of information technology in organisations. Some re-
search considers the adoption of new technologies using the TOE Model, which facilitates iden-

tifying the most important factors affecting such adoption. The TOE model has contributed to
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predicting factors that impact the adoption of cloud computing by IT researchers; and numerous
studies have been conducted to examine and identify the factors influencing the adoption of
cloud computing in organisation systems. Based on previous research, it is suggested that the
measurement of any success of new technologies, depends on the context of the system or or-
ganisations (Camargo and Wang, 2015). In fact, additional variables from the literature are
sometimes included to extend the TOE model for further development and validation of the
model (Niknejad et al., 2016). Thus, many researchers have attempted to expand or redefine the
original model in order to understand the capabilities and factors that have a strong relationship
in influencing the adoption of cloud computing such as the technological, organisational and
environmental factors. This section will present various studies and approaches regarding adopt-
ing cloud computing in different sectors in order to explore the extent to which the impact of

these factors is considered in them.

A review was made of the literature about the TOE framework; which was adopted by Low
et al. (2011) who investigated the factors affecting organisations belonging to the high-tech
industry in adopting cloud computing (As shown in Figure 2.9). The aim of this study was to
identify and understand relationships between factors by identifying the technical factors that
have an impact with regard to the organisation. Therefore, the adoption of technological inno-
vation has been largely determined by the characteristics of the innovation. Moreover, in this
study, eight factors were examined; namely firm size, relative advantage, complexity, compat-
ibility, top management support, technology readiness, trading partner pressure and competitive
pressure. The study found that there was a strong relationship between factors such as compar-
ative advantage, top management support and competitive pressure in regard to having a signif-
icant impact on the adoption of cloud services. The study recommended that these factors help

organisations in considering their investments in cloud computing.

42



Technology

lII, (+) : Relative advantage l

l/l_-( )+ Complexity l

l/l( (+) : Compatibility l

Organization

lll,, (+) : Top management suppnrll

Cloud computing
III‘ (+) : Firm size I adoption

[II,I (+) : Technology readiness I

Environment

III/(H : Competitive pressure l

III‘\ (+) : Trading partner pressure

Figure 2.9: Conceptual model for the adoption of cloud computing (Low et al., 2011)

A study by Abdollahzadehgan et al. (2013) used the TOE model in investigating small and
medium size enterprises (As shown in Figure 2.10). Data analysis revealed that technology
readiness and competitive pressure had a negative impact on technology acceptance; and that it
was important to evaluate organizational conditions for adopting cloud computing. The same
study found that top management has a positive influence on intention to adopt cloud compu-
ting. Another study by Alkhater ef al. (2014) found that the culture, the lack of competition and
the lack of regulations and policies in developing countries have hindered the use of technology
and its adoption by organisations. Additionally, there is a significant influence of individual
characteristics (top management support) on an organisation's adoption of technology (Kuiper
et al., 2014; Borgman et al., 2013). Furthermore, other studies have suggested the inclusion of
top management support and technology readiness in the organisation context as factors that
may influence the adopting. Thus, investigating these factors helps to identify the effect on the

organisation as regard to attitudes toward the adoption of technology.
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Figure 2.10: Cloud Adoption Framework (Abdollahzadehgan et al. 2013)

An investigation of the factors that have contributed to the success of cloud adoption, such
as security, privacy, reliability, availability and the regulations need to be carried out to under-
stand how these factors impact on the successful adoption of cloud computing in organisations,

also in terms of how they may influence attitudes to technology acceptance and adoption.

Awa and Ojiabo (2015) examined the factors that affect the adoption of cloud services in
small and medium-sized enterprises (SMEs) in regard to the provision of e-government in Jor-
dan based on the TOE model (As shown in Figure 2.11). The study sample was acquired through
an online survey with 1,200 participant decision-makers and conducted in 16 different govern-
ment organisations. The study found that ICT infrastructure and perceived compatibility have a
positive influence in relation to size of organisations, and cloud security and cost flexibility have
a positive influence on trading partners’ readiness in organisational to adopt and were significant
variables in increasing the adoption of cloud services in organisations. This research was one of
the studies conducted on acceptance behaviour in developing countries; and revealed the inten-
tion of top management to use was reflected in the organisation’s position on the adoption of
technology. Thus, investigation of these factors helps to identify the effect of attitudes toward

the adoption of technology on the organisations.
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Figure 2.11: Proposed framework explaining ERP adoption within TOE (Awa and Ojiabo, 2015)

Some scientists and researchers have discussed the contributions that cloud computing can
make towards providing computer infrastructure and services (Alkhwaldi et al., 2018; Ali et al.,
2015). Current research is focused on the factors that affect cloud computing, such as costs,
benefits and cloud-based security, at the organisational level within SMEs (Andergassen et al.,
2017). However, there has been no attention from previous research on the adoption and use of
cloud computing in government organisations and how contextual factors can affect the diver-
sity and adoption of cloud computing. Thus, governments in developing countries often face a
low economic level and complex political constraints that limit the ability to invest and improve

ICT to compete on the global stage.

A study by Algahtani (2016) focused on integrating the existing e-commerce system in Saudi
Arabia in private sectors with cloud computing, using the TOE model. The data were collected
by survey in which 659 people participated. The study found that awareness, relative advantage,
cultural environment and organisational attitudes have an influence on the intention of organi-
sations to adopt cloud computing. Thus, there have been recommendations from previous stud-
ies to address the issues surrounding cloud-related industry concerns, including the need to issue
guidelines for effective provision of services. These recommendations pertain to what govern-

ment organisations face and there is no mention as to how external factors have an impact, such
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as the social context, or technical development in terms of usefulness, ICT infrastructure, tech-

nology risk and intention.

The adoption of technological innovation is connected to the usefulness of innovation and
how it is consistent with the objectives of the organisations. One of the previous studies con-
ducted by Wang and Lo (2016) aimed to determine the factors affecting the adoption of cloud
computing among government agencies in Taiwan (As shown in Figure 2.12). The data were
collected through 342 government agencies in Taiwan. Based on the findings, this study found
that factors that have an influence on the adoption of technologies were perceived benefits and
technology readiness which has a strong effect on the adoption of cloud computing. Thus, this
study focused on a limited number of factors from the organisational perspective, and these need
to cover a wider scope in order to understand what influences organisations to adopt and inno-

vate technology.
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Figure 2.12: Proposed model for evaluating the adoption of OGD (Wang and Lo, 2016)

Some previous studies have identified several factors affecting the adoption of cloud com-
puting. In the organisational context, systematic assessment of these factors may contribute to
the appropriate decisions for the adoption of cloud services being made, as the determinants
affecting the adoption of cloud computing can be properly assessed. Martins ef al. (2016) de-

veloped a model based on the TOE framework for measuring factors affecting the adoption of
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cloud services for organisations in the manufacturing sector in Portugal (As shown in Figure
2.13). The study analysed data collected from 369 companies in Portugal which were used to
test the relevant assumptions. The authors found that the factors that have a strong relationship
to the direct impact of cloud adoption in organisations were security concerns, technological
readiness, regulatory support and the organisation’s size. However, this study also revealed that
cost savings, relative advantage, compatibility, complexity, technology competence and top
management support had a moderating effect on adopting the cloud. Thus, to understand the
factors that are most significant requires integrating other factors in order to understand how
they contribute to making decisions about adopting the cloud. Therefore, the intention of organ-
isations to use new technology depends on other factors, such as competitive pressure, trust, and
IT readiness. Therefore, innovation in the context of technology, organisation and the environ-
ment in the organisation needs to be measured contemporaneously with beliefs and attitudes

toward the adoption of cloud computing.
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Figure 2.13: SaaS diffusion conceptual model (Martins et al.; 2016)

Sabia et al. (2016) proposed a conceptual model for evaluating the adoption of cloud com-
puting in organisations. This conceptual model is based on important theories of company-wide
adoption of the TOE framework and DOI theory. In this study, data were collected from 265
companies to test and examine the model. The study examined the following factors: cost sav-
ings, relative advantage, top management support, complexity, and compatibility; and found

that all these factors had a positive influence on the intention to adopt cloud computing. As
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previous models are based on how to integrate the organisational system with cloud computing,
there is a lack of identification of factors that are not predictable after the migration of existing
systems to the cloud. Thus, in the Saudi e-government context, the factors that influence the
adoption of cloud computing in e-government, such as security, ICT infrastructure, awareness

and organisations readiness require verifying.

Many governments indicate a need to understand the various perceptions of cloud computing
that exist in investigating the development and adoption of cloud services in e-government. Al-
Badi et al. (2017) proposed a model based on the TOE model. In their extensive study of the
determining factors, many interviews were conducted with employees in the government in
Oman. Their model explores factors in the organisational context that have a direct impact in
either restricting or encouraging the adoption of technological innovation. Furthermore, the re-
sults showed that culture had little impact on the adoption of e-government. There is a positive
relationship between relative advantage and compatibility, while there is a negative relationship
between the size of the organisation and the ICT infrastructure. Moreover, organisations that
have sufficient financial and human resources need to explore some factors that affect the adop-
tion of cloud services from different angles so as to fully understand what the issues are to adopt

the cloud.

Similarly, a study was conducted by Alshura et al. (2018) to investigate the factors affecting
the adoption of e-government in Jordan based on the TOE model. The study sample was small
and limited to 64 people; and examined the impact of culture, ICT infrastructure ICT skill, top
management support, organizational cultural, regulatory relative advantage, environment, com-
petitiveness, complexity, trialability, compatibility, and observability in adopting cloud services
in e-government in Jordan. Readiness, technology and security in organisations were found to
play a role in adopting new technology in order to increase the level of confidence in the users
of e-services. This study found that the most important issues affecting the adoption of cloud
computing in government organisations were factors relating to the organisational environment.
In a government environment, it is difficult to make decisions without the permission of the

authorized senior leaders.

The research articles reviewed above relate to the adoption of cloud computing in different
online system and mainly address the critical factors that can be determined through identifying

gaps in other studies about the significant factors that influence technology adoption in e-
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government. The current research tries to examine factors that influence the adoption of cloud
computing in e-government in four dimensions, which are the technological, organisational,
environmental and social context in order to gain a deep understanding of what encourages and

hinders the successful adoption of the cloud in this context.
2.10 Challenges for E-Government in developing countries

E-government refers to the government employment of information communication and
technology in the provision of quality services to the citizens and organisations. The technology
enables citizens to have convenient access to services and engage in democratic activities. E-
government enables the public to access information concerning the government; and plays a
crucial role in processing information for the management of citizens and businesses by the
government. The e-government initiatives may include a citizen-centric portal, online income
tax, land and property system, e-learning, e-social services, a government to employee portal
and an integrated financial management system (Alkhwaldi ef al., 2018). However, e-govern-
ment has also been associated with numerous challenges that often make it difficult for it to be

implemented in developing countries.
2.10.1 ICT Infrastructure

An inadequate ICT infrastructure is one of the major barriers to implementing e-government
in the developing countries. The government of a developing nation lacks the resources for
establishing ICT infrastructure that is vital for e-government (Joshi and Islam, 2018). The re-
sources required for the implementation of the e-government system include digital technology,
internet network coverage and communication tools (Nunes ef al., 2017). The low availability
of network coverage of the network in the developing countries restricts people from accessing
e-government (Mohammed et al., 2016). An Internet network is an essential factor for the utili-

zation of services provided in the e-government websites and applications.
2.10.2 Security and Privacy

Privacy and security are critical elements of concern in the establishment of e-government
in the countries around the world. However, this element can be a barrier to the implementation
of e-government in the developing countries (Meiyanti et al., 2019). The developing countries
lack a proper strategy to assure their citizens that their information is protected from unwanted

and unauthorized third parties (Khan et al., 2013; Waller and Genius, 2015). Therefore, the site
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will be vulnerable to misuse and cyber-attacks. Additionally, governments are incapable of safe-
guarding the information collected about their citizens in the country. Subsequently, citizens in
the developing countries have little confidence in the privacy and security of their data in the e-
government portal and websites applications (Choi et al., 2017). Governments should therefore
devise policies that promote security and privacy in e-government, which will promote and instil

privacy and safety confidence in the citizens
2.10.3 Top management support

The management of the governmental institutions can contribute to the difficulty of imple-
menting e-government. E-government is not effective in the developing countries because the
department managers are not always committed to implementing it and supporting its establish-
ment by governments (Singh and Srivastava, 2018). The local culture may discourage ICT man-
agers from advocating the utilization of information and technology in the delivery of services
in the developing countries (Zhao et al., 2014). Organizational culture in the developing coun-
tries is often characterized by corruption and cronyism, which make it challenging for the gov-

ernment to implement ICT innovation in various departments.
2.10.4 Social influence

Social factors have created challenges in the embracement of e-government in the developing
countries around the world. The social factors include the education and income of the people
which have a significant impact on citizens adopting e-government in the developing countries
(Alkhwaldi et al., 2018). Many citizens lack the education and skills needed for operating and
accessing online services from the government portal websites (Walser ef al., 2016). Addition-
ally, the citizens with low incomes cannot afford the computer accessories and internet required

to access the government portal websites.
2.10.5 Lack of awareness

A lack of awareness of the existence of e-government in the developing countries has ham-
pered the adoption of the technology to access various government information and services
digitally. The majority of the citizens tend to use traditional ways of accessing government ser-
vices since they are unaware of e-government services (Shareef ez al., 2016). Therefore, lack of
awareness deters embracement of e-government in the developing nations (Bakunzibake et al.,

2016; Bertot et al., 2010). Therefore, governments that seek the accreditation of citizens and
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organizations for their online services should be concerned about the awareness of the users of

these online services.
2.10.6 Accessibility

The government is mandated to ensure that citizens can access relevant essential services
from the e-government system. Citizens should be able to easily access the e-government ser-
vices regardless of their geographical location in the country or challenging conditions (Azab
et al., 2009). However, e-government is of limited accessibility to a highly illiterate population
and residents of areas with poor internet connectivity in the developing states (Al-Faries ef al.,
2013). Additionally, e-government cannot be accessed by large numbers of people unable to
use Internet services; this is especially important for older people, many of whom have reduced
vision, loss of fine motor control and other disabilities; in the society due to improper design of
the e-government portal and this needs to be taken into account when designing an e-govern-
ment portal. The e-government websites and applications in the developing nations often do not
accommodate the needs of blind, deaf and physically impaired people if they are to access the

services provided by the government.
2.10.7 Availability

One of the challenges facing the adoption of services in developing countries is the lack of
access to information and e-government services (Nemeslaki et al., 2016). According to the
previous studies, the limits of infrastructural resources, such as Internet access and a lack of
computers for the majority of citizens, leads to a digital divide, and therefore can adversely
affect the adoption of e-government (Lowell and Morris, 2019). Moreover, the unavailability of
qualified ICT personnel has significantly contributed to challenges for implementing e-govern-
ment in developing countries due to the technical issues involved in providing a high quality e-
government system. Consequently, the nation’s personnel with ICT skills play a vital role in the
development of e-government (Siddiquee, 2016). Additionally, ICT professionals are essential
to the training of the ICT personnel who will be contributing to solving technical problems and
the maintenance of e-government. Furthermore, service providers and operators of e-govern-

ment require frequent training to keep pace with changes in technology around the world.
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2.10.8 Lack of common services

The developing countries experience a high level of poverty that has been associated with
the lack of common services. These common services include electricity, healthcare, education,
and e-government services accessible from citizens' residential areas in the developing countries
(Ruhode, 2016). As governments usually prioritise investing in the basic common services ra-
ther than in information communication and technology, e-government is not implemented ef-

fectively in many developing countries around the world.
2.11 Challenges in adopting cloud computing in e-government

Cloud computing is a product of the epoch of technology, which has been utilized to improve
communication and delivery of services in businesses and governments around the world. Gov-
ernments everywhere are moving with the advancement of technology by investing in cloud
computing for their e-government systems. However, the adoption of cloud computing for e-
government has faced numerous challenges that make it a debatable issue for its establishment

1n a nation.
2.11.1 Privacy Risk

Privacy is one of the perils facing cloud computing in e-government. Cloud computing does
not have the features of storing and processing information at the local organizational level as
this is conducted by a third party (Ebadi and Navimipour, 2019). The involvement of a third
party in storing information potentially exposes cloud computing information to unauthorized
and unwanted users who may access citizens' confidential data (Bakunzibake et al., 2016). Ad-
ditionally, the third-party tendency to store cloud computing information in various areas makes
people lose confidence in its privacy. The vulnerability of computer clouding compromises the
rights of people to have privacy for any of their sensitive information utilized in e-government
system (Narwane et al., 2019). The integration of cloud computing with e-government means
that abundant sensitive information is contained within the technology. Precisely, the stored
information tends to be delicate and sensitive, which make it dangerous to fall into the hands of
a malicious party (Sandu and Gide, 2018). Therefore, although cloud computing has produced
significant benefits to establishing e-government as its sophisticated technology provided lev-
erages fixed weaknesses that had developed in the employment of e-government; governments

have been wary of implementing e-government due to the security issues facing the websites,
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portals and applications (Bertot ef al., 2014; Hon and Millard, 2018). The security factors de-
terring the establishment of e-government include distortion of servers and inaccessibility of
government services during particular scenarios such elections and other voting periods in a
nation (Yang et al., 2017). On the other hand, the introduction of cloud computing has enabled
the government to counter the challenges faced in establishing e-government (Oseni et al.,
2015). Thus, the integration of e-government with cloud computing has shifted data security
concerns from the government to the cloud providers who are mandated to ensure the e-govern-
ment data is secure. Despite the dedicated effort to ensure security is provided in the cloud-

based e-government, the system cannot be entirely secured.
2.11.2 Technology Readiness

Cloud computing is readily available to be integrated into e-government; the government
simply needs to lease cloud services from a cloud computing provider as a third party (Wang
et al., 2010; Liang et al., 2017). If the provider fails to reach a consensus with the government
about adopting the technology in e-government, the government may not access and utilize
cloud computing services due to lack of IT infrastructure and expertise needed to integrate the

systems with cloud computing.
2.11.3 Reliability

Although the cloud is generally a successful system that can result in high quality e-govern-
ment operations across a range of service-oriented departments, governments are concerned
about its reliability (Senyo ef al., 2016). A system failure based on cloud services results in the
stoppage of numerous services that are crucial in the running of the government operations in
the public and private sectors. Therefore, such a failure may lead to massive losses of finances
that are generated through operations that occur in the e-government websites and applications
(Alateyah et al., 2013). Additionally, the system failing incurs distrust in the users of cloud
computing integrated into the e-government (Scuotto ef al., 2018). Potentially citizens' distrust
of cloud-based e-government stimulates people to rebel against utilizing the technology. Fur-
thermore, the failure of a cloud computing system may result in vast loss of data and security
breaches of the e-government system (Lian, 2015). Moreover, the data loss cannot be compen-
sated, which is a big blow to the governments who are investing in the cloud-based e-govern-

ment, since the lost information is irreplaceable.
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2.11.4 Security Concerns

Security is a fundamental issue required for the establishment of cloud-based e-government
in countries around the world. Security deficiencies in the cloud computing technology exposes
the e-government to confidentiality and integrity risks to sensitive information. The inadequate
state of security in the cloud-based e-government incurs distrust in the users of the e-government
services (Lian, 2015; Bakunzibake et al., 2016). Therefore, the government should consider
selecting a cloud computing provider who has established high-security measures that protect

operations integrated with the technology.
2.11.5 Accessibility

The providers of cloud computing have elicited issues of concern in the employment of this
innovative technology. The governments employing e-government are restricted from control-
ling cloud computing technology; therefore, cloud computing generates trust issues about the
effective utilization of the technology (Palvia and Sharma, 2017). The third party owning the
cloud has complete access to sensitive information concerning the citizens and government op-
erations; therefore, the technology raises issues about intellectual property and personal infor-
mation, which are crucial to instilling trust and confidence in e-government users (Pratono,
2016). Cloud computing thus creates a challenge when it is integrated with e-government. The
management of the cloud computing is mandated to control the accessibility of the e-govern-
ment information that is stored via the technology (Ali et al., 2016). Therefore, the technology
providers have to establish a management interface to ensure that only authorized individuals

can access the e-government website portals and applications.
2.11.6 Trust in the Internet

Governments may have minimal trust in the storage of confidential and classified infor-
mation on the internet. A government tends to take control of everything concerning the affairs
of their citizens through directly protecting sensitive information (Hustad et al., 2019). How-
ever, the provision of cloud services by a third party impedes them from being in control of their
sensitive information (Al-Khateeb et al., 2015). Additionally, a government does not have the
power and mandate to control activities that occur in the cloud. Therefore, most governments
around the world tend to have little trust in the storage of data using internet mechanisms. Gov-

ernments are aware of malicious online fraud, which is rife on the internet, which diminishes
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their trust in Internet-related technology. Therefore, governments may be reluctant to invest in

cloud-based e-government.
2.12 Benefits of adopting Cloud Computing for E-government

Cloud computing has recently been merged with the e-government system of countries
around the world. The innovative technology has a considerable amount of benefits that make
it a vital asset to the provision of information and services to citizens and business. The benefit
generated from adopting cloud computing comprise flexibility, efficiency, availability, reliabil-

ity, system integration and other numerous benefits.
2.12.1 Scalability

Cloud computing has a high scalability aspect that makes it easily integrated into e-govern-
ment systems. The technology is regarded as scalable as it can be configured with IT resources
such as servers and hard drives (Jimenez et al., 2014). Therefore, a government can integrate
cloud-based e-government with the various essential operations that occur in the country. Ad-
ditionally, the capacity of the cloud computing is not fixed but can be broadened through exter-
nal configuration (Ooi ef al., 2018). The scalability of cloud computing makes it suitable for it
to be integrated into the e-government of developing countries (Alkhater ef al., 2014). Cloud
computing technology is also suitable to be adopted in the dynamics that are occurring in the

growth of businesses in the developing countries.
2.12.2 Availability

Availability is an impressive attribute of cloud computing that makes it appropriate for e-
government users. Cloud computing provides opportunities to enhance access to many infor-
mation resources through e-government that was previously unavailable in the traditional sys-
tem (Al-Faries et al., 2013). E-government users require services and information from the e-
government websites and portals day and night throughout the year (Imhanwa ef al., 2015).
Accordingly, the employment of cloud computing mitigates the impacts of technical problems
in traditional systems that may result in loss of data and break down of services for citizens.
Governments need relevant back-up technology to cater for a storage facility in case of technical
issues in e-government (Lian, 2015). Hence, cloud computing can provide suitable mitigation
measures for recovering the valuable and sensitive information in the e-government system

(Jones et al., 2017). The e-government applications and website will be distributed to different
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cloud centres, which are located in premises around the world. Thus, the collapse of a single
cloud centre will not break down e-government operations, since it has been linked with the

innovative technology in a different region.
2.12.3 Flexibility

The adoption of cloud computing in e-government creates flexibility in the government's
system; as cloud-based e-government can be utilized at different levels and sectors in the gov-
ernment (Sandu et al., 2018). Cloud computing has different models that enable ICT experts to
configure to business expectations and organization (Almarabeh et al., 2016). Businesses in the
private sector may employ the Cloud hybrid computing model that has significant benefits for
the organization. The businesses gain the leverage that is experienced by the public and private

models.
2.12.4 Reliability

Cloud computing adoption in e-government has enhanced reliability in the provision of ser-
vices to organizations and citizens. A properly implemented e-government includes efficiency
and user satisfaction elements in the government strategies (Joshi et al., 2017; Sivarajah et al.,
2017). The integration of cloud technology into e-government enables easy improvement of the
quality of service delivery and increases the reliability to its citizens and businesses. Addition-
ally, as a basic e-government system may not be able to solve various problems that arise in the
absence of sophisticated technology, cloud computing may provide a technical and economic

solution.
2.12.5 Cost reduction

The establishment of e-government requires a high financial investment to implement the
system nationally. It involves the purchase of ICT equipment and software essential for the
proper delivery of services to citizens and businesses (Alkhater et al., 2014). Additionally, the
government will need to hire ICT professionals that will handle and maintain the e-government
system (Al-Khateeb ef al., 2015). However, the incorporation of cloud technology will provide
a positive opportunity incurred in the establishment of the system; as it eradicates the upfront

and operation cost incurred in the running of the e-government without this technology.
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2.12.6 Pay as you use

Cloud provider advocate the use of pay as you go pricing, which enables the government to
save a massive amount of money. Additionally, investment in cloud computing enables the e-
government managers to eliminate the cost of power, storage facilities and space for operation
(Weerakkody et al., 2015). Therefore, cloud computing is a cost-saving technology that dimin-

ished the investment needed for e-government.
2.12.7 Quality of service

Cloud computing has enhanced the quality of services provided in e-government systems.
Cloud-based e-government is readily available on the internet whereby citizens can retrieve vital
information on time (Alenezi et al., 2015). Additionally, cloud-based e-government enables the
establishment of support available to aid users and to respond to the relevant claims and issues
(Ahmad and Khan, 2015). Therefore, the e-government systems can be of high quality and sat-

isfying to the citizens and businesses who are the primary users of the technology.
2.12.8 Systems Integration

The integration of the cloud computing with e-government eases the management of the sys-
tem. Cloud computing eradicates the need for intensive management of the e-government portal
and applications (Ilmudeen et al., 2018). Cloud computing has the aspect of on-demand self-
service in the presence of a secure interface that allows authorized individuals to access e-gov-
ernment information and services (Wu et al., 2016; Ali et al., 2018). Therefore, the government
will not be required to employ people to control and monitor who is authorised to access the e-
government services and information. Furthermore, the government is aided by cloud providers
in the management of the cloud security in the e-government system; as the service provider

has a mass of resources, which are employed to enhance security for the e-government system.
2.12.9 Virtualization

The investment of cloud computing in e-government has enhanced the virtualization of the
entire system. The services are conducted online and information in the cloud storage services
make the virtualized environment accessible via Web applications or Web services through the
internet. Additionally, the online storage of information elicits transparency and accountability
of employees utilizing the services (Bertot et al., 2014; Hidayanto and Purwandari, 2017). The

use of a multiple data centre makes cloud computing appropriate for continuity businesses and
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suitable for disaster recovery (Oseni ef al., 2015). The cloud storage has contributed to safety
and the prevention of theft of information and gives flexibility to end users for accessing these

services from any internet enabled devices.
2.13Summary

Developing countries should implement e-government to catch up with the reign of techno-
logical development around the globe; and embracing e-government will have significant ben-
efits to the citizens and the government. Additionally, the incorporation of cloud computing
technology into e-government will yield excellent benefits for developing countries. Cloud
computing has contributed to the creation of a new business model, which is providing the best
new methods for operating and managing services and data available via the Internet. This al-
lows users to deploy quickly, provide resources and have easy access to online services through
the possibility of expansion of the infrastructure. In addition, users are able to deliver and pro-
cess information massively online. The Internet has been used mainly in e-government systems
to provide e-services to citizens. For this, many governments have adopted cloud computing to

provide better service.

This chapter has presented an overview of some issues and challenges related to e-govern-
ment. This chapter is divided into several topics: firstly, the concept of e-government from the
perspectives of different scientists was discussed, and a conclusion was reached that the general
concept of e-government is not a fixed term and is subject to debate. Secondly, the concept of
cloud computing was reviewed from a number of different angles; then there was a presentation
of models in cloud computing with reference to the computer cloud structure. Thirdly, govern-
ment systems in the Saudi e-government system were reviewed and the stages of development
of the e-government were outlined as well as the motivations for the adoption of cloud compu-
ting in the e-government system. Fourthly, some of the e-government systems in developed and
developing countries were described. Finally, some previous studies on the adoption of cloud

computing in the provision of e-government systems were reviewed.
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Chapter 3: The Research Framework
3.1 Technology Adoption Theories

Many models and theories have been proposed in previous studies. This chapter will be pre-
sent the most common models that could be used to measure the appropriateness of a new adop-
tion of cloud computing in e-government systems. There are models that have been widely
adopted to analyse IT research, involving the Technology Acceptance Model (TAM), the Dif-
fusion of Innovations (DOI) theory, Unified theory of acceptance and use of technology
(UTAUT), Theory of Reasoned Action (TRA) and the Technology Organisation Environment
(TOE) framework. The following section reviews cloud adoption models proposed in many
previous studies. These studies have been examined and the factors that significantly impact on

the enterprise's decision to adopt cloud computing identified.
3.1.1 Technology Acceptance Model (TAM)

The TAM is a model designed by Davis in 1986; and proposed a theory of technology ac-
ceptance in information technology. Several studies have shown that the TAM model is an ap-
propriate model for clarifying the acceptance of technology in IS research (Lemay et al., 2018;
Verma et al., 2018), as well as the impact of external factors on attitudes and internal intentions.
The TAM theory affords an analysis of the effect of two variables (perceived utility and per-
ceived ease of use) in order to identify the intention of the user to use a new technology through
external factors influenced by internal attitudes and intentions (Jan and Contreras, 2011) . The

components of the Technology Acceptance Model (TAM) are shown below in Figure 3.1.
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Figure 3.1: TAM model (Davis, 1989)
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However, research has consistently shown that the TAM model ignores the social factor
which aims to verify the social variables, which are part of the subjective criteria of personal
intention to use technology (Kurdi et al., 2016; Taherdoost, 2018; Verma et al., 2018). For
example, the social norms factor outlines how a positive personal perspective about using tech-
nology can have a positive impact on intention to use. The perceived usefulness factor (U) refers
to “the degree to which a person believes that using a particular system would enhance his/her
job performance” (Davis, 1989). The perceived ease of use (E) factor refers to “the degree to

which a person believes that using a particular system would be free from effort” (Davis, 1989).

A search of the literature reveals that several studies have been published which find that the
TAM framework clearly identifies factors that are to be measured and verified in organisations.
The factors in this framework have been considered suitable to be included in a framework
designed to meet more specific requirements. Previous research has highlighted many ad-
vantages of the TAM model, such as focusing on intelligibility and the comprehensiveness of
factors that can be measured, measuring factors from the perspective of users and the influence
of cultural factors in adopting technology (Arpaci, 2019; Bach et al., 2016). Accordingly, the
TAM was used to determine the critical factors affecting organisation adoption. In this area,
there is emphasis on two main factors, ease of use and usefulness as perceived by the end users.
To illustrate, the ability to adapt identifies relevant factors from the perspective of users as well
as organisations, such as services quality, awareness and trust. The importance of the two con-
structs in the TAM lies in emphasising the different external variables, such as cultural influ-
ences, pervasive behaviour, perceived systems performance and personal innovations
(Taherdoost, 2018; Verma et al., 2018). Therefore, e-government systems need to measure the
satisfaction of users and the quality of services provided from their perspective, which can be

provided by TAM models.
3.1.2 Unified theory of acceptance and use of technology (UTAUT)

The UTAUT model was designed by Venkatesh, Morris, and Davis in 2003. This model aims
at clarifying behavioural intent in the use of technology and its consequent changes. The re-
searchers created a unified model incorporating eight components from other models which
were social cognitive theory, TRA, x DOI, DOI, and TAM a model of PC utilisation, a motiva-
tional model and a combined TAM and TPB model (Abrahao et al., 2016; Martins et al., 2014).

The UTUAT model was validated in four trade organisations in different fields, and the model
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was able to explain 70% of the variance in the intent to use the technology. The behaviour
intention to use the technology has three determinants, performance expectancy, effort expec-
tancy, and social influence (Howard et al., 2017). The actual use of technology has two deter-

minants, facilitating conditions and behaviour intention.

The UTAUT has been an important model in the study of the adoption of technology in
organisations. In addition, the UTAUT model contains four moderators (gender, age, experience
and voluntariness of use) (Boonsiritomachai and Pitchayadejanant, 2018). Venkatesh ef al. de-
fined performance expectancy as the “degree to which an individual believes that using the
system will help him or her to attain gains in job performance.” Effort expectancy was referred
to as “the degree of ease associated with the use of the system”, while social influence was
defined as “the degree to which an individual perceives that important others believe he or she
should use the new system.” Finally, facilitating conditions was explained as “the degree to
which an individual believes that an organisational and technical infrastructure exists to support
the use of the system” (Venkatesh et al., 2003; p. 458). Thus, the UTUAT model can be used
to classify technology users into different groups, such as employees, consumers and citizens;
and contributes to determining the most influential factors in technology adoption in these

groups.

Literature published about the UTUAT generally considers it provides a useful account of
how the intention of acceptance behaviour has influence through the first three constructs “effort
expectancy, performance expectancy, and facilitating conditions”. The intention of acceptance
behaviour is defined as “the person’s subjective probability that he will perform the behaviour
in question” (Fishbein and Ajzen, 1975; p288). while the facilitating conditions construct has
an influence only on the behavioural intention construct. The behavioural intention construct
influences the actual usage of technology construct (Mell and Grance, 2011). Figure 3.2 below

shows the elements of the UTUAT model.

Some research has applied empirical investigations into UTUAT, and it is one of the most
popular models used in studies in various fields, including business administration and infor-
mation systems (Bawack and Kala Kamdjoug, 2018). However, a number of factors that have
a high influence in the relationship of organisations and the intention to adopt technology are
not taken into consideration. Moreover, it does not address the impact of organisational norms

that have been verified in other theories. In addition, the UTAUT seeks to understand adoption
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from the perspective of future intention and the actual frequency of use of the system (Cao and
Niu, 2018). However, research on the UTAUT models has been largely restricted to limited
comparisons focusing on the adoption of technological aspects and provides only limited guid-
ance on how to influence the use of technology. Thus, the UTAUT focuses on variables that
drive users to adopt technology that has already been introduced without organisations’ partic-
ipation, and this feature makes the models less useful, even though they have an impact on

understanding the adoption of technology.
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Figure 3.2: The Unified Theory of Acceptance and Use of Technology model (Venkatesh et al., 2003)

3.1.3 Diffusion of Innovation Theory (DOI)

Diffusion of innovation (DOI) was first designed by Rogers in the 1960s, the purpose of
which was to study the dissemination of innovation in society. In 1995, the DOI theory model
was further developed by Rogers to analyse and discuss users’ adoption of new technology
through its implementation in electronic systems (Aizstrauta et al., 2015). The DOI theory is an
important model for determining the factors that influence innovation, and provides a suitable

basis for IS research that can develop the ability to measure users' perceptions in IT adoption.

To date, the DOI theory has received considerable attention in the research literature. DOI
indicates that individual adoption of innovation is divided into five categories as follows “(a)
Relative advantage (b) Compatibility (c) Complexity (d)Trialability (e) Observability”
(Goldkuhl, 2009). Figure 3.3 below shows the elements in the diffusion of innovation theory
(Agag and El-Masry, 2016).
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In the literature on the DOI framework, the relative importance of its adoption has been
subject to considerable discussion. The DOI framework was found to lack some factors that are
critical and have an important impact in analysing the adoption of new technology, especially
e-government systems. It does not, for example, measure the confidence of organisations in
technology and the perspective of users in trusting the technology and services provided, social
and cultural factors and awareness of technology (Wong and Jackson, 2018). It is clear that,
among the variables of the DOI framework, it is found that the factor of observability can be
measured by the adoption of technology from the perspective of the user or organisation. As
such, it will be useful to examine this factor to achieve the objectives of this study. In addition,
other variables in DOI are experimental factors, which are commensurate with the intention of

organisations to adopt new technologies, including e-government systems.

Relative
Advantage

Compatibility

Complexity Adoption

Trialability

Observability

Figure 3.3: Diffusion of innovation theory (Rogers, 2003)

3.1.4 Theory of Reasoned Action (TRA)

The TRA was proposed by Fishbein and Ajzen in 1975. This theory is one of the fundamental
theories in the field of social psychology and is used to evaluate human behaviour. This theory
has proved successful in presenting the influence of intentions and behaviours in many areas in
the adoption of technology. In the TRA, the most important determinants of an individual's
behaviour are behavioural intentions (Mishra et al., 2014); an individual’s attitude and subjec-
tive norm affects their behavioural intention which in turn directly influences their actual use

behaviour.
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To date, large-scale studies have been performed to investigate the prevalence of TRA. It has
contributed to determining how to target strategies through behaviour change and what factors
are affected in the intention of the user to accept the new technology (Untaru et al., 2016). In
addition, it also explores the factors influencing human behaviour. In this theory, consideration
is given to the adoption of systems by determining behavioural intention; and that can contribute
to the promotion of awareness of the system (Fleming et al., 2017; Mishra et al., 2014). More-
over, the TRA considers the opinion of society about the intent to use the technology. The ele-

ments of the Theory of Reasoned Action are shown in Figure 3.4.
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Figure 3.4: Theory of Reasoned Action (TRA) (Fishbein and Ajzen, 1975)

In some previous studies, the TRA framework has been adopted but shown to have limita-
tions (Oni et al., 2017). The TRA framework needs to include some other important factors in
order to effectively predict whether users adopt online services, such as reliability, trust, ease of
use and availability. The TRA framework has been evaluated in terms of the adoption of tech-
nologies based on two concepts, the attitude toward behaviour and the subjective standards.
Moreover, it is not sufficient to enable an understanding of the adoption and use of e-govern-
ment systems in a comprehensive manner (Kim, 2015; Joshi et al., 2017). However, most of the
previous studies have focused on general attitudes toward technologies which have been shown
to have a high influence on adoption. In addition, a comparison of the predictor variables has
shown that attitudes have a higher influence than subjective norms, which are used in predicting
the intentions of individuals to maintain the use of technology. Thus, the TRA framework is

limited for examining the factors that influence technology adoption by governments. It is based
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on the focusing on the attitudes of users which have exerted influence on the intention of indi-
viduals to adopt technologies (Hansen ef al., 2018). Therefore, the adoption of technology in
organisations requires a comprehensive understanding of the use of e-government systems from
different perspectives. It is necessary to discover the factors influencing the intention of the user

as well as the organisation to adopt technologies.
3.1.5 Technology-Organisation-Environment (TOE) Framework

Tornatzky and Fleischer designed the TOE framework in 1990. This framework aims to
identify the components of the organisation that influence the adoption of technological inno-
vations (Tornatzky and Fleischer, 1990). The TOE model consists of three elements, which
revolve around technological problems, internal and external factors, and organisations (AlBar
and Hoque, 2017; Lin, 2014). The first element refers to the technological issues facing the
organisation that intends to adopt technology, such as IT infrastructure, security, quality and
hardware. The second factor refers to internal and external factors that have an impact on the
organisation, such as competition in the market and regulations and policies, while the third
describes the organisation in terms of the nature of its activity, size and the structure of its or-

ganisation.

That the TOE framework is analytical makes it an effective and comprehensive model, con-
tributing to the analysis of factors that lead to many innovations in information technology
(Camargo and Wang, 2015). In the TOE framework, there is a relationship with Rogers' theory
of innovation diffusion, by focusing on both individual and organisational characteristics. More-
over, through studies that have been conducted, it is seen that the TOE framework assists in the
adoption of technology in organisations (Borgman et al., 2013). Therefore, in studies using this
model, external influences have been found to be one of the primary factors that will influence
the adoption of the technology. This factor is analysed through its four variables: financial aid,
information technology awareness and the availability of an appropriate technology (Qasem,
2018). Accordingly, there are many advantages that have been highlighted for the TOE model.
This could contribute to enhancing the development of an appropriate model through which the

organisations will promote understanding in regard to innovation and technology adoption.
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In addition, research has been found that the environment and technology factors of the
organisations have been adopted as key factors strongly connected to the impact of technology
adoption. Thus, it is noticeable that there is a similarity in the factors outlined in the framework
and those related to the development of the e-government system. Accordingly, this framework
recognises that it has the ability to reproduce the factors influencing the adoption of technology
(Niknejad et al., 2016; Arpaci, 2019). Thus, investors and decision-makers should be encour-
aged to realise the strength of the relationships between the users on the one side and the adop-
tion of technology on the other. The following figure (Figure 3.5) shows the Technology-Or-

ganisation-Environment framework.
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Figure 3.5: Technology-Organisation-Environment framework (Tornatzky and Fleischer,1990)

The TOE framework has been widely used to study the adoption of technology in organisa-
tions to identify the potential or actual impacts in innovation and new technologies (Dillon et
al.,2010). The TOE framework has flexibility and is effective in evaluating the performance of
technologies and innovation. Furthermore, using the TOE framework to identify the feasibility
of IT adoption in organisations enables the identification of critical factors which have direct
and indirect impact through three main categories of factors, technology, organisation and en-
vironment (Lin, 2014). The TOE framework has been used not only to analyse factors on an
organisational and individual level, but also provides a theoretical foundation for discussing

adoption in the various areas in which innovation and technology adoption are intended.

64



Although extensive research has been carried out on the TOE framework, some researchers
have suggested that there is a need for greater inclusion of other factors which directly affect
decisions to adopt technological innovations in addition to those already included in the frame-
work (Camargo and Wang, 2015). Therefore, the TOE framework seeks to verify how IT adop-
tion processes and structures affect the adoption decision and implementation processes of tech-
nologies. The TOE framework context refers to identifying factors that play an important role
in innovation and the adopting of technology through existing ones and which are equivalent to

the existing technology.

Despite the fact that there are many reports in the literature on the outcome of the TOE
framework, most do not explore the adoption of cloud computing in e-government; although,
the implementation of the TOE framework has been prevalent in different fields (Bradford et
al., 2014; Sun, 2016). Consequently, the TOE framework has contributed to the discovery and
evaluation of the appropriateness of the organisations in innovation and adoption of technology
in improving the quality of the organisation and in keeping abreast of the technical develop-
ments of the past years. In view of this, the TOE framework should be used to investigate the
factors influencing the adoption of cloud computing in government to deliver online services
(Tsou and Hsu, 2015). Thus, this will increase the main motivation for government organisa-
tions to adopt the latest innovations, which will contribute to raising the efficiency of services
provided by e-government system. Hence, using the TOE framework for e-government adop-
tion of cloud computing is theoretically appropriate, contributing to an in-depth understanding
of the factors according to the three main contexts. The TOE framework provides a deeper
understanding to be able to answer the research question through the contexts derived from the

literature including technological, organisational, environmental and social contexts.

Drawing on the previous discussion, a number of important points and research gaps must
be considered. Firstly, there is a strong suggestion that social, technical, organisational and en-
vironmental contexts are important factors that must be involved in models exploring the adop-
tion of cloud computing in e-government in order to achieve an understanding of an organisa-
tion's intention regarding the acceptance and adoption of computing services in e-government.
Secondly, most of the previous studies on adoption of cloud computing in e-government have
focused on one perspective, either the technical or the organisational perspective. Therefore,

this study will use both a technical and organisational perspective and add other factors that
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have an impact on technological adoption in order to understand the most important factors in
the adoption of cloud computing in e-government. Studies have proposed the development of
the TOE model in organisations in order to study and understand the intentions of organisations
in adopting the cloud in e-services, as the intention to use the adoption of new technology is a
very complex issue. Consequently, there is not a comprehensive model which combines the

most important factors influencing the adoption of new technology.
3.1.5.1 Justification for adoption of the TOE model

The purpose of this study is to investigate the critical factors that influence the adoption of
cloud computing in e-government system from the Saudi organisational perspective. Some stud-
ies have shown that the TOE model has been used in different contexts to evaluate the effec-
tiveness of services and technological adoption in business sector (Aizstrauta et al., 2015;
Alateyah et al., 2013; Borgman et al., 2013 Hon and Millard, 2018; Mohammed et al., 2017).
Moreover, previous studies have identified that the technological variables are particularly im-
portant for understanding what the factors influence adoption of technologies that boost existing
systems (Stefanou and Skouras, 2015). In addition, previous studies showed that it was appro-
priate to combine the important factors that affect the adoption of new technologies into one
comprehensive model in different domain. (Alemeye and Getahun, 2015; Qasem, 2018). Con-
sequently, some researchers have suggested extending the TOE model to measure other factors

in a different context.

The TOE model comprehensively describes the process of innovation in the context of or-
ganisations. It focuses on three attributes of an organisation that have an impact on the adoption
of innovation: technology, organisation and environment (Borgman et al., 2013; Bradford et al.,
2014; Senyo et al., 2016). In the context of technology, these are the factors influencing the
internal and external technology relevant to the organisation. In addition, technologies are avail-
able for potential adoption (Ahmad and Bsc, 2015; Bradford et al., 2014). On the other hand,
the organisation context is related to the descriptive characteristics of the organisations, top
management support, structure of organisations, human resources and the method of communi-
cation between organisation systems and appropriate IT infrastructures readiness (Niknejad et
al., 2016). Moreover, the environment context refers to the characteristics of organisations in-
cluding policies, organisational regulations, and pressure from the government and competitors

and the values contained in the organisation’s vision. Hence, the TOE model is used to identify
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the important variables that have significant influence on innovation and adoption of new tech-

nologies in an organisation’s systems context.

The TOE is an important model that can be applied to various contexts in organisations
adopting ICT (Algahtani, 2016). It is also beneficial to understanding by verifying the factors
influencing the adoption of new technology in organisations systems context, which leads to a
logical analysis of data about the more influential factors (Borgman et al., 2013). Thus, the TOE
model affords a powerful, highly structured and valuable framework to predict user acceptance
of technology in various areas that provides an explanation of how to influence the adoption of
new technology. The adoption of cloud computing has been discussed in terms of developing
frameworks. In Previous researches were reviewed to explore which factors in comprehensive
theories enhance understanding of how new technologies are adopted. Thus, this study will take
into account the TOE Model to explore and investigate the potential factors that affect the adop-

tion of cloud computing in e-government by combining them into one comprehensive model.
3.2 Review of TOE Model for Cloud Computing Adoption

The literature review explored a range of research conducted using different models to in-
vestigate how different types of information technology in were adopted in organisations (Ali
et al., 2018; Durao et al., 2014; Mohammed et al., 2016). Some research considers the adoption
of new technologies using the TOE Model, which allows for identifying the most important
factors affecting such adoption. The TOE model has contributed to predicting factors affecting
the adoption of cloud computing by IT professionals (Ahmad and Khan, 2015). Numerous stud-
ies have been conducted to determine the factors influencing the adoption of cloud computing
in organisations; and occurred in different contexts including E-business, the E-health sector,
E-learning, government agencies, and both public and private organisations. The majority of
these factors fell into three main categories: (a) technological context, (b) organisational context

and (c) environmental context.

In the technological context, several common factors were studied in developed countries
including relative advantage, complexity, compatibility, security and privacy, technological
readiness, IT infrastructure and technology cost (Alshura et al., 2018; Mohammed, Alzahrani,
et al., 2017a; Martins et al., 2016; Almutairi and Thuwaini, 2015; Alkhater ef al., 2014; Kuiper
et al.,2014; Zwattendorfer and Tauber, 2013). The majority of these factors have not been tested

so far in developing countries, which are the focus of this research study. These include quality
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of service, security, relative advantage, reliability, privacy, compatibility, trust and complexity.
Although, studies have shown that these are the main influencing factors that drive organisations
to use and adopt cloud services, studies in developing countries (Jones et al., 2017; AlBar and
Hoque, 2017; Almutairi and Thuwaini, 2015; Durao ef al., 2014) have not examined these fac-
tors intensively, which play a role in increasing the intent to adopt the technology. Thus, studies
carried out in developing countries have not provided evidence about the effect of organisational
attitude towards the adoption of cloud computing or how factors affect the final decision-mak-

ing processes of top management.

In the organisational context, most studies have tested the more important factors which im-
pact the organisational adoption of cloud computing in developed countries. The factors that
influenced the organisations included top management support, organisational resources, trans-
actions and technology readiness. Moreover, studies have shown the importance of these factors
and their ability to measure the extent of impact in organisations that have adopted cloud com-
puting. In this regard, researchers (Stergiou et al., 2018; Alkhwaldi et al., 2018; Oni et al., 2017)
believe that these factors play an important role in organisations by promoting their desires and
intentions regarding the adoption of cloud computing. Accordingly, this study will consider the
aforementioned factors, including top management support and technical readiness, which pos-
itively influence the intention of the organisation related to the adoption of cloud computing.
However, previous studies have shown that certain of these factors (the characteristics of or-
ganisations and organisational structure, including human resources and information resources)
do not influence the adoption of cloud computing. Accordingly, these organisational factors are

not included in the research model.

The environmental context has also been considered. Most of the previous studies have in-
vestigated the significant factors that have influenced the adoption of cloud computing in vari-
ous sectors, including competitive pressure, business partners, regulations, physical location,
regulatory support, and the competitive environment (Wong and Jackson, 2018). In addition,
some studies (Martins et al., 2016; Almutairi and Thuwaini, 2015) have shown that competitive
pressure is one of the many factors that promote the adoption of new technologies. However,
some of the environmental factors have been shown not to have a significant influence on the
intention of adopt cloud computing (Mustapha ef al., 2017; Lal and Bharadwaj, 2016). These

factors including trading partner collaboration, best practices, and trading partners’ readiness.
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These environmental factors do not play a role in the intention of organisations, as they were
not crucial influencing factors that have a direct impact on the government adoption of cloud

computing.

The review of the relevant literature on adopting cloud computing revealed the existence of
different factors that are not part of the original TOE model (Wang and Lo, 2016; Camargo and
Wang, 2015); namely, cloud provider competence, cloud provider characteristics, cloud pro-
vider presence and familiarity with the availability of cloud services to e-government system.
The purpose of these studies was to examine and determine if they were critical in understanding
the intention of organisations to adopt cloud computing (El Haloui and Kriouile, 2017;
Mustapha et al., 2017). Thus, this research will consider other factors including trust, awareness
and the user’s attitude to exploring the potential factors that affect the adoption of cloud com-
puting by e-governments, which show as critical factors that promote the adoption of new tech-

nologies; and will combine them into one comprehensive model under social context.

Based on the arguments presented in this section and the existing critical literature review, it
is also important that TOE is a model that has been verified in previous studies and integrated
with a number of models for technology acceptance and extension. The TOE model has been
used in various fields and has achieved results that have led to the identification of highly sig-
nificant factors and the identification of problems based on the main categories. Thus, the study
considers that the TOE model will be a suitable model to adopt and verify the factors that affect
the adoption of cloud services in the provision of e-government systems in the Saudi govern-

ment context.

3.3 Developing a conceptual framework and hypotheses for the adoption of cloud com-

puting

Based on the literature review, it has been shown that few of the empirical studies discussed
the adoption of cloud computing in government organisations. This research will develop a
conceptual model to investigate factors related to motivation to adopt the e-government system
of cloud computing in Saudi government (ACCE-GOV) and to explain the most important fac-
tors that enhance the government’s adoption of cloud computing. The literature review has
clearly demonstrated that some studies have discussed the TOE framework, and the DOI model
as commonly used theories about the adoption of technology in different sectors (Camargo and

Wang, 2015; Borgman et al., 2013). For example, there are studies on the adoption of cloud
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computing in e-business (Awa and Ojiabo, 2015), e-healthcare (Bawack and Kala Kamdjoug,
2018; Tawalbeh et al., 2016), e-learning (Alajmi et al., 2018; Qasem, 2018; Sabi et al., 2016)
and industry (Howard et al., 2017). Consequently, this study will consider the TOE model and
the DOI model to have improved knowledge in the field. Alzahrani, et al. (2017b) state that
three DOI innovation characteristics have been applicable to adoption of cloud computing,
namely: relative advantage, complexity and compatibility. Some previous IS research (Hon
and Millard, 2018; Martins et al., 2016) found that, trialability and observability have not been

shown relevant to cloud-computing technology adoption.

The adoption of cloud computing is still in its early stages in the Saudi government organi-
sations; and the government has been concerned about adopting new technologies due to the
failure of some systems in relation to their adoption. It requires the use of intensive studies to
help identify the most important factors that have an impact on cloud computing adoption in e-
government. This study will develop a more comprehensive framework to investigate the adop-
tion and use of cloud computing by e-government systems. This study will present hypotheses
in order to verify the predictive relationship between factors influencing cloud computing.
These factors were used in many previous studies, including relevant advantages, service qual-
ity, security and privacy, complexity, technology readiness, top management organisational
support, regulations, trust, awareness and attitude In these aforementioned studies, these factors
have been discussed as critical predictors of the adoption of cloud computing as shown in Table
(3.7). Thus, the researcher has identified the most suitable and critical factors influencing the

adoption of cloud computing in the Saudi e-government systems.
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Studies

Factors

Technological

Organisational

Environmental

Social

Relative

advantage

Service

quality

Security

Complexity

Compatibility

Top management

support

Technology

readiness

Regulations

Competitive

pressure

Trust

Awareness

Attitude

(Low et al.,

2011)

(Abdollahzad
ehgan et al.,
2013)

(Borgman et

al.,2013)

(Alkhater et
al.,2014)

(Awa &
Ojiabo, 2015)

(Alqahtani,
2016)

(Martins et
al., 2016)

(Wang & Lo,
2016)

Sabi et al.
(2016)

(AlBar &
Hoque, 2017)

(Alshura et
al.,2018)

Table 3.1: Summary of studied factors that influence adoption of cloud computing
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3.3.1 Technological Context

The key element of successful e-government is providing the appropriate technology (Lopes,
2017); as the development of E-systems requires an appropriate infrastructure of ICT, network,
application and services (Waller and Genius, 2015). Technological factors play a crucial role in
the success of any organization, and understanding this contributes to an effective knowledge
base on the benefits of new technologies (Qasem, 2018; Senyo et al., 2016). Earlier research
on the adoption of IT innovation has found that security and privacy are often a concern in the
decision to adopt. The technical aspects of an organisation have many challenges that will affect
the decision of top management to adopt cloud computing (Martins et al., 2016). Based on the
literature review, (Hon and Millard, 2018; Wang and Lo, 2016; Hsu et al., 2014) it has been
found that complexity, compatibility and relative advantage play a role in the adoption of cloud
computing. A study by Tsou and Hsu (2015) found that the government's intention to im-
prove the performance of organizations is related to the quality of existing IT infrastructure,
which focuses on providing technological support for the adoption of cloud on e-government.
However, the weakness of infrastructure and the lack of information technology are often a
major factor in the lack of acceptance of new technologies or even a complete hindrance to the
adoption of cloud computing for e-government (Misirlis et al., 2017). The systems of govern-
ment in developed countries still suffer from the challenges of technologies (Al-Khateeb et al.,
2015). According to previous studies, developing countries often prefer not to make technolog-
ical investment because of a lack of trust in accepting new technology, and they rely on experi-
ences and comments from other organizations before deciding to adopt new technology
(Alkhater et al., 2014) Additionally, It has been found that the majority of the current e-gov-
ernment systems implementation is addressed around the concern of governments about the fail-
ure of systems, which affect the satisfaction of users (Alajmi et al., 2018). A number of research-
ers have demonstrated that ensuring the success of an e-government system depends on the in-
itiation of the transformation to new technology (Agag and El-Masry, 2016). Palvia and
Sharma, (2007) recommend that the success factor of an e-government organization is aided by
effective technology. Many studies support this is an essential investment to deploy a successful
e-government system. In the following subsection, an explanation of the factors that have influ-
enced the intention of government organisations to adopt cloud computing is provided. These

include relative advantage, compatibility, complexity, service quality and security.
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3.3.1.1 Relative Advantages (RA)

Relative advantage refers to “The degree to which an innovation is perceived as being better
than the idea it supersedes.” (Rogers 1995, p 219). Comparative advantage drives organisations
to switch to cloud computing if their adoption can reduce operational costs and improve service
delivery (Dash and Pani, 2016). One of the most important innovations of innovation theory is
perceived relative advantages (Wahsh and Dhillon, 2015). Based on previous studies, perceived
relative advantage supports a positive and important relationship to the benefits of cloud com-
puting. For example, easy access to services, reduced cost, compatibility and integrated solu-
tions for different organisations with an integrated infrastructure (Chen and Kim, 2019). There-
fore, there is an important and positive relationship between relative advantages of cloud com-
puting and the intention of organisations suffering a lack of IT infrastructure that is supported
by a wide range of studies (Gangwar et al., 2015; Lang et al., 2018; Martins et al., 2016). There-
fore, relative advantages are likely to affect organisations' decisions that support the adoption of
cloud computing, which suggests it is an important factor in understanding the adoption of this
technology (Wang and Xiang, 2007). Tawalbeh et al., (2016) indicate that relative advantage
has contributed to improving the negative image of some technologies, which has led organisa-
tions to adopt new information technologies. Based on the literature (Oliveira et al., 2014;
Waller and Genius, 2015), many of the key issues facing adoption of new technology are sig-
nificant differences between technical benefit and organisational systems in terms of con-
sistency and convenience. Studies (Jager et al., 2015; Sin et al., 2016) show that organisations
consider the benefit of investment in cloud computing may be that it provides greater regulatory
advantages. These benefits may contribute to improved service delivery efficiency, process
quality, faster task performance and access to new features (Karim and Rampersad, 2017). Thus,
this variable is a powerful factor of innovation IT. The adoption of cloud computing enhances
organisations ability to access documents from anywhere, which means it is easier for organi-
sations to enable their employees to share resources shared with other organisations, saving time

and money (Huang, 2018).

In fact, the likelihood of government organisations adopting new technology increases when
they expect that a relative advantage will add value to their services. Moreover, e-government
system in organisations needing to avoid the costs associated with systems and maintenance of

IT infrastructure can achieve various advantages by adopting cloud computing. Thus, in
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developing countries, government organisations are able to increase resources and infrastructure
through cloud computing that meet the requirements of e-government systems in government

organisations in order to provide new services. The following hypothesis is therefore proposed:

H1: Perceived relative advantages have a direct and positive influence on the intention to

adopt cloud computing for e-government systems.
3.3.1.2 Compatibility (CM)

The compatibility refers to: “The degree to which an innovation is perceived as consistent
with the existing values, past experiences, and needs of potential adopters”. (Rogers, 1995, p.15)
The compatibility of processes with the standards of organizations is considered an influential
technological factor in the adoption of new technologies in organizations (Mohammed,
Alzahrani, et al., 2017a). Based on the theory of diffusion of innovation, Karim and Rampersad,
(2017) and Khalil, (2012) found compatibility to be one of the important factors predicting the
adoption of information systems in organizations. Technical compatibility with organizational
values is one of the dimensions of success for innovation. According to Senyo et al. (2016),
competent innovations facilitate consumer understanding and use of technology, reflecting on
organizations' improved service delivery and technological development services. Compatibil-
ity in technology is consistent with the organization's needs and impacts on consumer behaviour.
Some previous studies (Ahmadi et al., 2017; Wahsh and Dhillon, 2015; Awa and Ojiabo, 2015)
pointed out that the rapid change in technology requires organizations to achieve technical com-
patibility by adopting new systems technologies that enhance the compatibility between organ-
izational objectives and improved operations. Lemay et al., (2018) and Chen et al., (2017) dis-
cussed that compatibility is one of the motivations that encourage the use of cloud computing.
Compatibility is considered a vital determinant to motivate adoption of new technology that is
seen to conform to current vision, values and staff skills (Maqueira ef al., 2017). The technolo-
gies’ compatibility will facilitate organizations to meet the intention of the technology. There-
fore, the compatibility of cloud computing allows organizations to adopt a new innovative tech-
nology. However, according to Martins et al., (2016) compatibility was not a significant predic-
tor of adoption of information systems in organizations. Joshi and Islam (2018) suggest that

cloud computing can be compatible with existing systems, as some organizations in developing
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countries suffer from a lack of infrastructure but can benefit from improving services by adopt-

ing cloud computing technology. Hence, following hypothesis is proposed:

H3: Higher Compatibility positively influences the intention to adopt cloud computing for

e-government systems.
3.3.1.1 Complexity (CO)

Complexity is described by Rogers (1995, p.15) as: “The degree to which an innovation is
perceived as relatively difficult to understand and use”. Lian et al (2014) state that understanding
the level of perceived difficulty in adoption of cloud computing will influence the organization's
intention to adopt the system or ignore it. In fact, the adoption of cloud computing contributes
to e-services, saving the time to perform tasks, adapting applications with specialized cloud
infrastructure and increasing the efficiency of data transfer (Mohammed, et al., 2017). One of
the benefits of adopting cloud computing is the ease of use (Wahsh and Dhillon, 2015). Ac-
cording to Karim and Rampersad, (2017), cloud computing is inversely proportional to com-
plexity in implementation. Technologies that involve complexity in the case of adoption and
difficulties in understanding their use will create uncertainty about their adoption and not ensure
the success of implementation (Gangwar et al., 2015). In contrast, cloud computing providers
hide the complex aspects of cloud computing from the end user, who may have concerns about
security and data privacy problems, and location of data store. In addition, the major concerns
of organizations are that the adoption of cloud computing leads to the establishment of a new IT
infrastructure (Ahmad and Bsc, 2015). Complexity and lack of understanding of new technol-
ogy mean that organizations have more concern about the adoption of cloud computing (Verma
et al., 2018). In fact, complexity is one of the most important challenges facing senior manage-
ment that decide to shift current systems to new ones. Consequently, senior management need
to understanding the level of complexity of new technologies if they are to provide the skilled
personnel and resources to successfully implement them (Algahtani, 2016; Panda, 2014). In
addition, it requires a degree of experience that may be difficult to provide easily in the organi-
zation (AlBar and Hoque, 2017; Senyo et al., 2016; Hsu et al., 2014). Most organizations in the
developing countries are still concerned about adopting new technology, because of the com-
plexity associated with this adoption and the lack of skills, expertise and availability of IT re-

sources to evaluate cloud computing. This research investigates the influences on the adoption
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of cloud computing in e-government system in order to improve the delivery of services and
increase the quality of performance in government organizations. Hence, the following hypoth-

esis is proposed:

H2: Less Complexity positively influences the intention to adopt cloud computing for e-

government systems.
3.3.1.2 Service quality (SQ)

Service quality refers to the result of comparing the system quality and level of satisfaction
with the service and IT managers understanding of the way the system was implemented
(Parasuraman et al., 1994). Service quality is an important factor for higher levels of manage-
ment in the adoption of new technologies (Martins et al., 2016). There are many IS studies that
discuss measuring service quality through various quality criteria. Jain and Aggarwal, (2018)
and Santa et al., (2018) state that service quality could encourage users to invest in new tech-
nologies. Services quality of investment technology has increased the intention to adopt. One of
the criteria that enables measurement of the service quality is responsiveness (Lang et al., 2018).
Furthermore, the adoption of cloud computing enables easy access to information or documents
from anywhere to enhance performance and improve the service provided (Gasova and
Stofkova, 2017). Service quality is given a high degree of attention in various later IS studies
(Silalahi et al., 2017). The government considers criteria such as easy access to system, availa-
bility, and freedom from system errors before investing in new technologies to enhance the per-
formance of an e-government system (Gasova and Stotkova, 2017). Chiva et al., (2018) and S4,
Rocha and Pérez Cota, (2016) found that service quality could be developed through interaction
between the cloud service provider and users who wanted to enhance the system’s performance
and provide access to services without obstacles. Some studies indicated that successful adop-
tion of e-government systems is based on the service quality of the organisations that provide
the services (Kao et al., 2015). Governments intend to achieve a higher level of performance
while providing cost-effective results, using cloud computing in e-government systems (Durao
et al., 2014). However, many of governments are still at the beginning of online transformation
(Joshi and Islam, 2018). The use of cloud computing in the development of IT organizations
to provide services is becoming more popular as they increase the frequency of operations

and reduce cost (Jain and Aggarwal, 2018). Outsourcing digital storage can enhance the quality
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of the service provided by organisations. In addition, deployment to a platform for applications
through cloud service providers can easily help access to services and reliability without prob-

lems hindering the use of services by users.

In the developing countries context, governments wanting to implement or improve e-govern-
ment systems continue to pay attention to the service quality of cloud computing (Alkhwaldi et
al., 2018). This research focuses on the factors related to the impact of service quality of the
adoption of cloud computing in e-government systems in organisations. In terms of e-govern-
ment systems, service quality has been identified as a critical factor in determining the success-
ful adoption of e-government (Yu et al., 2018). Hence, more attention needs to be paid to the
provision of e-government systems through investment in technologies that have the ability to
increase the reliability and speed of response that will increase the service quality of e-govern-
ment. Thus, the exploration of the impact of this aspect on the adoption of cloud computing in

e-government systems in organisations, led to the following hypothesis being proposed:

HA4: High service quality has a positive influence on the intention to adopt cloud computing

for e-government systems.
3.3.1.3 Security (SE)

Many researchers identify security issues as one of the most influential elements of users' trust
in technology. Security in this context refers to the degree to which user and organisation infor-
mation is safe and protected by the cloud storage provider (Lian, 2015). Bunyamin et al. (2019)
also suggest that organisations should consider the technical measures based on policies and
regulations to protect data, in order to prevent this information from falling into unauthorised
hands. Governments need to put in place penalties to deter illegal access to data (Jianwen and
Wakil, 2019). This type of legislation contributes to increasing the trust of organisations in
adopting cloud in e-government system. Governments organisations are concerned about the
level of security in transitioning to providing e-government system via adoption of cloud com-
puting (Awa and Ojiabo, 2016; Alassafi et al., 2017). The IT investors require a level of security
that will adequately protect users' data, while focusing on potential security issues to increase
users' trust in technology (Wong and Jackson, 2018; AlBar and Hoque, 2017). The majority of
studies reviewed state that security is an important concern in the context of the adoption of

cloud computing in e-government systems. Many organisations are still suffering from a low
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level of protection of personal and shared information. This can raise concerns about theft and
creates a lack of trust in online technological services; and cloud service providers are focused
on devising fundamental strategies to reduce the impact of security problems on the quality of
service in e-government systems. According to Gasova and Stofkova (2017) in order to increase
organisational adoption of cloud computing to improve e-government, the government should
establish a strict security policy about protecting information and methods of storing it, with no

unauthorised person allowed to access and use it.

In developing countries, e-government systems have suffered from frequent security breaches.
Previous studies have shown that most users are concerned about privacy or security when using
online services. Recently, there has been an increase in the number of users of service systems
on the Internet. Despite various security strategies being designed, there is still a growing need
to reduce the risks associated with e-transactions and increased protection can be provided
through digital signatures and the encryption and guarantees offered via cloud computing pro-
viders. This research will examine the impact of security on the intention of government organ-
isations in developing countries, especially Saudi Arabia to adopt cloud computing in e-govern-

ment systems. Thus, the following hypothesis for the adoption of cloud computing is proposed:

H5: A high level of security (data protection) positively influences the intention to adopt

cloud computing for e-government systems.
3.3.2 The organisational context

The organisational context refers to the set of values and performance that influence the adop-
tion of cloud computing. The methods of administrative decision-making and top management
policies, in turn, establish the structure. Moreover, reviews of the adoption of new technologies
found that these factors and top management support were major influencers (AlBar and Hoque,
2017; Lal and Bharadwaj, 2016; Martins et al., 2016). Therefore, research into the organisational
adoption of cloud computing has been explored to identify how it changes management, appli-
cable technologies and internal integration, skills management, and external collaboration and
integration (Hon and Millard, 2018; Stergiou et al., 2018; Lal and Bharadwaj, 2016). Some re-
searchers have empirically investigated the fact that the relationship between organisational cul-
ture and top management support has positively affected the intention of adopting cloud com-

puting in organisations (Bawack and Kala Kamdjoug, 2018; Gupta et al., 2016). Several studies
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have shown that the TOE framework indicates that an organisation that has more top manage-
ment support and great IT capabilities is more likely to invest in new technology (Qasem, 2018;
Senyo et al., 2016; Borgman et al., 2013). Several authors (Alkhwaldi et al., 2018; Mohammed,
Alzahrani, et al., 2017b; Mutimukwe et al., 2017; Onu, 2015) identified the most significant
characteristics that positively influence the adoption process for cloud computing. These fea-
tures include the IT infrastructure, the top management and the financial resources (Howard et
al., 2017; Lian et al., 2014). According to the literature on the adoption of cloud computing top
management is one of the strongest factors affecting the adoption process (Qasem, 2018;
Camargo and Wang, 2015; Lian et al., 2014). Thus, this research takes into account the top
management and technologies readiness as key influencing factors on the adoption of cloud
computing. The following section discusses the organisational factors that influence the adop-

tion of cloud computing.
3.3.2.1 Top management support (TM)

Top management support has an important influence on the adoption of cloud computing; and
refers to the role of top managers in supporting decision-making that adopts and implements
information technology in order to seek to develop the organisation with technological invest-
ments (Martins et al., 2016; Wang and Lo, 2016). A literature review of the adoption of cloud
computing found that top management support is one of the most important factors affecting the
adoption of IT at the organisational level (Lal and Bharadwaj, 2016; Wahsh and Dhillon, 2015).
The understanding by top management of the features of cloud computing encourages the or-
ganisation to adopt it (Lian et al., 2014). In the context of e-government, the participation of top
management in the development of ICT has led to a positive attitude related to decisions made
on the adoption of cloud-based services (Mutimukwe et al., 2017; Kurdi et al., 2016). Top man-
agement support encourages IT employees to adopt the innovation as a means of improving
organisational effectiveness; therefore, the adopting of cloud for e-government starts with the
top management. According to Mohammed et al. (2017) a significant relationship exists be-
tween top management support and adopting technological innovations. Consequently, top man-
agers with a pro-innovation attitude will facilitate the decision to adopt, as they believe that new
innovations in computing are the answer to a successful implementation of e-government
(Waller and Genius, 2015). Moreover, in developing countries, top management support is still

suffering from poor levels of experience and a lack of staff skills. In the absence of sufficient
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management support for new technologies for the implementation of e-government, more of the
users are likely to return to traditional interactions (Lal and Bharadwaj, 2016; Lin, 2014). As
this has indicated the degree of influence of the top management in relation to the adoption of

cloud computing; the following hypothesis can be drawn:

H6: Top management support influences positively the intention to adopt cloud computing

for e-government systems.
3.3.2.2 Technology readiness (TR)

Technology readiness is one of the critical factors that will influence the adoption of cloud
computing in organisations (Sun, 2016; Tsou and Hsu, 2015). Technology readiness refers to
the maturity level of the network technologies and enterprise systems which can adopt cloud
computing. Technology readiness has a significant impact on leadership when it comes to mak-
ing a decision on adopting the innovation (Chang et al., 2019). Several studies have also found
that that having a strong ICT infrastructure in any organisation is an important factor for success
(Martins et al., 2016; Camargo and Wang, 2015; Gebba and Zakaria, 2015). In a similar study,
Azam (2015) found that the readiness of an ICT infrastructure helps in the adoption of new
technologies. Government organisations that give full support to the development of technology
and communications encourage the promotion of development in government agencies. Conse-
quently, technology readiness enhances user satisfaction in e-government systems (Bawack and
Kala Kamdjoug, 2018; Boonsiritomachai and Pitchayadejanant, 2018; El Haloui and Kriouile,
2017). Governments provide essential platforms such as financial and technical resources,
which are used to create a suitable environment to support a significant aspect of organisational
competitiveness in relation to the adoption of technology (Wang and Lo, 2016). There is a pos-
itive influence on adopting new technologies which is based on technology readiness in organ-
isations (Awa and Ojiabo, 2015; Liveri and Dekker, 2015). Many studies in the literature review
found that organisations in developing countries have a lack of technical readiness, which means
that the infrastructure of technology and human resources related to I'T makes it difficult to adopt
new technology (Alzahrani, et al., 2017b; Awa and Ojiabo, 2015). The adoption of cloud com-
puting in developing countries will enhance the effectiveness of government systems and assist

in overcoming the problems of technological infrastructure, that involves the desire to construct
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a platform that can implement the application of IS related to cloud computing. These consid-

erations have generated the following hypothesis:

H7: Technology readiness influences the intention to adopt cloud computing for e-

government systems.
3.3.3 Environmental context

National technological development is related to the sources available and the routes of devel-
opment that have rapidly become available as the technology itself develops (Verma et al.,
2018). The environment refers to the place where organisations conduct their business and pro-
vide effective services to users, influenced by the nature of their competition in order to reach
the goals and vision of the organisations themselves (Ebrahim and Irani, 2015). Furthermore,
previous studies have revealed how environmental factors are critical for influencing how or-
ganisations and government agencies pay attention to the adoption of technology (Camargo and
Wang, 2015). According to Lin (2014), environmental factors play a pivotal role in the invest-
ment in technologies. Moreover, according to Clohessy et al., (2014), the environmental context
of culture and the increasing pressure on government organisations to deliver e-government
system effectively has a significant impact on the adoption of the cloud. Rosli et al. (2012),
stated that government policies are continually trying to improve their competitiveness in the
context of providing the best services to citizens in order for them to rely on e-government
system for all transactions. Consequently, this requires investing in cloud computing technology
(Almarabeh et al., 2016; Cao et al., 2014). Studies have also shown that developing countries
have regulations that hinder the government adoption of cloud computing (Alemeye and
Getahun, 2015). However, the economic environment of the government of Saudi Arabia has
witnessed rapid expansion due to its increased income from the production of oil and its deriv-
atives (Martins et al., 2016). Thus, the public sector suffers from limitations in its use of tech-
nology due to the weakness of the strategic plans concerning the regulations about investment
in information technology. Based on these discussed, the determinants of cloud adoption includ-
ing the regulations of organisations and the competitive pressures will be considered in this

research.
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3.3.3.1 Competitive pressures (CP)

Competitive pressure refers to the degree to which the level of competition puts organisations
under pressure to increase their efficiency in providing high quality (Awa and Ojiabo, 2015).
Therefore, one of the most important steps to achieving the objectives of the organisation should
be to take into account the performance of system quality (Chen et al., 2017). Sun (2016), sug-
gested that the intensity of the competitive pressure to achieve the vision of the organisation is
an important factor in the adoption of new technology. Some previous studies (Verma et al.,
2018; Andergassen et al., 2017) discussed that investment in new technologies required an or-
ganization to have good technical qualities and training related to the next generation of tech-
nologies that are increasingly aware of the adoption of new technologies, including adopting
cloud computing. Hidayanto and Purwandari (2017) stated that there is a relationship between
the adoption of cloud computing and competitive pressure in organisations, which requires un-
derstanding in order to meet the market’s requirements and increase operational efficiency.
AlBar and Hoque (2017) found that competitive pressure drives enterprises to switch from older
technology to new technologies such as cloud computing in order to achieve the increasing de-
velopment required of them to improve their online system quality. Moreover, governments
allows organisations to gain considerable IT advantages to improve their performance and to
increase the efficiency of the electronic transactions that drive organisations in the context of
competition (Hansen et al., 2018). Governments are very competitive at providing online ser-
vices, and one way they can gain an advantage is by adopting new technology. Thus, e-govern-
ment systems in government organisations developing countries still need to conduct compre-
hensive research to understand how adopting new technologies will meet competitive pressures

to provide successful online systems. Based on the discussion above, it is suggested that:

HS8: Existence of a competitive pressure influences positively the intention to adopt cloud

computing for e-government systems.
3.3.3.2 Regulations (RE)

Regulations refer to the rules and policies that are applied by organisations and, this context
refers to those relevant to the adoption of IT innovations (Ibrahim, et al., 2017). Some previous
literary studies have shown that government regulations have a positive effect by reducing the

restrictions related to the adoption of new technologies (Azam, 2015). Karim and Rampersad
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(2017) have stated that compliance with the government organisations' regulatory and legal
frameworks is supportive of adoption. Governments organisations have the ability to promote
drafting regulations in order to encourage organisations to invest in the adoption of new tech-
nologies such as cloud computing. Karim and Rampersad (2017) believe that it is not always
easy to achieve compatibility between the requirements of public organisation regulations and
adoption of cloud computing due to issues concerning access to sensitive information. Moreo-
ver, governments organisations often suffer from a lack of understanding of the rules and regu-
lations of cloud service providers which impact adoption (Hsu et al., 2014). However, although
the data centre is often outside of the geographic area of the organisation, cloud providers pro-
vide a guarantee that the data is not available to other countries in order to comply with the laws
and regulations (Algahtani, 2016). Chen et al (2017) stated that to encourage adoption, the or-
ganisation’s regulations should fit with the organisations' intent to adopt cloud computing. Thus,
e-government systems in developing countries need a requirement to have the formulation of
appropriate systems or to update the existing regulations to facilitate the adoption of the cloud.

Based on the debate above, the following hypothesis is suggested:

HY: A less stringent regulatory environment will have a positive influence to adopt cloud

computing for e-government systems.
3.3.4 Social Context

Social context includes values, attitude and trust, resulting from information and experiences
that impact decisions and which influence how to interpret things (Boonsiritomachai and
Pitchayadejanant, 2018). The social environment plays a role in influencing an organisations'
intention and adoption of new technologies (Lin, 2014). Despite the benefits of cloud computing
in all areas, most governments around the world still face many different challenges that hinder
the adoption of cloud computing in e-government (Gupta et al.,, 2016). Some researchers
(Fortino et al., 2018; Al-Badi et al., 2017) state that, in exploring the social contexts which may
affect the adoption of cloud computing in e-government, there is a need to verify the critical
factors. Some previous studies state that social factors, such the degree of awareness of the
benefits of cloud computing. may be considered as one of the factors that impact cloud adoption
for e-government (Chen et al., 2017). The social concepts, satisfaction, society, awareness, train-

ing and education together provide a useful framework for assessing the social environment in
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which public organisations in civil society seek to adopt a new technology which will enhance
the e-government system (Hansen et al., 2018; Fleming et al., 2017; Stefanou and Skouras,
2015). An understanding of the social context determines whether it is effective to invest in new
technologies for e-government (Zhang et al., 2018). To illustrate, a study conducted by Santa
et al., (2018) indicated that lack of awareness and lack of trust about the benefits of new tech-

nologies may be an obstacle to their adoption in e-government.

In this research, there is a consideration of social context to identify and examine the critical
factors in supporting the intention of government organisations to adopt cloud computing for e-
government systems, including trust, awareness, and attitude. These are presented in detail in

the next section.
3.3.4.1 Trust (TU)

Trust can be generally defined as the degree to which government organisations trust e-gov-
ernment system and service that can be received from another party. Although trust in technol-
ogy differs from the concept of trust in general, researchers point out that trust in technology
occurs when users' expectations are met by interactions with technology being reliable (Santa et
al., 2018). Trust is a crucial factor in influencing the adoption of new technology. Service pro-
viders attempt to build trust on all levels of online transactions through effective service quality
and ease of use (Hansen et al., 2018). Governments need to be aware that trust in e-government
to provide adequate services is an important consideration for adoption of new technologies
(Tang et al., 2017; Albesher, 2015). Several researchers identified factors that may contribute
to increasing users' trust in e-government (El Haloui and Kriouile, 2017; Agag and El-Masry,
2016). Priifer (2018) identified that trust in cloud computing providers plays a significant role
in the adoption of cloud computing for e-government. The provider of cloud computing is a key
factor in measuring reliability because it is responsible for ensuring data is protected and unau-

thorised people are not allowed access.

In the context of developing countries, it is difficult for cloud service providers to determine
the location of data storage because of the lack of infrastructures in these countries, so they have
to store data abroad (Fortino et al., 2018). In addition, the adoption of cloud computing in online
systems services means trusting service providers to control the location of data storage accord-

ing to agreed systems and policies (Chen et al., 2017; Lopes, 2017). Government organizations
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usually require that cloud providers protect their data from malicious activities to ensure a good
level of mutual trust. Mutimukwe et al.,(2017) identified two key variables for trust in cloud
computing: the reputation of the providing service and the perceived amount of service users.

Differences in reputation also affect the users’ levels of trust.

The literature review showed that understanding the role of trust in organizations is important
to better understand investment in technology. Agag and El-Masry (2016) found that trust is one
of the key variables in interpreting organizations' intention to adopt cloud computing. Other
research in trust has focused primarily on user trust in e-services (Misirlis et al., 2017; Jones et
al., 2017). Most of the literature reviewed took trust into account as a critical factor in influenc-
ing adoption of new technologies in e-government systems. This research focuses on the impact
of trust on the adoption of cloud computing for e-government systems in organizations. The

following hypothesis is therefore proposed:

H10: High level of trust in cloud computing positively influences the intention to adopt

cloud computing for e-government systems.
3.3.4.2 Awareness (AW)

Awareness refers to “An understanding of the activities of others, which provides a context
for your own activity” (Dourish and Bellotti, 1992; p.11), and plays an important role in identi-
fying the characteristics of new technologies from other technologies; and influences how these
are presented to investors (Wong and Jackson, 2018). The government seeks to increase citizens'
awareness to encourage citizens to adopt e-government services (Oni et al., 2017). According
to Joshi et al., (2017) cloud computing providers have identified that lack of awareness can limit
the adoption of cloud computing in e-government systems. One of the major concerns regarding
the deployment and use of cloud computing is the lack of awareness of the existence of related
services, or that organizations can have the benefit of cloud computing in any further expansion
(Joshi and Islam, 2018). Therefore, cloud computer providers rely on identifying barriers that
prevent governments from adopting it for e-government. In developing countries, lack of aware-
ness of the benefits of cloud computing in e-government is a critical factor for service providers
(Lang et al., 2018). Furthermore, governments need to pay attention to e-government initiatives

to ensure the adoption of effective technologies that improve the delivery of e-government
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system to meet user satisfaction. Sivarajah et al. (2017) and Mohammed et al. (2016) found that

the awareness of organizations about cloud computing was affected the other factors.

Indeed, the literature revealed that awareness of cloud computing has an impact on other fac-
tors, including quality, ease of use and organisational trust in e-services provided for the success
of e-government (Abu-Shanab, 2017). Moreover, government organisations which have long IT
experience are expected to be aware of the features of new technologies. Based on the literature,
this research assumes that improving awareness about adopting cloud computing plays a key
role in promoting the adoption of cloud computing in e-government systems. The following

hypothesis was therefore developed:

H11: High level of awareness positively influences the intention to adopt cloud computing

for e-government systems.
3.3.4.3 Attitude (AT)

In the context of this research, attitude refers to “positive attitudes toward the system and
willingness to participate in the implementation and to accept the change brought to adopt new
technologies” (Dourish and Bellotti, 1992, p.12 ). Cloud computing dramatically expands data
storage capacity, making it easier to manage and synchronize data in different business environ-
ments; but its adoption is impacted by organisational attitude about the benefits of cloud com-
puting (Wong and Jackson, 2018). Some studies have been conducted that show attitudes have
an impact on organizational intention and behaviour towards investment in new technologies
(Verma et al., 2018; Howard et al., 2017). Santa et al., (2018) suggested that decision-makers'
attitudes towards adopting new technologies play an important role in determining their behav-
iour. Therefore, service providers seek to identify organisational attitude by understanding
which qualities of cloud computing services are viewed with a positive attitude. Governments
pay more attention to e-government services which require reliance on the latest technology to
offer a service providing easy access and a high level of service quality (Kitsios et al., 2018;
Sebetci, 2018). Cloud computing providers therefore focus on customer attitude about the ad-
vantages of cloud computing (Rocha and Cota, 2016). Other research has also shown that a
significant relationship exists between an organisation’s attitudes and adopting new technology
(Huang, 2018; Fleming et al., 2017; Kao et al., 2015). Cloud computing providers have to in-

crease the level of security and protection of information, and service quality in order to
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influence organisational attitude to adopting cloud computing (More and Kanungo, 2017;

Almarabeh et al., 2016).

Discussions in the literature demonstrate that awareness of cloud computing has an impact on
other factors, including quality, ease of use, and organisational trust in considerations of e-
services provided for the success of e-government (Abu-Shanab, 2017). Moreover, government
organisations who have long IT experiences are expected to have awareness of the features of
new technologies. Thus, in developing countries, governments attempt to shift to e-government
systems that contribute to saving cost and time. This research seeks to investigate the influences
of government organisations’ attitudes toward cloud computing. Based on previous studies, an
attitude toward cloud computing plays a key role in promoting the adoption of cloud computing.
The following hypothesis is thus proposed to measure the impact of attitude toward adopting

cloud computing on e-government systems.

H12: Positive attitude about cloud computing positively influences the intention to adopt

cloud computing for e-government systems.

3.4 The conceptual framework for the adoption of cloud computing in e-government

(ACCE-GOV)

Based on the perspectives of theories and indicators derived in assessing the performance of
various e-governments discussed in the previous section, the theoretical framework proposes to
examine to what extent these variables influence the adoption of cloud computing for e-govern-
ment in Saudi Arabia. The theoretical framework develops on the basis of four theoretical con-
cepts: (a) Technological context, (b) Organisational context, (c) Environmental context, and (d)

Social context.

This model unites a number of theoretical perspectives to have a comprehensive model for
understanding the factors that influence adoption of information technology and innovative new
technologies. The theoretical models are the Technology and Environment Organisation (TOE)
model integrated with critical factors from the Diffusion of Innovations (DOI) theory for a better

understanding of regulatory decisions and the technologies related to adopting cloud computing,

This study proposes a model for the adoption of cloud computing in the Saudi e-government

system (ACCE-GOV) in order to identify the factors most influencing the adoption of cloud
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computing in the Saudi government sector. Thus, the idea of adopting cloud is still in the early
stages in Saudi government organisations. Therefore, this research presents an integrated model
(ACCE-GOV) that attempts to enhance the adoption of cloud computing in the e-government
system in the Saudi government sector. As a result, these factors are combined and presented in

the proposed model, as shown in Figure 3.6.

Technological Context

= HI(+) Relative Advantages (RA)
= H2(+) Compatibility (CM)

= H3(+) Complexity (CO)

= H4(+) Service Quality (SQ)

= HS5(+) Security (SE)

Organisational Context

= H6(+) Top management support (TM)
= H7(+) Technology readiness (TR)

v
>
Adoption Cloud
Computing
|
Environmental Context

= H8(+) Competitive pressure (CP)
= HO9(+) Regulation (RE)

Social Context

H10(+) Trust (TU)
= H11(+) Awareness (AW)
= H12(+) Attitude (AT)

Figure 3.6: The conceptual framework for the adoption of cloud computing in Saudi e-government (ACCE-GOYV)
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3.5 Summary

This chapter has highlighted theoretical frameworks used in different IS sectors. These take
into account an understanding of factors that influence adoption of information technology and
innovative new technologies. The literature review has shown that many researchers have had
to combine several of the considered frameworks to examine the influential variables of the
adoption of technologies. Understanding the issues in the adoption of cloud computing necessi-
tates exploration of various aspects, such as the technological, organisational, environmental
and social contexts. Also, this chapter has developed a framework for the adoption of cloud
computing in Saudi e-government in order to identify the factors which most influence an or-
ganisation’s decisions in the adoption of cloud computing. This research proposes a model for
the Adoption of Cloud Computing in the Saudi E-Government systems (ACCE-GOV), that in-
vestigates the critical factors influencing the adoption of cloud computing in the Saudi govern-
ment sector. The new theoretical framework is developed on the basis of four theoretical dimen-
sions: (a) Technological context, (b) Organisational context, (c) Environmental context, and (d)

Social context.

The proposed model includes the critical factors presented in the previous literature, as well
as other factors that have not been investigated in this context in order to examine how these
variables, influence the decision to adopt cloud computing in e-government system in Saudi
Arabia. This framework is based on the Technology and Environment Organisation (TOE)
model and integrates critical factors from the Diffusion of Innovations (DOI) theory. This has

been examined experimentally for understanding the benefits of cloud computing adoption
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Chapter 4: Research Methodology
4.1 Introduction

This chapter presents the methodology that has been used to carry out the research; and
describes the process of selecting and implementing a suitable methodology that will fulfil the
aims of the study. A research methodology is a comprehensive approach that addresses the
problem of research from a theoretical basis and addresses the collection and analysis of data
(Lincoln and Guba, 2000). In general, the purpose of the research methodology is to act as a
framework to guide the researcher to achieve the objectives of the research. This study has a
diverse methodological approach and used different methods for the collection, analysis and
interpreting data. In addition, it strives to find the optimal method of answering the research

questions and address the research topic in a sufficient manner (Creswell, 2014; Kim, 2003).

This chapter is divided into many sections as follows; research philosophy, research meth-
ods, the research population, sample size and sampling procedures, validity and reliability
tests, data collection procedures, data analysis structure and ethical considerations. In re-
search, an academic has many philosophical approaches and associated methods associated
with social sciences and the IS area that have been established from which to select research
approaches; such as positivism versus interpretivism, induction versus deduction, and quanti-
tative method versus qualitative method. These presented in more detail in the following sec-

tions.
4.2 Research Philosophy

A philosophical framework is applied in a research paradigm to take into account the as-
sumptions about the nature and the reality of the knowledge that is sought and acquired during
the course of the study (Lincoln and Guba, 2000). This is explored in the next section.
Creswell (2014) suggested that there are four types of research paradigms, including postpos-

itivism, constructivism, transformative and pragmatism, as shown in Figure 4.1.
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Postpositivism Constructivism

e Determination

¢ Reductionism

¢ Empirical observation and
measurement

e Theory verification

Understanding

Multiple participant meanings
Social and historical construction
Theory generation

e o o o

Transformative Pragmatism

e Political ¢ Consequences of actions

e Power and justice oriented ¢ Problem-centered

e Collaborative e Pluralistic

¢ Change-oriented ¢ Real-world practice oriented

Figure 4.1: Research Philosophy (Paradigms) (Creswell, 2014)

4.2.1 Postpositivism

Positivism refers to a paradigm of how data are evaluated, and how theories and objective
measurements are applied Positivism is regarded as to solve practical issues, investigate re-
lationships of causal by applying statistical analysis (Kim, 2003). Therefore, the positivist
paradigm has an objective and external perspective of social reality; while nonetheless being
etic; i.e. acknowledging that the phenomenon is being studied, and data gathered, from the
researcher’s perspective (Kim, 2003). Accordingly, positivism looks to fathom useful key is-
sues, investigates exact causal connections utilizing measurable analysis, and scans for law-

like speculations (Crotty, 1998).

Therefore, the positivist approach can be understood as a methodology that applies logical
strategies to cultural behaviour. Moreover, positivist research is characterised by empirical
data and consistent thinking, with the supporting proofs introduced being undeniable and con-
firmed (Creswell, 2014). Therefore, there are some negative effects related to the positivist
paradigm which make it unsuitable for exploratory research (Kim, 2003). However, both the
positivist and the postpositivism was the approach that emphasised the importance of ac-

knowledging the part played by the researcher’s perspective.

Thus, in terms of its research philosophy, this study chiefly depends on a positivist meth-

odology, with the application of some components from the interpretivist approach. Moreover,
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this approach is used to explore the degree to which factors impact the adoption of cloud
computing for an e-government system. As the empirical study used a sample that was repre-
sentative of the population, and the data was subjected to rigorous testing; the study can be
utilized in future studies in a similar setting, or different settings with the same conditions. As
in many previous IS studies, most of the analysis followed the positivist methodology to
achieve the research aims and objectives, and quantitative data was gathered via a survey of
887 participants from government organisations. This was done as exploratory research to
limit the extent of the analysis. The analyst first brainstorms the hypotheses that arose from
an initial exploration and afterwards defines these down to progressively explicit speculations
that can be investigated. These are the reasons for selecting the positivist approach and meth-

odology as the primary paradigm for this analysis.
4.2.2 Constructivism

Constructivism or social constructivism (which is associated with interpretivism) is an ap-
proach to qualitative research (Creswell, 2014). The constructive paradigm views the truth as
subjective rather than objective (Goh, 2008). Social constructivists agree that researchers are
looking to understand society and how people live and work. Subjective meanings from the
subjects’ experiences are developed, and the meanings are directed toward certain objects or
things. Usually, the meanings are multiple and different which leads the researchers seek for
the complexity of views instead of narrowing the meanings into a few ideas or categories. The
goal of the research depends on the situation being studied. Usually, it involves interaction
and discussion with other persons, and the questions often are broad and general. Therefore,
the study takes into account the participants’ constructs and the researcher can ask open-ended
questions, so the participants can say more about their lives and perspectives to help the re-
searcher understand them more fully. Often these subjective meanings are addressed socially
and historically (Candy, 1991). Constructivist researchers, therefore, focus on the processes
of interaction among individuals and the specific contexts of people living or working, in an
effort to understand the cultural and historical situations of the participants (Creswell, 2014).
Thus, constructivists do not believe that objective truth about such matters exists and they do

not believe there is one correct interpretation for the research findings.
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4.2.3 The Interpretivist Paradigm

The interpretivist paradigm is essential to sociological research and stresses the need to
investigate the implications of natural or implanted in human behaviour. It complies with the
standards of the hermeneutic circle, where synergistic significance is created through monot-
onous patterns of data understanding (Saunders, et al, 2009). It is a useful approach when
trying to comprehend cultural issues and issues, and applies the standard of contextualization
independently (Mora, et al., 2012). Contextualization suggests that each general public is
novel and is created over time and that every general public should be comprehended and

examined in that capacity.

The interpretivist paradigm considers an idea that is missing in the positivist paradigm, for
example, the opportunity for decision and cognizance (Kim, 2003). For instance, individuals'
view of reality must be comprehended utilizing a subjective methodology. The interpretivist
paradigm looks to assemble data from individuals' attitudes, opinions, and people’s experi-
ence. Nevertheless, significant social research analysis from this perspective requires validity
and reliability, as well as speculation (Marcen et al., 2013). According to Kura (2012) It is
considered a paradigm that is very often embraced for looking into themes relating to culture,

language use and human association.

As the interpretivist design is identified with in-depth research and gives a detailed analysis
of a subject, the research method most utilized in interpretivist research is the interview
method (Lederman and Abell, 2014). This paradigm takes into account the advantages of this
method when trying to understand human behaviour (Goh, 2008); and thus qualitative data
were gathered via in-depth interviews to identify the influential factors in the adoption of
cloud computing for the e-government system in the Saudi context. Thus, this study examines
the points of view of staff working in some Saudi government organizations that are right

now, or have been, definitely associated with e-government system implementation.

Qualitative data was obtained through eight semi-structured interviews with senior I'T man-
agers in government organisations. Those administrators and senior IT directors in various
government organisations may have the opportunity to contact their top management to iden-
tify what affects the adoption and utilisation of e-government services and applications. How-

ever, these interviews are intended to be exploratory, as they try to provide knowledge
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understanding of the real environment in which these decisions are made. This research was
developing a comprehensive conceptual framework to investigate critical factors that affect
the adoption of cloud computing on e-government system, which led to combining the two
approaches that were the most appropriate design for this IS study. This strategy offers the
opportunity to develop a comprehensive conceptual framework, as it generates a lot of data
from participants about the proposed model as well as investigating and understanding their

evaluation of cloud computing for e-government system.
4.2.4 Pragmatism

The pragmatist approach is another of the common research paradigms. The idea of this
approach is to address problems facing people and figuring out what works. Howe, (1988)
claims that a mixed method is appropriate in good research design. Using qualitative and
quantitative methods is compatible and able to achieve the goals and objectives of the research
questions. The key to the pragmatic method approach is a commitment to the end causes and
action outcomes rather than focusing on the first causes of the problem (Cherryholmes, 1992).
Moreover, Marshall and Rossman (2006) suggested that this approach emphasises under-
standing the problem is central as it leads to selecting the appropriate approaches and whether

to apply inductive or deductive reasoning.
4.3 Research Methods

Research methods are the procedures and strategies of research that identify the phases of
research, from the assumptions, through the data collection methods, the data analysis proce-
dures, to the interpretation of research results. The research methods are outlined in detail in
the next section which follows the three classifications of research design as shown in Figure

4.2.

Quantitative Qualitative Mixed Methods
o Experimental designs + Narrative research |« Convergent
» Nonexperimental o Phenomenology |e Explanatory sequential
designs, such as surveys |« Grounded theory |e Exploratory sequential
+ Ethnographies + Transformative, embedded,
o Case study or multiphase

Figure 4.2: Alternative Research Design (Creswell, 2014)
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The research was illustrating implementation of interview schedules to the major players,
i.e. various decision makers in top government management and IT directors. The interviews
attempt to understand the top government management’s perspective on the adoption of e-
government systems in Saudi Government organisations. Moreover, these interviews focused
on understanding the factors that influence organisations to trust, adopt and utilise new tech-
nologies to e-government systems. This research was aimed at testing and improving the re-
search model in the context of e-government in Saudi government organisations. The research
empirically tested the proposed model by analysing the data collected from a limited sample.
The study findings revealed that it had contributed to identifying the critical factors that influ-
ence the adoption of cloud computing in e-Government in Saudi government organisations.
This study provides suitable insights into the motivations underlying the intention to the adop-

tion of cloud computing in e-Government in the public sector in the Saudi Arabian context.
4.3.1 Quantitative Research Approach

Quantitative research is scientific in its methods and approach to thinking about the world.
It uses deductive reasoning (testing theories and hypothesis) which means a logical process of
developing a conceptual and theoretical structure to be then tested by the empirical study
(Candy, 1991). Often quantitative researchers develop hypotheses and then test them empiri-
cally to see if they are accepted or rejected (Antwi and Hamza, 2015). Creswell, (2014) em-
phasised that using quantitative research allows the researcher to investigate a relationship
between two or more variables in order to test objective theories. A variable (e.g. security,
regulation, trust, attitude or awareness) is anything that can be measured by one of the types
of scale in quantitative research, which can be nominal, ordinal, interval or ratio. The resulting
data can then be analysed by using statistical procedures. There are independent and depend-
ent variables whereby an independent variable can have an effect on the dependent one. Ac-
cording to Creswell (2014), two strategies of inquiry associated with quantitative research are
experimental designs and non-experimental designs (such as surveys). The survey is a popular
strategy which is usually used for exploratory and descriptive research and to answer the re-
search questions: who, what, where, how much and how many (Saunders et al., 2009). Three
different stages occur in a sample survey: sampling, designing questions and data collection
(Kim, 2003).The survey can be conducted in three different ways including mail, telephone

and personal interview although online surveys are more common nowadays.
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4.3.2 Qualitative Research Approach

Qualitative research is a descriptive approach that allows the researchers to investigate and
understand the meaning that groups or individuals give to a cultural or social problem (Cre-
swell, 2014). “Qualitative research is based on interpretivism, the philosophical concept that
there is not just one truth but multiple truths or realities” (Higgins and Green, 2008; p.134). It
is a method of scientific inquiry for exploring people’s experience in personal and social con-
texts, and to understand the factors that could affect these experiences (Kim, 2003). Often
qualitative questions seek to explore and understand the meaning of the context and the ques-
tions start with words such as ‘what’ or ‘how’. ‘describe’, ‘explore’ and ‘discover’ (Gelling,
2015). There are five strategies of inquiry associated with qualitative research identified by
Creswell (2014) including narrative research, grounded theory, phenomenology, case study

and ethnographies.
4.3.3 Mixed Method Research Approach

Mixed methods research is an approach that uses both quantitative and qualitative ap-
proaches in the same study. This is helpful in developing rich insights into several phenomena
of interest that cannot be fully understood and explored using only one method (Candy, 1991).
Creswell (2014) claimed that the mixed method approach could provide a better understand-
ing of a research problem rather than using only one approach. Collecting, processing and
analysing quantitative data and qualitative data can be carried out either at the same time (in
parallel) or one after the other (sequentially) but, they cannot be combined. When using a
mixed method approach in the same research inquiry, both quantitative and qualitative method
can explain and analyse each other (Saunders, et al., 2009). Creswell (2003; p.15) states:
“Quantitative research is explanatory and deductive with numerical data being collected to
test a theory, whereas qualitative research is exploratory and inductive, with narrative data
being collected to generate themes that may be used to develop a theory”. Creswell (2014)
identified six strategies of inquiry associated with mixed method research include convergent
parallel, exploratory sequential, transformative, explanatory sequential, embedded and multi-

phase.

The analysis of the factors that affect adoption of cloud computing in e-government sys-

tems in government organizations was achieved by deciding what were the different
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dimensional contexts and the technical, organisational, environmental and social factors. This
research analysis considers various theories and models to examine the variables and verifies
whether the hypotheses are supported or not; and this is presented and discussed in the quan-
titative research chapter. Furthermore, this analysis expects to be able to generalise the results
of this exploration to the whole target population. The detail and depth of research data col-
lected will throw further light on the research framework. In general, the Saudi government
has implemented an e-government system with a lower level of quality than required, which
suggested exploration of the strategy of adopting cloud computing as a way of improving the
e-government system. To do this necessitated the use of a quantitative method to collect ap-

propriate data for analysis.
4.3.3.1 Justification for using a quantitative and qualitative mixed approach.

Quantitative and qualitative research methods have weaknesses and strengths; and for this
reason combining them in a mixed methods approach has become a favoured approach in a
variety of research fields (Creswell, 2003). Based on the requirements of the study, research-
ers should select appropriate methods from these two approaches or combine them (Gelling,
2015). Furthermore, Goh (2008) confirms that the mixed approach would help both gain an
in depth understanding of the research problem and allow for generalisation of study results.
In this study, the mixed method was selected as the best approach to fulfil the research aims
and to answer the research questions. This study uses the same mixed methods strategy as
described by (Wolff et al, 1993) whereby both quantitative and qualitative methods were used
to collect data. After the data had been analysed, the qualitative data was used to support and
clarify the quantitative data. The TOE model is used as the base theoretical model to generate
and evaluate quantitative data in order to produce a final model that best explains the predom-

inant phenomena of the collected data.

This study also examines a set of hypotheses to understand the critical factors that influence
the adoption of cloud computing in e-government systems. Therefore, a quantitative approach
was chosen to be the primary approach for this study to examine and study the proposed re-
search model. There is a gap in the literature in identifying the factors that influence and affect
the acceptance and adoption of cloud computing in e-government systems in the public sector

in the KSA from the perspective of IT employers and IT directors in government; therefore,
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the current research attempts to understand and identify the factors that hinder or prompt adop-
tion of cloud computing in e-government system in the KSA. The research is engaging in in-
depth analysis of ‘what’ these factors are and ‘how’ they impact, from the viewpoints of IT
employers and IT directors in government by conducting several interviews. Moreover, the e-
government system in organisations in the KSA is still a relatively new phenomenon and be-
coming an area of research which has generated interest. Qualitative research is also the ap-
propriate choice for this research since little is known about the phenomenon under study
(Creswell, 2003). For the above reasons, quantitative and qualitative mixed method research
with a positivist underlying position was chosen as most suitable for achieving the aims of

this research.

In summary, the current research applies a mainly quantitative approach with a follow-up
qualitative study using interviews with open-ended questions to gain a deeper understanding
and to fill the gaps in the quantitative study. The employment of the amended TOE model
helped determine the influencing factors of adoption of cloud computing in the e-government

system in the KSA.
4.4 The research sample size

One of the essential phases in the research is to identify a representative sample size that
may be considered as one of the main influences on the quality of the data collected. The
research sample size means the number of target groups or individuals that participated and
responded which achieves the level of requirement in the survey. According Hair et al. (2010,
p.15) “there are no fixed rules for deciding the sample size, sample design, level of accuracy
required, non-responses, factors, and sampling methods used”. However, the number of par-
ticipants needs to be high enough to achieve statistical significance (Sekaran and Bougie,
2010). The appropriate sample size should be around 100 responses so that factor analysis can
proceed; and it is considered satisfactory when more than 300 responses are obtained (Kumar,
2010). The appropriate sample sizes for most studies are larger than 300 and less than 500
(Hair et al., 2010). The analysis used a structural equation modelling (SEM) technique; and
the above discussion determined the sample size for SEM software; accordingly, this research

found the optimal size of the sample should be above 500 to proceed with data analysis.
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4.5 The research population

The selection of the research population is an important part of the research process. This
is followed by the selection of a research plan and the study procedures for answering the
research questions. This study is designed for exploring the perspective of the population of
government employees from major government organizations. The participants were major
IT employees and the IT directors of the Saudi government who were subsequently introduced

to the study objectives and asked to share their views of the research being carried out.
4.6 Sample and Sampling Procedures

The evidence sample involved a standard number of respondents whose relevance was sus-
tained throughout the research. The sample has consisted of respondents such as government
experts distributed across various areas such as government executives, model stakeholders
from other e-government platforms, policymakers (a range of organisations) and IT employ-
ees and the IT directors of Saudi government organisations. The sample size is one of the steps
that should be taken into account by the researcher; and can become a major issue in the
research. A researcher should be considered the optimum size, which is not too large or too
small. Sampling is the process of selecting a section of the target population with a view to

making that sample both statistically significant and representative
4.7 Sampling Procedure

The sampling procedure used purposive sampling to obtain the sample institutions for
launching the research. Simple random sampling was used to select respondents from the in-
stitutions to avoid biased information. This was to ensure that all government respondents and
policy makers in the roundup of the sampled government institutions were represented. There
are two major categories of sampling: (1) probability sampling and (2) non-probability sam-
pling.

(1) Probability sampling method in which the selection probability of population elements
(single member of the population) is known, this method often depends on chance or random

factors.

(2) Non-probability sampling where the selection probability of population elements is un-

known (Saunders et al., 2009) Since the population elements (IT employees and the IT
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directors of Saudi government) is known, the probability sampling method has been selected
for this study. Therefore, the probability sampling method is reviewed and its four approaches
discussed, in order to select the appropriate method. The four approaches of the probability

sampling method are:

¢ Simple random sampling is one of probability sampling methods which gives each unit
of the population an equal chance to be selected (Candy, 1991). For example, if the researcher
needs to conduct a study for a certain company, all the employees’ names must be taken and
the sample is then selected randomly. This means each one of the employees gets an equal
chance to be selected.

e Stratified sampling is probability sampling in which the populace initially should be
divided into homogenous segments (strata) as indicated by a specific quality, such as age or
gender. Afterward, from each section (strata), a basic irregular specimen can be chosen. The
samples from each stratum are then joined to form the total study sample (Daniel, 2011). This
approach utilizes the accessible data of the whole population (for example, complete popula-
tion, nationalities; and so forth.) before choosing the sampling so as to make the sampling

more accurate.

e Systematic random sampling is a variation of straightforward random sampling. The
main component is chosen randomly from a list document; then every N™ element is selected
from the sampling frame (Danish, 2006). It is a suitable method for drawing a random sample
when the population sample components are arranged sequentially.

¢ Cluster sampling can be suitable when elements are not available. this approach is often
used for large populations or different organisations over a wide geographic area (Gelling,
2015). It is a mixed aggregate of elements of this population, such that organisations could
serve as clusters for sampling employees (Goh, 2008).

This research also used questionnaires in order to obtain the data necessary to answer the
research questions and achieve the objectives of the study. IT employees and the IT directors
of the Saudi government chosen for the research had to have experience that was almost 100%
relevant for the study and in principle, they had to understand the questionnaires, fill them
correctly as required and return them within the deadline. The questionnaires distributed

yielded in-depth information concerning key factors such as their understanding of policies
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regarding the implementation of new technologies. The target populations were then top man-
agement and I'T employees who had a different levels of experience in IS sectors. As this study
will apply random sampling, there should be a complete listing of the population from which
the sample is to be drawn in order to prevent bias. Also, random sampling is appropriate for
most of the mathematical theorems which justify the most frequently used statistical proce-
dures. Therefore, we can claim that, as this probability sampling technique was used, each
respondent of the target population has an equal chance of being selected and they are repre-

sentative of the target population.
4.8 Research Instruments

The instruments used included questionnaires whose input is seen to be of great conse-
quence to the study. It has also employed a semi-structured interview and the findings from

these in association with the survey results are the most important inputs to the study.
4.9 Data Collection

Two main approaches have been identified for gathering information about a problem, sit-
uation, person or phenomenon (Kumar, 2010). These approaches to data collection are cate-
gorised as the collection of primary data, which refers to the data that is collected and analysed
for the first time. Whereas secondary data is the data that has already been collected and ana-
lysed by somebody else (Kumar, 2010; Crotty, 1998). Several methods can be used for col-
lecting primary data include observation, interview and questionnaire. Kumar, (2010) argued
that choosing the method depends upon the purpose of the study and the availability of the
sources. Secondary data refers to published or unpublished data such as government publica-
tions, journals, and newspapers, reports prepared by research scholars, governments, etc.
(Kumar, 2010) whereas unpublished data refers to letters, diaries and unpublished biog-

raphies.
4.9.1 The Quantitative Method

This section discusses the quantitative method that involves the processes of developing
the research plan and data collection. It also discussed the procedures of the pilot study phase
and the validity and reliability of the measurement instrument, the sampling approach and the

data collection phase.
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4.9.1.1 Planning and Designing

Each research requires appropriate planning pre-data collection to ensure the quality of the
data being collected. The choice of an appropriate method depends upon the purpose of the
study and the availability of the sources. Due to a large population and sampling size, and
time constraint, the questionnaire was chosen as the appropriate method to carry out this re-
search. The planning and designing phase involved developing the questionnaire, conducting

the pilot study, designing and choosing the sampling and obtaining ethical approval.
4.9.1.2 Quantitative Strategy: Using a Survey

Given the study problem, the approach considered most appropriate for collecting data to
collect data is a questionnaire-based survey. This section explores the questionnaire develop-
ment, pilot study procedure, the questionnaire protocol, questionnaire translation, and how

data was to be analysed.
4.9.1.3 Questionnaire Development

The questionnaire has been developed based on previous studies and adopted in order to
examine the proposed model in this study (Martins et al., 2014; Oliveira et al., 2014; Chang
etal.,2006; Liang et al., 2017; Awa and Ojiabo, 2015; O. Ali et al., 2018; Hana, 2013; Wahsh
and Dhillon, 2015; Lin, 2014; Wahsh and Dhillon, 2015 ). It was designed to be easily under-
stood by IT employees and the IT directors of the Saudi government. The questionnaire has
been peer-reviewed by academic professors and researchers before the final version was re-
leased to the respondents. The questionnaire was also designed to include all the factors under
investigation so as to achieve the aim of the study. This research used 5-point Likert scales
(1= strongly disagree; 5 = strongly agree) or (1= never occur; 5= almost always occurs). The
Likert scale is a type of rating scale that is based on the premise that each item has significance
or weight that measures the respondent’s attitude and opinions about a certain issue or subject

(Saunders et al., 2009).

The questionnaire asked for information about the respondents and background demo-
graphic data; and the second section was designed to measure respondents’ (IT employees and
the IT directors of Saudi government) perceptions with reference to the independent variables

(Technological context, organisational context, environmental context, and social context) A
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covering letter was provided to the respondent at the start of the process to seek the partici-
pant’s consent. Previous studies from the literature were used to obtain the 56 questions. A

copy of the questionnaire is attached (See Appendix B).

Questionnaires were provided to the respondents had clear and brief instructions so that
participants could easily understand what was required. The researcher has explained to par-
ticipants the nature of the research study by using a consent form provided along with the
questionnaire; and they were informed not to disclose their identities on the questionnaires so
that they would remain anonymous. The researcher also explained to participants that their
information would remain confidential. The researcher sent copies of the questionnaire to lead
government organisations in Saudi Arabia in order to obtain the participants. The main instru-
ment in this research was thus a web-based questionnaire with questions that mainly used a

five-point Likert scale.

The advantages of using web-based questionnaires are that the researcher can cover a wide
area quickly and cheaply, save the data directly in the database and avoid losing time or data
and more easily avoid any errors. The questionnaire questions were divided into various sec-
tions regarding the research objectives and also obtained demographic data about the partici-
pants. There were 65 closed format questions included (see Appendices B and C) and the

researcher was distributed 1000 questionnaires, out of which 887 responses were received.
4.9.1.4 Questionnaire

The self-completion questionnaire was distributed among the respondents to answer and
complete the survey. This type of questionnaire can be distributed through online methods.
The advantages of a self-completion questionnaire are that it is flexible to administer, cheaper,
and easier for respondents. Moreover, it can be spread over a wider geographical area and a
large population. It is also appropriate for measuring the relationship between variables and
for statistical analysis. However, there are some disadvantages of the self-completion ques-
tionnaire. there is a lack of in-depth understanding of the phenomenon; and the representative
sampling frame cannot be determined. This researcher used questionnaires only over the in-
ternet due to Saudi Arabia’s lack of a postal code making questionnaires difficult to post.
Online questionnaires were only distributed to respondents who were selected. However,

Online questionnaires are restricted to online users which may result in the sample being
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unrepresentative of the target population. However, given the nature of the target population
for this study, this problem did not apply. Couper (2000) states that online questionnaires can
be applied to large populations including those who are not in the target sample of organisa-
tions. Also, more explanations with graphics and high quality design can reduce the non-re-
sponse rate. Finally, data can be collected and kept safely, and it is easy to analyse data. Thus,

this study uses online questionnaires as the main method for collecting data.
4.9.1.5 Pilot study

A pilot study is recommended for researchers before starting the actual study. It is often
conducted when there is a large population. According to Saunders, et al., (2009) the piloting
procedure can any avoid errors, improve the questionnaire and ensure that it can be understood
by the participants. Creswell (2003) believed that during a pilot study any mistakes that could
occur may be detected, such as identifying missing or incorrect instructions, inconsistent
wording, questions overlapping, spellings errors, and so on. The researcher can also predict
the length of the survey. Dillman (2000), suggested a piloting technique developed into four
steps. Firstly, colleagues can provide the initial comments to ensure and increase the ques-
tionnaire’s efficiency. The second step is called cognitive pretesting and consists of observa-
tion and thought. Thirdly, the researcher conducts a small pilot study that emulates the main
study. Dillman (2000), suggested that a pilot study should be conducted with around 10% of
respondents from the whole sample of the main study to confirm that the questionnaire is able
to measure the variable correlations and provide an indication of the response rate and length
time. Finally, the questionnaire should be checked by someone regarding any inadvertent ty-

pographical errors.

After the questionnaire had been designed, the researcher conducted a pilot study with 38
participants. There were three main aims. Firstly, the researcher conducted a pilot study to
develop the quality of questions through the comments received. The second aim was to iden-
tify the ability of the respondents to understand the questions and structures how to complete
the questionnaire. Finally, the pilot study was conducted to determine the effectiveness of the

techniques used.
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4.9.1.6 Questionnaire Translation

As noted earlier, the sample population have Arabic as their mother tongue; accordingly,
the questionnaire was written in the Arabic language. Gelling (2015) suggested that the survey
instructions must be considered clear and comprehensive. The researcher thus took into ac-
count that the translation of the questionnaire needed to retain clarity and have no alteration

of meaning.

The original questionnaire was developed in the English language (see Appendix B), and it
was then translated into Arabic (see Appendix C). This to ensure that all the respondents, who
had Arabic as their mother tongue, could understand the questionnaire instructions and ques-
tions. The researcher collaborated with some experts in translation to make sure the translation
was efficient; as, had there been misunderstandings due to inaccuracies in translation, this

would have vastly affected the data collection process.
4.9.1.7 Survey Protocol

The researcher prepared and design questionnaires, then chose an appropriate website to
upload it to the internet. The researcher has a trial run with some participants who provided
some comments and were able to complete it without any issues. This study also established

criteria for inclusion of the participants:

e The participants should have some IT experience and work in government departments.

e The questionnaire targeted both senior government management and senior managers in
government organisations.

e The participants from IT administrations departments should have spent time working
in the IT area.

e The questionnaire was distributed over the internet to a sample of 1000 respondents.
The researcher received 887 completed responses, which formed the basis of the subse-

quent analysis.
4.9.2 The Qualitative Method

In this research, data collection was carried out in three main stages during this research.
After the initial review of the literature was conducted, an exploratory study was carried out

as a first stage towards achieving the objectives of this study. It was an exploratory study
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conducted in the context of e-government in Saudi Arabia to identify the factors and chal-

lenges facing the development of services provided by the government.

In the exploratory phase of this research, an interpretive approach was adopted for collect-
ing qualitative data, and semi-structured interviews were used. The purpose of this exploratory
study was to explore key aspects and factors for evaluating the success of e-government sys-
tems. The study was conducted in the context of the Saudi government. To achieve the objec-
tive of this research, this study interviewed 8 Saudi government employees and IT directors
to explore their perceptions of e-government systems and investigate the main factors that
affect the success of e- government services. The interviewees in this study had diverse de-

mographic backgrounds.

The results of the interviews contributed to the discovery of potential success factors for
e-government systems; as well as setting up the initial framework for assessing the success of
e-government. The objectives of this exploratory study were achieved, and resulted in the
discovery of several issues related to factors affecting the success of e-government systems.
The third phase is the development of the framework and validation of effectiveness through

analysis of the results obtained from the stage of data collection and analysis of results.
4.9.2.1 The Interviews

This research designed a plan for conducting the interviews. The aim of interviews was to
investigate the capacity of the e-government systems to be successfully implemented and per-
ceptions of the Saudi government regarding adopting cloud computing in e-government sys-
tems. Moreover, the purpose of the interviews was to identify the perspectives of top manage-
ment and IT administration around issues pertaining to e-government development and the
adoption of cloud computing, taking into account the four dimensions, which were the tech-
nological, organisational, environmental and social contexts. According to Marshall and
Rossman (2006), it may be important to select interviewees who have enough experience to
understand the situation in detail and sometimes it may be useful to interview people who are
considered influential. From 1 March to 30 May 2019, the interviews were conducted with
the IT experts and managers at different managerial levels in Saudi government organisations.

These resulted in the identification of various critical factors and having a deeper
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understanding of issues pertaining to e-government development and why delays exist in

adopting cloud computing for the existing e-government system in Saudi Arabia.
4.9.2.2 Selection of Interviewees and Government Organisations

This research has collected data from individuals in government organisations which have
recently had e-government systems, so that the interviewees had appropriate knowledge and
the ability to provide significant information regarding the current e-government systems and
thus be able to properly respond to the interview questions. The eight government organisa-
tions were selected based on their skills and experiences with the e-government systems im-
plemented and the value of e-government systems among Saudi government organisations.
Moreover, these government organisations with comprehensive and interactive e-government
systems could serve as guidance for other government organisations to develop and adopt

cloud computing in their e-government systems.
4.9.2.3 Translation of the Interviews

The interviews questions were translated into the Arabic language in order to ensure better
understanding with a high response rate and thus more accurate replies. This phase occurred
after designing and preparing the interview questions in English. Respondents in the interview
were selected IT managers or IT directors in government organisations. The translation pro-
cess was to ensure the quality and efficiency of the interview. The next step integrated the
comments of experts in linguistics and Arabic language specialists to ensure the quality and
efficiency of the translating process. Finally, the comments allowed final adjustments before

the pre-testing and piloting stage in Saudi Arabia.
4.9.2.4 Coding

Coding is about marking different sections of the data by using labels and proceeds towards
the categorisation of data into themes (Holloway and Wheeler, 2010). The researcher reads
through the transcript and identifies what they feel is important to both the researcher and the
participant. During this initial coding, the researcher identifies words or phrases that the par-
ticipant uses in order to discern important ideas that are found within the data (Holloway and

Wheeler, 2010). The method adopted was manual coding.
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4.10 Data Analysis

The major challenge facing data analysing is diversity in the statistical methods to present
the data collected in appropriate ways. According to Hair et al., (2010) analysis of quantitative
data has two basic steps: firstly, descriptive statistics from the sample data give a description
of the essential features. Secondly, using data collected from a sample to identify inferential
statistics to examine hypotheses. This would make inferences regarding the larger population
to which these phases of statistical analysis have been applied to have an understanding of the

data collected in this study.
4.10.1 Quantitative Data Analysis

This research used quantitative methods to analyse the data collected from survey. The
researcher used descriptive statistics such as frequency tables, percentages and bar charts to
present the analysed data. This has allowed a meaningful description, through the distribution
of the scores or measures, of the impact of social values on the e-government system to adopt
cloud computing situations, with descriptive data being presented as well as frequency tables.
In analysing the results of the questionnaire used in the study, we were using various methods
to measure the reactions of the individuals, such as their satisfaction with the system’s perfor-
mance. Quantitative research methods were appropriate in this study for data collection and
analysis. The aim was to understand the factors influencing the adoption of innovative tech-
nology from the point of view of the people involved and to gain an understanding of the
obstacles facing the Saudi e-government system. This study used a content study to analyse

the substantial body of data collected with the following procedure:

¢ Collation and reading of the collected data from quantitative methods.
e Definition of the collected data by a set of classification categories.

e Using collected data categorization.

e Implementing statistical treatment and quantification of the data.

e Using description scientific of the collected data.

e The interpretation of the results of the data.

For the quantitative data analysis, both descriptive and inferential statistics were derived to

better understand and explore the crucial influential elements in e-government systems. Then,
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there was evaluation of the model comprising the factors that influence adoption and utiliza-
tion of cloud computing in e-government systems in the Saudi context. This was to provide
recommendations and draw the attention of top management to some of the issues in the adop-

tion of cloud computing.
4.10.1.1 Descriptive Statistics

Descriptive statistics provide an overview of the data so that it can be easily understood,
and generating them is thus an essential initial phase of analysis in quantitative methods. Ac-
cording to Hair et al., (2010) data examination involves data screening, checking for any miss-
ing data; creating coding data and data cleaning. Descriptive statistics refer to the quantitative
index that represented the data sample performance. Furthermore, prior to analysing the data
researchers should test the normality of data and its completeness. Descriptive statistics can
present a large amount of data in a simple way. They have some main indicators that involve
frequency distribution, measures of central tendency (e.g. mean and median) and measures of
dispersion (e.g. standard deviation and variance). The scores of individual respondents can be
identified by the frequency distribution for each of the variables. A better understanding can
be obtained by using a measure of central tendency which can summarize the characteristics
of a variable in one statistical indicator (Hair et al., 2010). The advantage of descriptive sta-
tistics is that a large set of data can be simply described. Further, in descriptive statistics, the
dispersion measure can be assessed by the variance and range of the standard deviation. Ac-
cording to Hair et al., (2011) normality refers to the degree of distribution of the sample data
with the assumption of corresponding to a normal distribution. Standard deviation refers to
the normality of the variable data with normality being reached when the standard deviation
is (S.D. <1). Skewness and kurtosis value measure the normality of data from a range of ac-
ceptable limits - 2.58 to + 2.58. Descriptive statistics have been considered able to identify
whether the data is normally distributed or not. This research used the SPSS 20 program to

present the results of descriptive statistics which are outlined in Chapter 5.
4.10.1.2 Assessing Normality

Normality assessment is considered as the first essential phase in analysing the collected
data before embarking on the advanced analysis. The normality of data indicates the shape of

data distribution for each variable and ensure correspondence with the normal data distribution
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overall. Normality occurs when the variables or individual variable presents as a normal dis-
tribution shape. In fact, a large sample size plays a crucial role, especially as when using SEM,
it not mandatory to conduct a normality test (Hair et al., 2010; Kline, 2005). This study iden-
tified the appropriate sample size as around 500 participants; this means normality assessment
can be avoided but the normality of the data was ascertained to confirm the appropriateness

of data analysis.

When descriptive statistics on data is required the normality of the collected data is as-
sessed by means of skewness, and kurtosis tests which are widely applied to check the nor-
mality of data (Hair et al., 2010). Skewness in a normal distribution can be a measure of sym-
metry; and kurtosis tests the data to measure whether it is peaked or flat. Consequently, skew-
ness and kurtosis values in the data normality were assessed and represented visually in a
chart. Hair et al., (2010) recommend that the most appropriate skewness and kurtosis meas-
urement values range from — 2.58 to + 2.58; however, George and Mallery, (2010) believe
that appropriate skewness and kurtosis values range from — 2 to + 2. The descriptive statistics
measurement techniques, including standard deviation, mean, skewness and kurtosis deter-

mine whether normal distribution of the data was achieved or not.
4.10.1.3 Structural Equation Modelling (SEM)

The structural equation model (SEM) is a powerful multivariate tool that allows the re-
searcher to study the interrelationship between the latent and observed variables. SEM is very
popular in behavioural, attitudinal, educational, psychological, and social research (Song and
Lee, 2012). Latent variables (constructs) are those variables which cannot be directly observed
or measured such as behaviour, attitude, intelligence etc. In establishing a model to reflect
reality, assessing the interrelationships between latent and observed variables is necessary.
Recent studies (Hooper et al., 2008; Vaismoradi et al., 2016) show that the most commonly
reported fit indices were for the SEM program, which was one of the measures least affected

by sample size.

This research has applied Structure Equation Modeling (SEM) procedures in order to ex-
amine the proposed conceptual model by AMOS 25 software. The first phase of analysis is
the confirmatory factor analysis (CFA) in order to create a measurement model and to test its

fit. SEM is the most useful statistical method serving this purpose. Observed variables refer
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to variables that can be directly measured and observed, such as, height, weight, rate, etc.
However, in some social science research, like medical, social and psychological studies, the
researcher may encounter latent variables which cannot be directly observed by a single ob-
served variable (Song ef al., 2012). The SEM has main components that are the structural
model and the measurement model. The structural model identifies the relationship of the
independent to dependent variables. The measurement model allows using several variables
as indicators for a dependent variable or single independent variable (Hair et al., 2010). Also,
SEM has two different techniques, namely Confirmatory Factor Analysis (CFA) and Explor-
atory Factor Analysis (EFA) that can be used for its running.

Exploratory Factor Analysis (EFA) refers to the factors that are determined from statistical
results rather a theory. The structure of these factors can be determined by running the soft-
ware and underlying pattern of the data. Therefore, EFA can be conducted when there are
some factors, but it is not known which variables belong with which constructs. Applying
EFA enables the researcher to determine how many factors are appropriate and which varia-
bles load on a particular factor. The factors that appear after the ultimate analysis can be named
by the researcher. This emphasises that EFA where the relationships are created unlike in
Confirmatory Factor Analysis (CFA) can create the relationships by the researcher (Hair et

al., 2010).

e Confirmatory Factor Analysis (CFA) requires that before the results can be computed
the researcher determines the existing number of factors and variables related to a particular
construct. CFA allows the researcher to create the relationships as a collection of shapes and
arrows representing relationships and the variables respectively (Hair et al., 2010). Moreover,
CFA is used to identify if the assessment model fits the data collected by the researcher. CFA
is a procedure to allows the researcher to investigate the validate or confirm a predefined
relationship (Kline, 2005). In CFA the variables are loaded onto specific constructs to exam-
ine the theoretical pattern and identify that the factors can match reality in the theoretical
specification (Hair et al., 2010). CFA allows the researcher to for decide whether the theory
being studied is accepted or rejected.

For several reasons, this research has chosen to use the SEM statistical technique. Firstly,
this research attempts to study the relationship between adopting cloud computing and the

critical factors that influence e-government systems, and this cannot be measured directly by
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encountering latent variables. Secondly, due to the strength of SEM, which considers the
measurement error for each latent variable in the factor model that has been estimated to which
can achieved fit model (Hooper et al., 2008). Hence, SEM is the most useful statistical tech-
nique to serve these purposes. Accordingly, several factors have been determined in this study
in order to investigate these factors based on the TOE models mentioned earlier in Chapter 3;

thus, CFA is the suitable method for running SEM.
4.10.1.4 Evaluation of the SEM (Determining Model Fit)

This section explains how the model fits can be determined. McDonald and Ho (2002)
stated that the model fits for the sample data can be properly determined through fit indices.
These measures can provide an important indication of how the adopted theory data fits. In
order to determine the model fits, the following are usually evaluated: Chi-Squared test, Com-
parative fit index (CFI), Root mean square error of approximation (RMSEA), P of Close Fit
(PClos), and Standardised root mean square residual (SRMR)need to be computed (Hooper et
al., 2008). This evaluation showed evidence of the discriminant and convergent validity of the

research instruments.
4.10.1.5 Chi-square (CMIN)

Chi-Square (CMIN) is used to evaluate the overall model fit. Providing an insignificant
result at 0.05 means that the model fit is good (Barrett, 2007). Otherwise, the Chi-Square
statistic reveals lack of fit or badness of fit measure (Kline, 2005). Also, a chi-square/degree
of freedom (CMIN/DF) range between 1 and 5 is recommended (Gaskin and Lim, 2016).
However, the Chi-Square statistic lacks power if used with small samples and may not dis-
criminate between poor fitting models and good fitting models. Nevertheless, most research

has used the Chi-Square test as a fit statistic (Barrett, 2007).
4.10.1.6 Comparative Fit Index (CFI)

The Comparative Fit Index (CFI) is a modified form of the measurement of the Normed
Fit Index (NFI) that takes into account the sample size effectively. The CFI range value should
be between 0.90 and 0.95 to indicate a good fit. Recent studies have shown that the CFI value
should be greater than 0.90, which reveals that the model is not properly specified and unac-

ceptable (Tabachnick and Fidell, 2007).
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4.10.1.7 Standardised Root Mean Square Residual (SRMR)

SRMR is the “square root of the difference between the residuals of the sample covariance
matrix and the hypothesised covariance model” (Hooper et al., 2008, p.54). It has been rec-
ommended that this should be lower than 0.08 for a good model fit (Hu and Bentler, 1999).
An SRMR of 0 is considered a perfect fit, however, it becomes lower when there is a high
number of parameters in the model depending on sample size (Hooper et al., 2008). Thus, the

SRMR does not affect model complexity.
4.10.1.8 Root Mean Square Error of Approximation (RMSEA)

The RMSEA is the second measurement of statistic model fit and was first by Steiger and
Lind (Hooper et al., 2008). Previous studies have shown different ranges of RMSEA values
as an indication of model fit. RMSEA values above 0.10 are considered poor fit and RMSEA
values in the range of 0.05 to 0.08 indicate fair fit. So, the values in the range of 0.08 to 0.10
are considered a medium fit. Finally, it is agreed that a well-fitting model has an RMSEA
lower limit nearly at a value of 0. (Maccallum et al, 1996). The RMSEA has the great ad-
vantage of being able to calculate its value through a confidence interval. This allows for the

null hypothesis to be tested by known distribution values of the statistic more precisely.
4.10.1.9 P of Close Fit (PCLOSE)

The measurement of the null hypothesis can use the P of Close Fit (PCLOSE) test, which
can be a single test. This requires the RMSEA value should equal .05, which indicates a close
model fit (Kenny, 2015). If PCLOSE isn't any greater than .05, this means RMSEA is bigger
than .05, indicating the lack of an in-depth fit (Arbuckle, 2013). So, if P of Close is smaller
than .05, this indicates that the model is less than close-fitting.

4.10.2 Qualitative Analysis

Based on the research aims and objectives, this research has considered various data col-
lection techniques in order to enhance theory generation and to provide multiple perspectives
on the research problem, emerging concepts and strong evidence of constructs. The researcher
initially collected data from individual interviews with IT administrators in Saudi government
organisations who were carefully screened to ensure they met the selection criteria. The fol-

lowing section discussed the approach to analysis of the qualitative phase of the research.
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4.10.2.1 Thematic Data Analysis

Data analysis is the process of examining and categorizing data to achieve the research ob-
jectives addressed. The qualitative analytical process can be applied to various approaches of
analysis, such as thematic analysis, grounded theory, analysis of content, and analysis of nar-
rative (Crabtree and Miller, 1999; King, 2004). The qualitative research approaches can be
analysed as thematic and content analysis (Vaismoradi et al., 2016). Thematic analysis refers
to "a strategy for recognizing, breaking down, and revealing examples (subjects) inside data.
It significantly sorts out and depicts your data collection in (rich) detail" (Braun and Clarke,
2006). Key characteristics of the data are identified at the coding phase, which results in some

of the themes being elicited.

Both thematic and content analyses are interpretive and represent the perspectives of the
participants. However, some researchers believe that thematic analysis is the most commonly
used and appropriate technique for analysis, as it requires a lower level of derivation and un-
derstanding (Vaismoradi et al., 2016). The researcher describes the findings by explaining the
participants’ responses. However, this thematic and content analysis has a lot of flexibility in
interpreting. It allows collecting large data sets more easily. It is used as a method for getting

information about practical importance from the results.

The current research uses a thematic analysis approach for analysis of the qualitative data
obtained in the interviews. The data was broken down into specific topics reflecting the re-
search objectives as well as other subjective themes that emerged in the light of statements
and feelings identified in the interview transcripts. In this way, participants’ points of view
were identified, and the themes were able to be drawn out from the responses. These topics
required a deep understanding and so a thorough comprehension of the data gathered was
needed. This meant that it had to be dissected with the assistance of a conceptual framework
which made analysis easier. Fereday and Muir-Cochrane (2006) believe that thematic analysis
is one example of pattern recognition of the data, where themes can determine the classifica-

tions for analysis.

The thematic analysis model has a procedure that incorporates data in different stages as
shown in Figure 4.1 (Roberts et al., 2019). These six stages of the process of thematic analysis

include data collection, coding, generating themes, reviewing and evaluating the themes,
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defining and displaying themes, drawing conclusions and interpretation. The data collection
is the initial phase and refers to having an overview of all the data collected through inter-
views. The purpose of this stage is to gather together all the primary data in order to achieve
the analysis and the objectives of the research. During the phase of data filtering, the re-
searcher emphasizes the significant data that is related to the objectives of the research or
disposes of irrelevant collected data, to the degree that only the pertinent data for accomplish-
ing the analysis objectives of the research remain and afterward, applicable data can be chosen
and sorted out. Then, the researcher needs to select a coding system for the relevant data,
which is usually in the form of phrases or sentences that describe their content. Generating the
phrases that form the codes enables the researcher to identify patterns among them. and create
themes. Generally, themes are broader than codes which can be combined to form a single
theme. At the stage of reviewing and evaluating the themes, the researcher should make sure
that all themes are useful and accurate representations of the data. Creating themes that do
not really represent participants’ perspectives or missing relevant themes contained in the data
must be guarded against at this stage. For defining and displaying themes, the researcher
should have compiled a final list of themes with each of them named and defined. Themes'
names should be succinct and easily understood. Finally, drawing conclusions and interpreta-
tion refers to the analysis of the data which achieves the research aim and objectives and

answers the research questions with accuracy and reliability.

« Transcribing data (if necessary), reading and re-reading thedata, jotting down

«Familiarising yourself with the data.
Phase 1 initial ideas.

«Coding interesting features of the data in a systematic fashion across the entire

+Generating initial codes.
Phase 2 data set, collating data relevantto each code.

+Searching forthemes.
«Collating codes into potential themes, gathering thedata relevant to each potential
theme.

*Reviewing themes.
+Checking the themes application in relation to the coded extracts (Level 1) and the
Phase 4 entire data set (Level 2), generating a thematic "map"” of the analysis.

+Defining and naming themes.
+Ongoing analysis to refine the specifics of each theme,and the overallnamrative by
Phase 5 the analysis; generating clear definitions and names foreach theme.

«Producing the report
+The final opportunity foranalysis. Selecting vivid, compelling extract examples, final
analysis of selected extracts, relating back of the analysis to the researchquestion
Phase 6 and literature, producing a scholarly report on the analysis.

€€eee«

Figure 4.3: Summary of the six phases of thematic analysis
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4.10.2.2 Process of Interview Validation and Findings

Validation of the methodological process was achieved with the single technique of the-
matic analysis. The research aim has been achieved at this stage in that the investigation re-
vealed the most significant factors influences the adoption of cloud computing in e-govern-
ment systems in the Saudi government organisations. Therefore, the researcher considers it
would be applicable to similar situations in which the study outcomes could be successfully

achieved.
4.11 Quality Assurance of the Research

Quality assurance can be part of analysing data quality and provides confidence that quality
requirements have been fulfilled. This section explores the most common test that is applied

to ensure the validity and reliability of analysing data.
4.11.1 Reliability and Validity Analysis

The most important evaluation of studies is that they should have a good measure of relia-
bility and validity (Collis and Hussey, 2009). Reliability is the degree of accuracy of the col-
lected data; for instance, if the study was repeated, identical results would emerge. However,
according to Singleton and Straits (2004) reliability also refers to the degree to which the
variables, or indicators, are stable and consistent with what they are assumed to be measuring.
Venkatesh (2003) measured the reliability of the TOE instrument several times during the
development of the instrument and all of the reliability coefficients were approximately 0.70.
In SPSS, the most popular test of reliability is Cronbach’s coefficient alpha (Sekaran, U. and
Bougie, 2010). Hair et al., (2011) state that the value of Cronbach’s alpha should be in the
0.7 range to be acceptable and to indicate adequate internal consistency. The reliability anal-
ysis result is discussed in detail in Chapter 5. However, the analysis results showed that all of

the constructs had a high reliability value which achieved more than 0.7.

Validity is concerned with whether the researchers have studied what they intended to do
and not something else (Neuman, 2003). Moreover, it refers to the extent to which the data
collected truly measures what it is meant to measure (Field, 2005). According to Kripanont

(2006), validity tests for the instruments include content validity and construct validity.
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Firstly, content validity was achieved by employing the pre-testing technique to achieve con-
tent reliability and validity (Hair et al., 2011). Secondly, the construct validity was examined
and assessed through a series of processes by applying the exploratory (EFA) and confirma-
tory (CFA) techniques.

4.11.1.1 Reliability Analysis

The reliability of the data and findings is one of the main requirements for any research
process. According to Nunan (1992), reliability refers to the degree to which there is con-
sistency and replicability in the research. Nunan (1992) pointed out that the consistency of the
data collection, analysis and interpretation are referred to as the internal reliability; while ex-
ternal reliability is a test by which researchers can obtain similar results to what has been
found in the study. Reliability thus refers to the level to which data collection methods and
analysis techniques were producing consistent findings (Saunders et al., 2009). In quantitative
research, it is easy and straightforward to obtain similar results because the data are in numer-
ical form. However, in qualitative research, similar results are difficult because the data are
subjective and often in narrative form (Zohrabi, 2013). Lincoln and Guba (1985) stated that
rather than attempting to achieve the same findings and results, it is better to think about the
dependability and consistency of the qualitative data. Therefore, the main purpose of this is
that the findings and results are consistent and dependable. Saunders et al., (2009) suggested
that the dependability or trustworthiness of the results requires three techniques in order to be

ensured:
4.11.1.1.1 The Cronbach’s alpha

The Cronbach’s alpha has become one of the most popular methods of providing a test for
the form of reliability known as ‘internal consistency’ and is commonly used when measure-
ments represent multiple questionnaire/test items (Saunders, 2009). Cronbach’s alpha is the
most frequently used test for measuring reliability in social and organisational science (Con-
nelly, 2011). A set of items that are related as a group can be measured by the alpha coefficient
(Bonett and Wright, 2014). The ranges of the alpha coefficient are between 0 to 1. The alpha
value is greater than 0.70, but it is acceptable at 0.60 and considered reliable (Churchill, 1979).
DeVellis (2003) claimed that although there are lower reliability coefficients in some studies,

researchers still use this lower scale to indicate reliability.
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4.11.1.1.2 Standardised factor loading

Factor loadings refer to correlation coefficients between latent common factors and ob-
served variables that would be viewed as regression weights or standardized regression coef-
ficients. The difficulty with unstandardized loadings is that they provide limited diagnostic
information. Thus, the reliability and discriminant validity is useful and required to be calcu-
lated by examining standardized loadings. Hair et al., (2010) believed that the standardized

factor loadings (regression weights) should be 0.5 as the minimum threshold.
4.11.1.1.3 Construct reliability

One of the convergent validities is constructed reliability. The estimated requirement
should achieve .07 or above to indicate excellent reliability (Creswell, 2014). Furthermore,
the minimum threshold for construct reliability considered as acceptable is 0.70. However,
this rule does not apply to exploratory research. A construct refers to a measure of internal
consistency in scale items, like Cronbach's alpha. Construct validity measures are used to in-
vestigate hypothetical constructs (Kline, 2005); thus, it should be taken into account for the

assessment of item measures.
4.11.1.1.4 Average variance extracted (AVE)

Variance extracted from the item is the square of the standardized factor loading, and is
conducted in order to show the latent factor which explains quantity variation in an item (Hair
et al., 2010) .AVE is calculated due to the mean-variance extracted for the items loading on a
construct (Fornell and Larcker, 1981). AVE values of 0.5 or higher are taken into account as

adequate or good convergence.
4.11.1.2 Validity Analysis

The Validity tests measure both internal and external validity. Internal validity refers to the
interpretability of research, and should focus on the factors that could directly affect the out-
comes of the research; while external validity is concerned with the generalisation of the re-
search results (Nunan, 1992). Burns (1999; p. 160) stresses that “validity is an essential crite-

rion for evaluating the quality and acceptability of research”.
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4.11.1.2.1 Content Validity

Content validity occurs when diverse elements, skills and behaviour are measured effec-
tively and adequately (Burns, 1999). To achieve this, experts in the research field need to
review the data and instruments. Based on the reviews, the questions which are deemed un-
clear and obscure could be revised, and the complex items reworded. In addition, some ques-
tions can be discarded, including the ineffective and non-functioning questions (Zohrabi,
2013). This study applied construct validity and content validity measurements to assess the

instruments’ validity.
4.11.1.2.2 Convergent validity

Convergent validity refers to "the extent to which indicators of a specific construct con-
verge or share a high proportion of variance in common" (Hair et al., 2010; p. 689). In other
words, it is the extent to which indicators of a particular construct converge or share to a great
extent the proportion of variance. According to Hair et al., (2010) convergent validity implies
that the indicators (items) of the construct have joined or provide a high degree of proportion
of variance in different or in like manner. Therefore, a good convergent validity of the con-
struct represents the measurement of the item that correlates closely with other measures for
the construct (Hair et al., 2010). Anderson and Gerbing (1988) recommended three specially
appointed tests to assess convergent validity, which Items achieving high AVE indicates that
these items are illustrative of the latent content. The AVE should achieve 0.50 or higher to
indicate excellent convergent validity (Creswell, 2014). This research considered convergent
validity to measure factor loadings, which should have the values of critical ratios (C.R.)

greater than 1.96.
4.11.1.2.3 Discriminant validity

Discriminant validity refers to "the extent to which a construct is truly distinct from other
constructs" (Hair et al., 2010; p. 689). In other words, the degree to which a construct is dis-
tinct from two other different constructs. Accordingly, a high discriminant validity value in-
dicates that a construct can be considered exclusive. Anderson and Gerbing (1988) recom-

mended calculating the squared correlation estimates of any other two constructs (latent
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variables) and comparing the AVE values of those two constructs. The AVE evaluations
should be higher than the squared correlation between the two constructs, and demonstrates
a high discriminant validity in the model (Kline, 2005). This research takes into account this

test in its assessment of validity.
4.12 Ethical Considerations

One of the most important aspect of any research are the ethical considerations. Before
undertaking any research activities, the protection of participants from any harmful conse-
quences must be considered; this includes deciding how the issues of informed consent, data
protection, safety, coercion, and the confidentiality of data are to be properly addressed. Also,
it has addressed ethical considerations for the interviews (e.g. informing participants before-
hand of how the information was going to be recorded, ensuring interviews took place at times
and locations convenient to the participant, and so on. Also, mention how will maintain data
security. This research (both survey questionnaires and semi-structured interviews) have fol-
lowed the Sussex University Ethical Review Process with application number ER/NA424/1
and submitted the required documentation to the committee. A consent form accompanies a
covering letter that informs the participant about the research objectives, and that their data
will only be used for research purposes. In addition, the respondents are assured that their data
are safe and private. Finally, participants have the opportunity to withdraw from participation

in the questionnaire without restriction at any time.
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4.13 Summary

This chapter has presented and discussed many aspects of the research methodology, in-
cluding a number of methods and approaches that were established. The procedure and design
of the research have been explained in more detail, including the quantitative and qualitative
methods and includes a discussion of the processes of collecting and analysing empirical data
and the sampling procedure from the target population, as well as procedures for data analysis
and for testing validity and reliability. This chapter also highlights the ethical considerations
of this research. This research developed a theoretical framework and used survey question-

naires and semi-structured interviews as instruments for collecting data.

In the following chapters, it was presented the description and analysis of the quantitative
empirical data in further detail in chapter 5. Furthermore, in chapter 6 can be found the details
and analyses of the qualitative empirical data. Finally, discussion and concluded the findings

of this study results both (the quantitative and qualitative methods) in the final chapter.
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Chapter 5: Quantitative Data Analysis
5.1 Introduction

This study obtains some of its primary data by using a quantitative method to investigate
the effectiveness of adopting cloud computing for e-government systems. This chapter intends
to discuss the data analysis of the quantitative stage of this research and provide an overview
of the fieldwork carried out to collect data from IT employees and the IT directors of Saudi
government organisations. As summarised in Chapter four, there are four types of research
paradigm; but the postpositivism research paradigm is the most appropriate to achieve the
main aim of this phase of the study on adoption of cloud computing in e-government systems.
This chapter has included sections on the following: descriptive statistics for collecting data
to ensure they were properly prepared for analysis; the means applied for confirmatory factor
analysis for the constructs and the structural equation modeling (SEM) technique used to ex-
amine the hypotheses. Finally, the structural model fit method applied to confirm the proposed
research framework by using AMOS 25 is described.

5.2 Conducting the Pilot Study

A pilot study was carried out on IT employees and the IT directors of the Saudi government
departments in the public sector in order to ensure the validity and reliability of the instruc-
tions and the questions asked. The pilot study consisted of 44 questionnaires which were dis-
tributed to IT employees and the IT directors of the Saudi government who completed and
assessed the draft of the questionnaire. These participants had experience in the IT sector or
were government managers. The pilot study aimed to check the clarity of the items in the
questionnaire and see if the instructions could be easily understood, also to identify the time
needed to complete it. The pilot study confirmed the items and instructions were not difficult
to understand and useful comments were obtained from the participants as a result of the pilot.

Based on the result of the pilot study. There were no changes in the questionnaire.
5.3 Designing the Sampling Procedure

The target population selected for this study comprised IT employees and IT directors em-
ployed by the Saudi government between 15 March 2019 to 315 May 2019. According to a
Ministry of General Authority for Statistics report, the total target population numbered in
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excess of 10,000 IT employees and IT directors. There are several methods to calculate the
sample size after determining the confidence level and margin of error. In this case, the sample
size was calculated as 383 with a confidence level of 95 and a 5% margin of error (Saunders

et al., 2009).

Sample Size = 384

Sample size for different size of population at a 95 % confidence level
(assuming data are collected from all cases in the sample)
Population Margin of error

5% 3% 2% 1%

50 44 48 49 50

100 79 91 96 99
150 108 132 414 148
200 132 168 185 196
250 151 203 226 244
300 168 234 267 291
400 196 291 343 384
500 217 349 414 475
750 254 440 571 696
1000 278 516 706 906
2000 322 696 1091 1655
5000 357 879 1622 3288
10,000 370 964 1936 4899
100,000 383 1056 2345 8762
1,000,000 384 1066 2395 9513
10,000,000 384 1067 2400 9595

Table 5.1: Sample sizes for different sizes of population (Saunders et al., 2009)

Table 5.1 shows a simpler and more common way of determining the sample size. It pre-
sents the sample sizes for different sizes of the population at a 95% confidence level; which
means that the researcher only needs to determine the confidence level and margin of error to
select the appropriate sample size. Based on the available data for this study, the target sample

size, therefore, will be 383 with a 95% confidence level and 5% margin of error.
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5.4 Sampling Method Chosen

Since this phase of the study has used a quantitative approach, it was essential to concen-
trate on how the survey sample was to be selected. Selection of the sample for the quantitative
phase was based on scientific methods to avoid bias and produce accurate results. This re-
search had as its target population all the IT employees and the IT directors in Saudi govern-
ment organisations. The sample was selected based on the distribution of the number of IT
employees and the IT directors of the Saudi government in 2019 as described in the Ministry
of the General Authority for Statistics report. Individuals in the sample were sent the link to a
web-based questionnaire and completed responses were therefore saved directly into the da-

tabase.
5.3.1 Data Screening

The purpose of data screening was to confirm that the collected data was clean before con-
ducting the statistical analysis and contributed to the validity and reliability of data. This sec-
tion discusses the missing data and normality test. These steps are required to justify the reli-

ability of the data before moving on to the SEM analysis.
5.3.2 Missing Data

Missing data refers to the variables that do not contain valid values for analysis. Missing
data may cause problems, which may not allow the analysis to run because the data obtained
is not adequate. According to Hair et al. (2010) any individual case or observation that in-
volves missing data under 10% can be generally ignored. As mentioned, more than 1000 ques-
tionnaires were distributed randomly among Saudi government organisations in different cit-
ies during a three month period, with a total of 887 (88.7%) of the questionnaires being re-
turned. Of these, 838 questionnaires were used, as 49 questionnaires were considered unusable
due to missing response items or participants choosing all the same answers, which implies

that the data is inappropriate for the selected analysis technique.
5.3.3 Evaluating the Quality of Data: Assessing Outliers

Outliers indicate a set of values that differ significantly from the others that were observed,
making them distinct from the rest (Rogelberg, 2004). Usually, outliers occur when errors are

made in data entry, instructions are unclear or because there are problems with the
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questionnaire. A single variable identifies as a univariate outlier, further, two or more varia-
bles mean a multivariate outlier that has a multiple score (Kline, 2005). According to Brown
(2006) univariate outliers can occur when calculating the frequency distributions of z scores
over 3.29 with p <.001, which means the data indicates that it has outliers. However, when
this measure was calculated, fortunately no outliers were found, and the z value for all varia-
bles was less than 3.29. Moreover, the minimum standard deviation was 0.32, and the maxi-

mum standard deviation was 1.15. Therefore, there were no outliers observed in the dataset.
5.3.4 Normality Test

In multivariate analysis, the normality is an essential assumption which refers to the distri-
bution of the data for a variable (Hair et al., 2010). It can be measured in two different ways:
Skewness and Kurtosis. Data can be considered to be normal if: Skewness and Kurtosis are
between -3 to +3. From Table 5.2 the result indicates that the normality of the data points is
achieved, and the data is therefore normally distributed within range as Skewness was .084

and Kurtosis was .169.

Descriptive Statistics

Items Mean Std. Deviation Skewness Kurtosis

Statistic Statistic Statistic Statistic
RA1 3.89 927 =767 257
RA2 3.84 1.005 -.795 208
RA3 3.95 .945 -.801 394
RA4 4.07 .786 -.573 -.066
CM1 3.58 1.040 -438 -487
CM2 3.60 1.013 -481 -.330
CM3 3.58 1.022 -.564 -.107
CM4 3.76 992 -.659 .004
CO1 2.83 1.124 .088 -.989
CO2 2.62 1.029 484 -496
COo3 2.89 1.121 .184 -.868
CO4 2.70 1.082 .366 -.592
SQ1 3.82 .988 -1.017 .828
SQ2 3.95 .947 -.951 735
SQ3 3.94 977 -1.094 1.142
SQ4 3.93 928 -1.002 1.232
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SE1 3.16 1.161 -.174 -.931
SE2 3.17 1.118 -.090 -.817
SE3 3.00 1.140 .075 -.864
SE4 3.18 1.158 -.110 -913
T™M1 3.60 930 -.663 236
T™M2 3.52 988 -.514 -.074
T™M3 3.75 920 -.670 279
T™M4 3.58 974 -.352 -.278
TR1 3.78 976 =770 242
TR2 3.72 1.027 -.671 -.077
TR3 3.68 1.075 -.615 -.361
TR4 3.74 1.010 =711 .021
RE1 3.63 .894 -.888 878
RE2 3.54 991 -.534 -.237
RE3 3.59 1.009 -.630 .143
RE4 3.59 979 -.584 .040
CP1 3.56 962 -.622 135
CP2 3.64 1.012 -.581 -.126
CP3 3.68 1.016 -.585 -.127
TU1 3.74 913 -.815 .641
TU2 3.77 918 -.619 205
TU3 3.71 961 -.639 .194
TU4 3.74 906 -.588 272
TUS 3.75 933 -.704 .340
AW1 3.61 964 -.643 161
AW2 3.68 1.001 -.560 -.201
AW3 3.72 1.053 -.639 -214
AW4 3.49 1.000 -470 -.160
AWS 3.64 1.002 -.643 .002
AT1 3.92 980 -1.049 921
AT2 3.44 1.198 -.321 -.974
AT3 3.28 1.231 -.164 -1.068
AT4 3.67 1.093 -.614 -.362
AC1 3.63 952 -.403 -.268
AC2 3.49 1.064 -.357 -471
AC3 3.45 1.153 -.506 -.504
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AC4 3.75 950 -.600 .093
ACS 3.44 969 -.326 -.189
AC6 3.43 1.118 -.403 -.564

Table 5.2: Normality Test

5.3.5 Mean Distribution of the Variables

This section presents the mean distribution and standard deviation as well as the standard
error of each variable used for this study. As shown in Table 5.3, the mean distribution of the

majority of the variables is greater than 3, which may suggest that majority of the participants

had a positive perception about the adoption of cloud computing.

Descriptive Statistics

Factors
Items Mean Std. Deviation
“Adoption of cloud computing in our organisation
) ) 3.89 927
will enable us to reduce the operating costs.”
“Adoption of cloud computing will improve the
Relative Advantage o 3.84 1.005
RA) performance of our organization.”
“The use of cloud computing in our organisation
) ) ) 3.95 945
will help us to accomplish tasks more quickly.
Adoption of cloud computing will improve our
) P ) ) prtne P 4.07 786
online services delivery.”
“Adopting of cloud computing can be easily inte-
p. s o ) pne Y 3.58 1.040
grated into existing IT infrastructure.”
“Adopting of cloud computing is compatible with
pHne P ) £ P 3.60 1.013
the systems that are already in use.
Compatibility
M) Adopting of cloud computing is compatible with all
aspects of our organisation’s existing format, inter- 3.58 1.022
face, and other structural data.”
“Adopting of cloud computing fits well with our
) ) ) 3.76 992
online services provided.”
“With the adoption of cloud computing, there will
Complexity ) S
(CO) be some complexity of maintaining cloud compu- 2.83 1.124

ting platform.”
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“With the adoption of cloud computing, it will be
more difficult to develop new solutions / extend the

existing functionality of the system.”

2.62

1.029

“With the adoption of cloud computing, more time
is required by IT staff to perform their normal du-

ties.”

2.89

1.121

“Learning to operate in the cloud computing envi-

ronment is complex for employees.”

2.70

1.082

Service Quality
SQ

“The adoption of cloud computing will provide a

high service quality with high efficiency.”

3.82

988

“The adoption of cloud computing will deliver bet-

ter online services.”

3.95

947

“The adoption of cloud computing will provide suf-

ficient backup service.”

3.94

977

“The adoption of cloud computing meet user ex-
pectations with respect to response time, flexibility

and ease of use.”

3.93

928

Security
(SE)

“The security systems built into cloud computing

are insufficient to protect our organizational data.”

3.16

1.161

“The traditional servers are more secure than cloud

computing technology.”

3.17

1.118

“In the cloud computing environment, the confi-

dentiality and security are poor.”

3.00

1.140

“Cloud computing service providers do not manage
security controls adequately for a comprehensive

system’s defence.”

3.18

1.158

Top Management
Support (TM)

“The organization’s top management provides
strong leadership and engages in the process when

it comes to the adoption of cloud computing.”

3.60

930

“The organisation’s management is willing to take
risks (e.g. financial) involved in the adoption of

cloud computing.”

3.52

988

“Top management encourages using new emerging

technology to provide e-services.”

3.75

920

“Top management has allocated adequate financial
and other resources for intention to the adoption of

cloud computing.”

3.58

974
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Technology
Readiness (TR)

“The adoption of cloud computing will be compat-
ible with existing hardware and software in the or-

ganisation.”

3.78

976

“The IT technical support in the organisation has
the capacity and appropriate skills to deal with the

adoption of cloud computing.”

3.72

1.027

“The Internet speed of the organisation is sufficient

to adopt cloud computing.”

3.68

1.075

“The technology infrastructure of our organisation

is available to support cloud computing.”

3.74

1.010

Regulations (RE)

“The laws and regulations in our organisation allow

the adoption of new technologies.”

3.63

.894

The law and regulations in our organisation are
flexible to be amended according to the emerging

needs.

3.54

991

“The law and regulations in our organisation com-

ply with the current cloud computing regulations.”

3.59

1.009

“The laws and regulations in our organisations sup-
port cloud computing initiatives and implementa-

tion.”

3.59

979

Competitive

pressure (CP)

“Some of the organisation competitors have al-

ready started using cloud computing.”

3.56

962

“Our organisation has experienced pressure from

the competitors to adopt cloud computing.”

3.64

1.012

“Our organisation believes that adopting cloud
computing will strengthen our competitiveness and

improve online services offer.”

3.68

1.016

Trust (TU)

“I am confident that cloud computing has legal and
technological structures to adequately protect me

from problems at technological level.”

3.74

913

“I have a trust in cloud computing providers to
store our sensitive information appropriately and

securely.”

3.77

918

“The cloud computing has enough safeguards to

make us feel comfortable using it.”

3.71

961
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“I am confident that Our organisation’s infor-

mation in the cloud will not be used by a third party 3.74 906
without our consent.”
“The digital storage in cloud computing is a relia-
s g pring 3.75 933
ble and secure environment.”
“Our organisation is fully aware of the benefits of
) 3.61 .964
cloud computing.”
“Our organisation is familiar with the cloud com-
puting that allows us to deliver online services 3.68 1.001
based on the Internet.”
“Our organisation has a good perception of the ef-
Awareness (AW) ) ) 3.72 1.053
fectiveness of cloud computing.”
“Our IT department is aware about cloud compu-
ting, but the top management does not have inten- 3.49 1.000
tion to adopt it.”
“Our organisation is aware of the disadvantages
) 3.64 1.002
and challenges of cloud computing.”
“Adoption of cloud computing is a beneficial for
3.92 .980
our organisation.”
“Adoption of cloud computing is challenging from
P ) prtne Sine 3.44 1.198
technical perspective.”
Attitude (AT) i i .
“Adoption of cloud computing will require more
3.28 1.231
effort from each employee.”
“Adoption of cloud computing will create better
o o 3.67 1.093
work dynamic in our organisation.”
“I have a favourable attitude toward cloud compu-
ting implementation, and I am willing to try cloud 3.63 952
computing out shortly.”
“It is likely that our organisation will take steps to
Adoption of cloud ) 3.49 1.064
adopt cloud technology in the future.”
computing (AC) —
“I strongly recommend our organisations to adopt
) 3.45 1.153
cloud computing technology.”
“I believe that adopting cloud computing services
3.75 950

will give us more advantages.”
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“Our organisation has potential adoption of cloud
computing but decided not to pursue by top man- 3.44 .969

agement at the present time”

“Our organisation completed an adoption plan but 33 L118
has a lack of a financial resource.” . .

Table 5.3: Mean Distribution of The Variables

5.5 Descriptive Statistics

Descriptive statistics can be used to present and describe a range of phenomena expressed
as variables or combinations of variables (Tabachnick and Fidell; 2007). Therefore, they can
describe data assessments by using tables, charts and graphs to summarised percentage, mean,
mode, frequency and standard deviation. Moreover, the result of this study has used descrip-
tive statistics to present and describe the data collected in terms of the adoption of cloud com-

puting in e-government systems and demographic profiles.

Before the advanced analysis is addressed, the next few sections (e.g. gender, IT experi-
ence, education, and age, type of organisation, type of cloud adoption) focus on the demo-
graphic characteristics of the study sample to investigate whether any of these variables had a
critical impact on the adoption of new technology, specifically the adoption of cloud compu-

ting in e-government systems in Saudi government organisations.
5.5.1 Demographic profile

The demographic section of the questionnaire asked respondents to identify their gender.
The survey results showed that 614 respondents (73.3%) were male and 224 (26.7%) were
female, as shown in Table 5.4. These results were predictable due to the nature of Saudi soci-

ety, which was discussed in Chapter 2.

Gender Frequency Percent
Male 614 73.3
Female 224 26.7
Total 838 100

Table 5.4: Gender of Respondent
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The findings indicated that 16.2% of respondents were between 18 to 30 years old; 38.9%

were between the ages of 31 and 45; 37.1% were aged between 46 and 60 years old; but only

7.8% were over 60. The total average age of the Saudi population is under 24 years, the median

age being 25 years old, and over 65s forming 3% of the population (The World Fact Book,

2018). This spread of ages is reflected in the result of this study. Breakdown of age is shown

in Table 5.5.
Ages Frequency Percent
18-30 136 16.2
31-45 326 389
46-60 311 37.1
Over 60 65 7.8
Total 838 100

Table 5.5: Age of Respondents

Respondents’ Ages.

<

= 18-30 = 31-45 =46-60 = Over60

Figure 5.1: Age of Respondents

The respondents’ level of education is shown in Figure 5.4; and the largest number: 71.4%

(598) had a Bachelor degree. The next largest group: 22.9% (192) had a Masters degree, and

only 16 respondents (1.9%) had PhDs. There were 27 respondents (3.2%) with pre- Diploma

degrees and only 5 respondents (0.6%) with an education level of secondary school or less

(see Table: 6.3). This reflects the general population, as the literature review showed that the
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majority of Saudi citizens are well educated. This finding shows that around 96% of the re-

spondents have postgraduate or graduate levels of education (see Table 5.6).

Education level Frequency Percent
Secondary school or less 5 0.6
Diploma 27 32
Bachelor degree 598 71.4
Master degree 192 22.9
Doctorate degree 16 1.9
Total 838 100

Table 5.6: Respondents’ Levels of Education.

|/

= Secondary school or less = Diploma
= Bachelor degree Master degree

Figure 5.2: Respondents’ levels of education

The frequencies of organisational sector data in Figure 5.5 reveal that a majority of re-
spondents (20.9%) worked in financial organisations (n =175). Respondents working in the
education sector (n=127) comprised 15.2 % of the respondents. Security and military organi-
sations respondents (n=166) also had significant representation (19.8%). 15.4% worked in
communication and information technology organisations (n = 129); and the smallest group

(11.7%) worked in labour sector organisations (n=98). The figures are shown in Table 5.7.
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Organisations Frequency Percent
Education Sector 127 15.2
Health Sector 143 17.1
Security and Military Sector 166 19.8
Financial Sector 175 20.9
The Communication and Information Technology Sector 129 15.4
Labour Sector 98 11.7
Total 838 100

Table 5.7: Respondents’ Organisational Sector

= Education Sector
d' = Health Sector
= Security and Military Sector
“ , Financial Sector
= The Communication and
Information Technology Sector
= Liber Sector

Figure 5.3: Respondents’ Organisational Sector

Respondents working in organisations with less than 50 employees (n=196) represented
23.4% of respondents, while those working in organisations with (51-249) employees (n=480)
represented the largest group (57.3%); and 9.7% of respondents were working in organisations
with 250 — 499 employees (n=81). Respondents working in organisations with less than (500
- 999) employees (n=64) represented 7.6%, while those in organisations employing more than

1000 employees (n=17) represented 1.9% of the respondents. Figures are shown in Table 5.8.
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Number of employees Frequency Percent
Less than 50 196 234
51-249 480 57.3
250- 499 81 9.7
500 -999 64 7.6
More than 1000 17 2.0
Total 838 100

Table 5.8: Number of Employees in the Organisation

In relation to job title, directors of governmental organizations (n=9) were least represented
(1.1%), while IT directors (n=36) represented 4.3% of respondents. IT staff (n=763) were the
largest group (91.1%) and those working in other organisations (n=30) represented 3.6% of

respondents. Figures are shown in Table 5.9.

Position title Frequency Percent
Director of the government organization 9 1.1
IT Director 36 43
IT staff 763 91.1
Others 30 3.6
Total 838 100

Table 5.9: Respondents’ Job Title in the Organisations

Data about years of experience in the IT sector demonstrate that 3.3% of respondents
claimed that they had less than one year of IT experience, and 16.5% of respondents had IT
experience of between one to three years. 52.4% (439) of respondents claimed they had IT
experience of less than ten years; whereas 27.8% of respondents had over ten years of IT
experience (see Table: 5.10). Moreover, these findings indicated that over 70% of respondents
have IT experience of more than three years. Participants working in the larger organisations

tended to have high levels of IT experience.

Years of IT experience Frequency Percent
Less 1 year 28 33
Less 3 years 138 16.5
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Less 10 years 439 52.4
More than 10 years 233 27.8

Total 838 100

Table 5.10: Respondents’ Years of Experience

The survey questions also asked about the adoption of cloud computing and thus whether
the respondent had dealt with cloud computing, as well as the type of cloud computing. 14.7%
(129) of respondents had worked with cloud computing and 85.3% of respondents (709)
claimed they had not (see Table 5.8).

Of the 14.7% (129) working with cloud computing, those working with public cloud com-
puting constituted 12.9% of respondents (133) and those working with private cloud compu-
ting (16) represented1.8% of respondents (see Table: 5.11). These findings indicate that there
is a higher adoption rate of public cloud computing than private or other types of cloud com-
puting. This pattern of high levels of adoption of public cloud computing might be due to the

number of participants working in large organisations, as discussed earlier.

Cloud computing adoption Frequency Percent
Yes 129 154
No 709 84.6
Total 838 100

Table 5.11: Cloud Computing Adoption

Adoption of Cloud computing Frequency Percent
Public cloud 113 13.5
Private cloud 16 1.9
Total 129 154
Non adoption 709 84.6
Total 838 100

Table 5.12: Type of Cloud Computing Adoption
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5.6 Data Analysis and Confirmatory Factor Analysis (CFA)

This section presented the fitness test of the Confirmatory Factor Analysis (CFA) model
and identifies convergent and discriminant validity. Further, it ensured the reliability of the
model before and after constraints. There was some assessment before proceeding with data
analysis and testing the hypotheses, to ensure that the result for the measurement of the model
revealed evidence of unidimensionality, discriminant and convergent validity and reliability.
The Statistical Packages for the Social Sciences (SPSS) version 24 was used for the con-
sistency reliability analysis, while the CFA utilized the Analysis of Moment Structure

(AMOS) software version 25 to examine the fitness of the model, as discussed in Chapter 4.
5.6.1 Confirmatory Factor Analysis (CFA)

One of the theoretical patterns of the variables loading test is Confirmatory Factor Analysis
(CFA), which is conducted in order to identify the relation between the actual data and the
theoretical specification of the factors. The researcher can determine factors by selecting the
appropriate theory being examined before obtaining any results. CFA allows the researcher to

decide whether to accept or reject the theory (Hair et al., 2010).

When researchers apply a CFA, it should first measure unidimensionality before assessing
the reliability and discriminant and convergent validity (Awang ef al., 2015). Before modeling
the interrelationship in SEM, it is necessary to perform CFA for all latent constructs. Unidi-
mensionality is an indicator of the latent construct loading for the assessment items; which

should achieve 0.60 and above (Hu, 1999; Awang et al., 2015).

The CFA results revealed 13 latent constructs as shown in Figure 5.6 including Relative
Advantage (RA), Compatibility (CM), Complexity (CO), Service Quality (SQ), Security (SE),
Top Management Support (TM), Technology Readiness (TR), Regulation (RE), Competitive
pressure (CP), Trust (TU), Awareness (AW), Attitude (AT), Adoption of cloud computing
(AC). There were 12 constructs including 55 items to examine the perceived effectiveness of
adopting cloud computing on e-government system. CFA presented the latent variables and
the items in Table 5.13 showed the results when CFA was applied for each construct related

with other items.
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Factor loading Range Factor loading
Constructs Code for Items

Minimum Range Minimum
Relative Advantage (RA) 0.44 0.44 4 RA1, RA2 RA3,RA4
Compatibility (CM) 0.65 0.65 4 CM1, CM2, CM3, CM4
Complexity (CO) 0.60 0.60 4 COl1, C0O2, C0O3, CO4
Service Quality (SQ) 0.69 0.69 4 SQI1, SQ2, SQ3, SQ4
Security (SE) 0.72 0.72 4 SE1, SE2, SE3, SE4
Top Management Support (TM) 0.55 0.55 4 ™1, TM2, TM3, TM4
Technology Readiness (TR) 0.55 0.55 4 TR1, TR2, TR3, TR4
Regulation (RE) 0.61 0.61 4 REI1, RE2, RE3, RE4
Competitive pressure (CP) 0.68 0.68 3 CP1, CP2, CP3

0.64 0.64 TU1, TU2, TU3, TU4,
Trust (TU) 5

TUS

0.41 0.41 AWI1, AW2, AW3,

Awareness (AW) 5
AW4, AWS5

Attitude (AT) 0.50 0.50 4 AT, AT2, AT3, AT4
Adoption of cloud computing ACI1, AC2, AC3ACH4,

0.56 0.56 6
(AC) ACS, AC6

Table 5.13: Constructs and Associated Items

Most of the factors loading on individual items in Figure 5.6 obtained a value of 0.60.
However, other factors loading on individual items scored below 0.60, which indicated they
should be removed from the model before the next stage of analysis. Awang et al., (2015)
believe that: “in order to ensure unidimensionality of a measurement model, any item with a

low factor loading less than 0.60 should be deleted”.

Standardized factor loadings, as called in AMOS, or standardized regression weights refer
to the relationship between indicators and individual latent variables. The standardised esti-
mates parameters range between -1.0 and +1.0. According to Hair et al. (2010) there should
be a minimum common threshold of 0.5 for estimates of all factor loading. The standardised

loading estimates for all factors are shown in Table 5.13.
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Figure 5.4: Confirmatory Factor Analysis (CFA) for all constructs

Therefore, as shown above in Figure 5.4, the loading estimates statistically confirm that

the measurement model has a high loadings rate.
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5.7 Model Validity Measures

RMSEA measurement is appropriate to assess the discrepancy per degree of freedom
(Steiger, 2002). According to Anderson and Gerbing (1992) model validity is recommended
to measure the overall model fit, including construct validity, convergent validity, and discri-
minant validity. However, model fit indices can be measured only by construct validity. In
addition, it is not necessary to achieve validity for both convergent and discriminant validity
(Jaccard et al., 1990) recommended obtaining a model fit, should involve CFI, TLI and the
GFI. At this stage, construct validity still not be achieved to improve the reliability and accu-

racy of the model fit.

This study has achieved a chi-squared (y2) value, which is equal to 1476.5 with 824 degrees
of freedom with less than 0.001 of the value of the probability. However, both the value of
Chi-square y2 and the p-value, which is more sensitive to sample size impact model fit. While
this study has met the ratio value. it achieved a value of CMIN/DF equal to 1798.5. Moreover,
the next section reveals a good overall model fit based on the measurement of model fit indi-
ces. There were several indices and standards implemented to assess the model fit (Hu and

Bentler, 1999). These assessments are shown in Table 5.14 as follows:

Indices and standards Result
Goodness-of-Fit Index (GFI)
>0.90
Normed Fit Index (NFI)
Adjusted Goodness-of-Fit Index (AGFI) >0.80
Index of Fit (IFT)
Tucker—Lewis index (TLI) >0.95
Equivalent to the non-normed fit index
Compearative Fit Index (CFI) >0.90
Root Mean Square Error of Approximation < than 0.08 for a good fit
(RMSEA) < than 0.05 for an excellent fit

Table 5.14: Indices and Standards Assessment of Model Fit
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5.7.1 Convergent Validity

In the convergent validity measurement, the model fit should be excellent, and the value of
AVE must be over 0.5 (Hair et al., 2010). The AVE indicates whether answers to question-
statements were sufficiently related to the latent variables. Awang et al. (2015) and Gaskin
and Lim (2016) suggested that the categories of acceptable model fit were as follows: the
value of CMIN/DF should be between 1 and 5, with the value of CFI > 0.90, the value of
RMSEA <0.06, and the value of SRMR < 0.08.

The results of the model fit measures of this study have been achieved as CMIN/DF =
2.050, CFI = 0.918, SRMR = 0.100, RMSEA = 0.043 and P Close = 1.000. However, the
model isn't fit at this stage because of the measures have not yet met the requirement of model
fit as indicated in Table 5.15. Based on the CFA results and AVE for all constructs results the
model isn't appropriate for further analysis due to the minimum required level not being

achieved. thus, the model fit needs more improvement to achieve the specified level.

Standardised Root mean
Chi-square Comparative P of Close
root mean square error of
Measure (CMIN) / Degrees fit index Fit
square residual | approximation
of freedom (DF) (CF)) (PClos)
(SRMR) (RMSEA)
Estimate 2.050 0.918 0.043 0.035 1.000
Threshold Between 1 and 5 >(.95 <0.08 <0.06 >0.05
Interpretation Accepta-
Good fit ol Good fit Good fit Good fit
e

Table 5.15: Model Fit Measures with All Constructs

The table above shows the results for all constructs before constraints. The CFA results
confirm that the model should achieve the minimum requirement to be acceptable for further
analysis, as discussed early. So, the following section presents the standard minimum for re-

liability and validity.
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5.7.2 Discriminant Validity

Discriminant validity refers to the extent of the distinction between a construct and other
constructs. Hair et al. (2010) suggest associating the squared correlation estimates value with
(AVE) values for any two constructs. Moreover, the AVE value should be higher than the
squared correlation estimates. This study revealed no concerns regarding discriminant valid-
ity, as presented in Table 5.16. The researcher used the cross-loadings matrix and Fornell-
Larker criterion (Hair et al., 2011). Moreover, the CFA measurement for the model presented

an acceptable achievement of both convergent and discriminant validity.

RA CM (6{0) SQ SE ™ TR RE AC CP TU AW AT
RA 0.661
CM -0.424 0.735
Cco 0.130 -0.144 | 0.729
SQ -0.386 0.298 0.042 0.740
SE 0.008 0.042 | -0.298 | -0.144 | 0.741
™ 0.291 -0.291 0.113 | -0.231 | -0.018 0.681
TR -0.246 0.384 | -0.125 | -0.218 0.043 -0.451 0.676
RE 0.400 -0.341 0.116 | -0.196 | -0.026 | 0.562 -0.404 | 0.687
AC 0.438 -0.256 | 0.172 | -0.127 | 0.043 0.388 -0.146 | 0.494 | 0.675
Cp 0.424 -0.495 | 0.189 | -0.237 | -0.007 0.294 | -0.311 | 0.547 | 0.424 | 0.733
TU 0.310 -0.397 | 0.199 | -0.306 | -0.147 0.492 [ -0.338 | 0.540 | 0.431 | 0.499 | 0.691
AW 0.244 -0.401 0.126 | -0.200 | 0.096 0.298 -0.232 | 0.298 | 0.330 | 0.366 | 0.469 0.694
AT 0.474 -0.109 | 0.054 | -0.088 | -0.014 0.139 0.003 | 0.258 | 0.420 [ 0.270 | 0.144 0.203 0.684

Table 5.16: Construct Correlation Matrix (Standardized)

Furthermore, the table above showed that the CFA confirms discriminant validity, as con-
structs in the model, is highly correlated to the adoption of cloud computing for e-government
system. In this study, the construct correlation matrix showed other related values less than
the diagonal values in which the constructs show acceptable discriminant validity. The results
of the square root of AVE value for all latent constructs were greater than the correlation
between these constructs, as shown in Table 5.16. Thus, the findings revealed the discriminant

validity of the latent constructs in this study.
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5.7.3 Reliability and Construct Validity

The Composite Reliability (CR) and Cronbach’s alpha were applied to measure reliability
and construct validity and confirm the data reliability prior to making any advanced analysis.
According to Hair ef al., (2011) reliability is “an assessment of the degree of consistency
between multiple measurements of a variable”. Reliability refers to results that have achieved
dependability and consistency. In this context, consistent results can be predicted to give the
reliability of any survey instrument. An assessment for consistency refers to the extent of
measurements for the same point on two different scales (Hair et al., 2011); in other words,
the responses of a particular instrument should have the same answer over time, otherwise
they are not considered reliable. This study measured reliability by calculating Cronbach's
alpha, which should be over 0.70. Churchill (1979) claims that “coefficient alpha absolutely
should be the first measure one calculates to assess the quality of the instrument”. Addition-
ally, there was another measurement for reliability applied in this study called composite re-
liability (CR). The CR should over 0.70 which is considered as acceptable composite reliabil-
ity.

Table 5.17 presents reliability and construct validity. Chin et al. (2003) suggested compar-
ing the CR and Cronbach’s alpha, as CR is more accurate, due to the loadings or errors of the
items being the same. CR and Cronbach’s Alpha tests should achieve a standard lowest thresh-
old of 0.60 and 0.70 respectively. Furthermore, the average variance extracted (AVE) is used
to identify variation in the latent variables by random measurement error. Therefore, the AVE
estimates of average should be ranged at 0.5 or higher. The result of the AVE in this study
achieved from 0.5 to 0.77, which exceeds the recommended lowest requirements as shown in
Table 5.16. One of the other recommended criteria measurements for discriminant validity is
the Maximum Shared Squared Variance (MSV) which must achieve less than the AVE result
(Hair et al., 2011). The MSV results indicated in Table 5.17 showed the measurement model
is valid. The following formula was used for the calculation of Average Variance Extracted

P
L%
i=1 '

Average Variance Extracted (AVE) = ~

Li refers to the standardised factor loading.
i refers to the number of items.
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Convergent validity
— Cronbach o AVE — R T Discriminant validity
(above 0.7) AT Q5T MSV < AVE
RA 742 0.749 0.437 0.225 No Yes
CM .820 0.824 0.540 0.245 Yes Yes
(6{0) 817 0.818 0.532 0.089 Yes Yes
SQ .828 0.829 0.548 0.149 Yes Yes
SE .829 0.830 0.549 0.089 Yes Yes
™ 769 0.774 0.464 0.316 No Yes
TR 762 0.768 0.456 0.204 No Yes
RE 779 0.781 0.472 0.316 No Yes
AC .830 0.832 0.456 0.244 No Yes
Cp 769 0.776 0.537 0.299 Yes Yes
TU .818 0.820 0.477 0.292 No Yes
AW .804 0.816 0.481 0.220 No Yes
AT 769 0.774 0.468 0.225 No Yes

Table 5.17: Reliability and Construct Validity

The results for convergent and discriminant validity and reliability revealed that the con-
vergent validity not met the requirement level, as shown in the tables above. However, there
was adequate evidence that the CR and Cronbach’s alpha had exceeded the minimum required
level of 0.60, approving the model reliability. The average variance extracted (AVE) did not
achieve the minimum requirement, which need some improvement by co-varying error terms
or either deleting the affected factor loadings or running the model one at a time until obtaining

a new measurement model that fits.
5.8 Confirmatory Factor Analysis (CFA) after Constraints

By deleting the redundant items or those with low factor loading and the covarying error

terms, the poor fit initial model shown in Figure 5.4 has been transformed into a good fit
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model, as shown in Figure 5.5, which presents the CFA model after the constraints. At this
stage, the model fit failed to meet the required level. Thus, modifications to the Modification
Indices (MI) were made. Several items were deleted one at a time, which should achieve some
modifications, due to co-varying the error terms and achieving the minimum required level of

fitness index including modifications.
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Figure 5.5: Confirmatory Factor Analysis (CFA) for all constructs after constraints

In addition, a modification indices assessment was made to identify how each item was
associated with other constructs. Moreover, TUS was indicated as being connected to other
constructs with a high residual variance. The construct validity and improvements to the

model fit should not be affected by removing the item with the lowest value.

145



5.8.1 Convergent Validity

As discussed early, the model fit should obtain appropriate fit to achieve convergent valid-
ity. The AVE must be over 0.50. Furthermore, if a study that has collected data exceeding 250
responses, the chi-square requires to be lower than 3 to revealed model fit (Hair et al., 2010).
This study has collected data from 838 participants with the chi-square value 1. 758. All
measures the model fit, including CFI = 0.953, SRMR = 0.036, RMSEA = 0.030. and AVE
has achieved the standard a value lower than 0.50; thus, attaining the required level of the

model fit. Table 5.18 shows these results with the required level of model fit.

Root mean
Chi-square Standardised
Comparative square error of P of Close
Measure (CMIN) / Degrees root mean square
fit index (CFI) approximation Fit (PClos)
of freedom (DF) residual (SRMR)
(RMSEA)
Estimate 1.758 0.953 0.036 0.030 1.000
Threshold Between 1 and 5 >0.95 <0.08 <0.06 >(0.05
. Good fit Good fit Good fit Good fit Good fit
Interpretation

Table 5.18: Model Fit Indices

The above table presents the results of the model fit measures for the adoption of cloud
computing for e-government in Saudi organisations and has achieved the minimum require-
ment. as mentioned earlier, to assess the model fit, that initially found chi-square (x*2) and
normed chi-square tests did not take into account adequate evidence of model fit. This study

thus achieved three to four fit indices of good fit for all assessments of the model fit.
5.8.2 Discriminant Validity

As stated earlier, three criteria determine discriminant validity, namely: Maximum Shared
Squared Variance (MSV), the Fornell-Larcker test, and Average Shared Squared Variance
(ASV) (Hair et al., 2010). The AVE of the constructs achieved a value greater than the value
of correlation estimates, as presented in Table 5.19. This study compares the value of the
absolute correlation through the constructs and the square root of the AVE by a construct.
However, the model fit is not considered as discriminant validity if the correlations are lower

than the square root of the AVE by a construct (Fornell and Larcker, 1981). Furthermore, the
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square roots of the AVEs "diagonal cells" show a score higher than the correlations between

constructs which refer to discriminant validity.

RA CM (6{0) SQ | SE ™ TR RE AC Cp TU AW | AT
RA 0.728
CM -0.401 | 0.735
Cco 0.129 | -0.144 | 0.729
SQ -0.359 [ 0.298 | 0.042 | 0.740
SE 0.021 | 0.042 | -0.298 | -0.144 | 0.741
™ 0.277 | -0.278 | 0.124 | -0.221 | -0.029 | 0.724
TR -0.237 | 0353 | 0.129 | 0.200 | 0.014 | -0.413 | 0.719
RE 0.379 [ -0.339 | 0.121 | -0.182 | -0.016 | 0.557 | -0.384 | 0.714
AC 0.427 | -0.231 | 0.166 | -0.117 | 0.033 | 0.382 | -0.143 | 0.490 | 0.718
Cp 0.410 | -0.494 | 0.189 | -0.237 | -0.007 | 0.271 | -0.296 | 0.544 | 0.430 | 0.733
TU 0.281 -0.388 | 0.184 [ -0.297 | -0.129 | 0.486 | -0.321 | 0.507 | 0.434 | 0.468 | 0.715
AW | 0250 | -0.406 | 0.134 | -0.208 | 0.085 | 0.294 [ -0.222 | 0.296 | 0.317 | 0.374 | 0.473 | 0.748
AT 0.473 | -0.082 | -0.069 [ -0.064 | 0.028 | 0.131 | 0.001 [ 0.256 | 0.426 | 0.251 | 0.114 | 0.189 | 0.737

Table 5.19: Discriminant Validity

As clearly shown in Table 5.19 above, the model fit measures of the adoption of cloud
computing for e-government in Saudi organisations by comparing the squared estimates of
correlation for two latent variables with the values of AVE. The results of this study revealed
the square roots of the AVEs "diagonal cells" show a score higher than the correlations be-
tween constructs which means there are no issues with discriminant validity (see Table 5.18).
Therefore, these results indicate that the CFA model measurement was acceptable in conver-

gent and discriminant validity.
5.8.3 Reliability and Construct Validity

The reliability and constructs validity of this study was tested by applying CR and
Cronbach's alpha test. Both CR and Cronbach's alpha have achieved the minimum require-
ment threshold of 0.60 and 0.70. The convergent and discriminant validity and reliability re-
sults indicate that both the convergent and discriminant validity outcomes have met the re-
quired level, as shown in Table 5.20. This means that the model indicates the acceptability

contrast and ensures that all items are free from any errors (Hair et al., 2010).
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Constructs | Cronbach (above 0.7) CR AVE MSV
RA 769 770 0.530 0.224
CM .820 .824 0.540 0.244
CO .809 812 0.523 0.089
SQ .82 .829 0.549 0.129
SE .829 821 0.549 0.089
™ 765 777 0.525 0.310
TR 761 762 0.517 0.170
RE 757 757 0.510 0.310
AC .801 .807 0.515 0.241
Ccp 769 776 0.537 0.296
TU . 796 .807 0.511 0.257
AW .831 .835 0.560 0.224
AT 175 781 0.544 0.224

Table 5.20: Reliability and Construct Validity

Based on the above, the results of the analysis, clearly show that all the items listed in Table
5.20 on each construct of the model fit measures of the adoption of cloud computing for e-
government systems in Saudi organisations model has achieved the minimum requirement of
reliability and has enough measurement properties. Overall, assessment of the measurement
model revealed that Composite Reliability (CR) and Cronbach’s alpha were over .70, and

Average Variance Extracted (AVE) achieved the minimum requirement level of .50.

Moreover, the Maximum Shared Squared Variance (MSV) is less than the results of AVE,
which also implies that the measurement model is valid. Moreover, the results for unidimen-
sionality, convergent validity, discriminant validity and reliability demonstrate solid evidence

of the reliability and validity of the model, such that it can proceed with further analysis.
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In results of validity and reliability for both the convergent and discriminant measures, as
shown in Table 5.21 below, have met the required level. All the factors in the model fit
measures of the adoption of cloud computing for e-government in Saudi organisations had

significant loadings greater than 0.60 on their respective constructs.

Constructs Items code Items Factor loading
RA1 “Adoption of cloud computing in our organisation ]
will enable us to reduce the operating costs.”
Relative Advantage RA2 “Adoption of cloud computing will improve the per- 80
RA) formance of our organization.” )
RA3 “The use of cloud computing in our organisation will 67
help us to accomplish tasks more quickly.
cM1 Adoption of cloud computing will improve our 74
online services delivery.”
CM2 “Adopting of cloud computing can be easily inte- 80
Compatibility grated into existing IT infrastructure.”
(€M) CcM3 “Adopting of cloud computmg is compatible with the 65
systems that are already in use.
Adopting of cloud computing is compatible with all
CM4 aspects of our organisation’s existing format, inter- 74
face, and other structural data.”
Cco1 “Adopting of cloud computing fits well with our 7
online services provided.”
“With the adoption of cloud computing, there will be
Cco2 some complexity of maintaining cloud computing -60
Complexity platform.”
(CO) “With the adoption of cloud computing, it will be
Co3 more difficult to develop new solutions / extend the -80
existing functionality of the system.”
CO4 “With the adoption of cloud computing, more time is 76
required by IT staff to perform their normal duties.”
SQ1 “Learning to operate in the cloud computing environ- 74
ment is complex for employees.”
SQ2 “The adoption of cloud computing will provide a 77
high service quality with high efficiency.”
Service Quality SQ3 “The adoption of cloud computing will deliver better 76
(SQ) online services.”
SQ4 “The adoption of cloud computing will provide suf- 69

ficient backup service.”

“The adoption of cloud computing meet user expec-
SE1 tations with respect to response time, flexibility and 76
ease of use.”

Security (SE) SE2 “The security systems built into cloud computing are e
insufficient to protect our organizational data.”
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SE3

“The traditional servers are more secure than cloud
computing technology.”

.76

SE4

“In the cloud computing environment, the confiden-
tiality and security are poor.”

73

Top Management
Support (TM)

™1

“Cloud computing service providers do not manage
security controls adequately for a comprehensive
system’s defence.”

.69

™2

“The organization’s top management provides strong
leadership and engages in the process when it comes
to the adoption of cloud computing.”

.78

T™M4

“The organisation’s management is willing to take
risks (e.g. financial) involved in the adoption of cloud
computing.”

.70

Technology
Readiness (TR)

TR2

“Top management encourages using new emerging
technology to provide e-services.”

74

TR3

“Top management has allocated adequate financial
and other resources for intention to the adoption of
cloud computing.”

.69

TR4

“The adoption of cloud computing will be compatible
with existing hardware and software in the organisa-
tion.”

73

Regulation
(RE)

“The IT technical support in the organisation has the
capacity and appropriate skills to deal with the adop-
tion of cloud computing.”

72

“The Internet speed of the organisation is sufficient
to adopt cloud computing.”

72

“The technology infrastructure of our organisation is
available to support cloud computing.”

.70

Competitive

pressure (CP)

CP1

“The laws and regulations in our organisation allow
the adoption of new technologies.”

.68

CP2

The law and regulations in our organisation are flex-
ible to be amended according to the emerging needs.

.82

CP3

“The law and regulations in our organisation comply
with the current cloud computing regulations.”

.70

Trust (TU)

TU2

“The laws and regulations in our organisations sup-
port cloud computing initiatives and implementa-
tion.”

74

TU3

“Some of the organisation competitors have already
started using cloud computing.”

73

TU4

“Our organisation has experienced pressure from the
competitors to adopt cloud computing.”

.68

TUS

“Our organisation believes that adopting cloud com-
puting will strengthen our competitiveness and im-
prove online services offer.”

|
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Awareness

(AW)

AW1

“I am confident that cloud computing has legal and
technological structures to adequately protect me
from problems at technological level.”

84

AW2

“I have a trust in cloud computing providers to store
our sensitive information appropriately and se-
curely.”

.78

AW3

“The cloud computing has enough safeguards to
make us feel comfortable using it.”

.67

AWS

“I am confident that Our organisation’s information
in the cloud will not be used by a third party without
our consent.”

.69

Attitude

(AT)

AT2

“The digital storage in cloud computing is a reliable
and secure environment.”

.80

AT3

“Our organisation is fully aware of the benefits of
cloud computing.”

73

AT4

“Our organisation is familiar with the cloud compu-
ting that allows us to deliver online services based on
the Internet.”

.68

Adoption of cloud
computing (AC)

AC1

“Our organisation has a good perception of the effec-
tiveness of cloud computing.”

.64

AC2

“Our IT department is aware about cloud computing,
but the top management does not have intention to
adopt it.”

.78

AC3

“Our organisation is aware of the disadvantages and
challenges of cloud computing.”

83

AC6

“Adoption of cloud computing is a beneficial for our
organisation.”

.61

Table 5.21: Factor Loading for All Construct

5.8.4 Construct Reliability (Composite)

Both Construct reliability and Cronbach’s alpha are similarly applied to make sure that all
variables are internally consistent according to Cronbach’s alpha. As revealed in Table 5.21,
the reliability of the study constructs is indicated as between 0.75 and 0.80. Therefore, the
study constructs exceed the commonly accepted estimate of 0.70 in internal consistency. The
composite reliabilities are shown in Table 5.22 below for all constructs model estimation. All
construct values for the composite reliability of the measurement model achieved over 0.7. At

this stage, the researcher was able to apply the formulation of the final structural/path model.

This study used the formula below to calculate composite reliability (Raykov, 1997).
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(Z4)°
(Z4)" +(Ze)

CR =

e ) (lambda) means the standardized factor loading for item (i).
e ¢ means the respective error variance for item (i).

e The error variance (&7) is estimated based on the value of the standardized loading (A):

€ = 1- /1’2
Standardized Construct
Construct Error Variance
factor loading reliability
RA1 < RA 708 0.548
Relative Advantage
RA2 —RA 797 0.365 770
(RA)
RA3 «—RA .672 0.499
Sum 2.177 1.412
Sum square 4.739
CMl+— CM .739 0.454
Compatibility | CM2 — CM 80 0.360 0504
(CM) CM3 — CM 648 0.580 '
CM4 — CM 744 0.446
Sum 2.931 1.84
Sum square 8.590
COl« CO .673 0.547
Complexity | CO2 — CO 601 0.639 081
(CO) CO3 « CO 831 0.309 '
CO4 — CO 764 0.416
Sum 2.869 1.911
Sum square 8.231
SQl< SQ 735 0.459
SQ2 «— SQ 775 0.4
) ) 0.829
Service Quality | SQ3 «— SQ 761 0.421
(SQ) SQ4 — SQ 686 0.529
Sum 2.969 1.801
Sum square 8.814
Security (SE) SEl1 «— SE 744 0.447 0.817
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SE2 — SE 712 0.493
SE3 «— SE 747 0.441
SE4 — SE 703 0.506
Sum 2.906 1.887
Sum square 8.444
™I « TM .685 0.531
Top Management
™2 « TM 784 0.385 .0.777
Support (TM)
™4 «— TM 728 0.47
Sum 2.196 1.574
Sum square 4.826
TR2 «— TR 740 0.452
Technology
TR3 «— TR .688 0.527 0.762
Readiness (TR)
TR4 «— TR 728 0.470
Sum 2.156 1.449
Sum square 4.648
CP1 «—CP 678 0.540
Competitive
CP2 —CP 817 0.333 0.776
pressure (CP)
CP3 «—CP .696 0.516
Sum 2.191 1.389
Sum square 4.800
RE2 «— RE 723 0.477
Regulation (RE) | RE3 «— RE 722 0.479 0.757
RE4 «— RE .697 0.514
Sum 2.142 1.47
Sum square 4.588
TU2 <« TU 741 0.451
TU3«— TU 726 0.473
Trust (TU) 0.807
TU4 — TU 678 0.540
TUS5 <« TU 712 0.493
Sum 2.857 1.957
Sum square 8.162
AWI «— AW .845 0.286
AW2 — AW 776 0.398
Awareness (AW) 0.835
AW3 «— AW .668 0.554
AWS — AW .692 0.521
Sum 2.981 1.759
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Sum square 8.886
AT2 «— AT .800 0.360
Attitude (AT) | AT3 «— AT 726 0.473 0.781
AT4 «— AT .681 0.536
Sum 2.207 1.369
Sum square 4.870
ACl «— AC .631 0.602
Adoption of cloud | AC2 — AC .825 0.319
computing (AC) | AC3 — AC 784 0.385 0507
AC6 — AC .606 0.633
Sum 2.846 1.939
Sum square 8.099

Table 5.22: Composite Reliabilities of The Measurement Model

5.9 Structural Model Assessment

The research hypotheses were examined by the structural modelling tests that identify the

relationships in the model were empirically examined as follows:
5.15.1 Procedure and assessment criteria

When all assessment of the measurement model had been successful; the structural model
was assessed to explore the relationships between the constructs of the hypothesized theoret-
ical model. There is a difference between the structural model and the measurement model.
The measurement model emphasises assessment which indicates the relationships between
constructs, and the structural model has measured variables to show the significance of the
relationships between constructs. The significance of the hypothesized relationships between
the constructs has been designed using causal arrows, as presented in the TOE conceptual
model. Figure 5.7 shows the full proposed structural model, incorporating the factor structures
and the hypothesized relationships. In general, the aim of testing hypotheses is to determine
how predictors (independent variables) provide an explanation of the dependent variables
(Hair et al., 2006). Generally, the model specified Relative Advantage (RA), Compatibility
(CM), Complexity (CO), Service Quality (SQ), Security (SE), Top Management Support
(TM), Technology Readiness (TR), Regulation (RE), Competitive pressure (CP), Trust (TU),
Awareness (AW), and Attitude (AT), as exogenous (independent) constructs, Adoption of
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cloud computing (AC) was specified as the endogenous (dependent) construct, as shown in

Figure 5.7.

The assessment procedure for the structural model utilizes assessments such as model fit
indices and the standardized path coefficients. These assessments have explored which hy-
pothesised relationships are supported or unsupported. The criteria for the model fit indices
adopted in this section were similar to those in the previous section (see Section 5.4.2). To
confirm which the hypothesized relationships have been supported. the requirements of stand-
ardized path coefficients must be significant at the p < 0.05 level and greater than 0.30 to be
considered meaningful (Byrne, 2001). The structural model assessment results are presented

in the next section.
5.10 Structural model results.

Table 5.17, summarized the Fit Indices, as discussed earlier, while the structural model was

shown in Figure 5.7. Overall, there showed a good level of model fit: (X2 =1.756, df =910,
GFI1=10.923, CFI =0.953, SRMR = 0.036, and RMSEA = 0.030). Furthermore, the results of
AVE for all constructs, provided in Table 5.17, indicate the standard achieved the minimum
required level of 0.50. All standardised loading estimates (L) for items exceeded 0.5. There

are no negative the error variances achieved, so there are related positive variances.

As a result of the assessment of the structural model, the developed conceptual model was
mostly supported by the data; 10 out of the 12 relationships were supported. However, for
greater improvement and enhancement, the model was refined in order to identify the final

model that best fitted and explained the research data.
5.10.1 Statistical Analysis and Hypotheses Testing

The descriptive analysis results of the data collected were discussed in the previous section
(5.3) regarding the adoption of cloud computing in e-government systems in government or-
ganisations. The results indicate the influence of critical factors on the adoption of cloud com-
puting. This section attempts to interpret the analysis of the data in detail by identifying the
relationships between critical factors influencing the adoption of cloud computing in e-gov-

ernment organisations, and whether the hypotheses are supported or unsupported.
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5.10.1.1 Relative Advantage

The relative advantage of cloud computing for Saudi e-government was measured by a
total of 4 items. The first CFA showed that the range model fit was acceptable. Different
criteria were used to determine model fit. The findings were all items with loadings of over
0.5, except RA4 which had less than 0.5. The second analysis removed RA4 and running CFA
showed the model had good fit. As discussed earlier, the confirmatory factor analysis for the
relative advantage construct is shown in Figure 5.3 that looked at the overall model fit, and
the results are presented in Table 5.23. The researcher found that RA has a significant positive
effect on the adoption of cloud computing for e-government systems. There is a moderately
positive correlation between RA and AC. Table 5.23 shows that all obtained values including
critical ratio for each item was (>=1.96), values of standardized regression weight were
(>0.50) and squared multiple correlations were over (0.30). Standardized regression weights
less than (0.50) and squared multiple correlations less than (0.30) were well within the range
which indicated that the model was fit and acceptable (B = .218, p<0.006). This is related to
hypothesis H1 which was stated as following:

H1: Perceived relative advantages have a direct and positive influence on the intention to

adopt cloud computing for e-government systems. Moderately Supported.

Regression Standard Error Critical ratio
Structural Relation P value
Weight (S.E.) (C.R)
AC | « RA 218 079 2.763 .006%*

Table 5.23: Analysis of Hypothesis Path for Relative Advantage

5.10.1.2 Compatibility

The compatibility of the cloud with Saudi e-government was measured by a total of 4 items.
The first CFA was run to check if the results reflected a good model fit by using different
criteria to determine the level of model fit. The descriptive analysis results can be interpreted
as indicating that the CM factor had an insignificant effect on adopting the cloud computing
for e-government systems. As shown in Table 5.24, the relationship between the CM factor

and the adoption of cloud computing for e-government was assessed statistically and it was
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found that there was an insignificant correlation between CM and AC (B = .065, p<0.293).
Table 5.24 shows that all obtained values including critical ratio for each item was not higher
than or equal to1.96, the values of standardized regression weight was (>0.50) and squared
multiple correlations were over (0.30). However, the result of the descriptive analysis showed
that there was no indication of any level of influence on adopting cloud computing in e-gov-
ernment systems. This result is due to the government sector having a high level of support
from the top government. This reflects on IT departments that should have an appropriate IT
infrastructure to meet the requirements for government transactions. Thus, the descriptive
analysis findings for this factor and the correlation result showed that the hypothesized posi-

tive relationship was not supported (H2).

H2: Higher Compatibility positively influences the intention to adopt cloud computing

for e-government systems. Rejected

Regression Standard Error Critical ratio
Structural Relation P value
Weight (S.E.) (C.R)
AC — CM 065 062 1.051 293

Table 5.24: Analysis of Hypothesis Path for Compatibility

5.10.1.3 Complexity

The complexity of adopting of cloud computing for Saudi e-government system was meas-
ured with a total of 4 items. The first CFA showed that the range model fit was good. More-
over, there were different criteria used to identify the level of model fit. The result of analysis
demonstrated that loadings for all items were over 0.5, and it was a good model fit. Moreover,
the confirmatory factor analysis for the complexity construct showed that items loadings were
higher than 0.5. which means including all of the items in analysis. The results presented in
Table 5.25 show there was positive correlation between CO and AC. The descriptive analysis
result revealed that there was a moderate relationship and a positive influences correlation CO
and AC (B =.159, p<0.009). Table 5.25 shows that all obtained values including critical ratio
for each item was (>=1.96), values of standardized regression weight was (>0.50) and squared
multiple correlations were over (0.30). Standardized regression weights less than (0.50) and

squared multiple correlations less than (0.30) were well within the range which indicated that
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the model was fit and acceptable. Thus, the descriptive analysis findings for this factor and
the correlation result indicated that there was support for the hypothesized positive relation-

ship which was stated as follows:

H2: less Complexity negatively influences the intention to adopt cloud computing for e-

government systems. Moderately Supported

Regression Standard Error Critical ratio
Structural Relation P value
Weight (S.E.) (C.R)
AC — CO 159 061 2.610 .009**

Table 5.25: Analysis of Hypothesis Path for Complexity

5.10.1.4 Service Quality

The service quality generated by the adopting of cloud computing in Saudi e-government
was measured with a total of 4 items. The first CFA indicated that the range model fit was
acceptable. Moreover, there were different criteria used to determine the level model fit.
Moreover, the result of analysis showed loadings for all items were over 0.5. and it was a good
enough model fit to include all items. The results are shown in Table 5.26, The path from SQ
to AC is a weak positive influence (B=.112, p<0.040). Table 5.26 shows that all obtained
values including critical ratio for each item was (>=1.96), values of standardized regression
weight were (>0.50) and squared multiple correlations were over (0.30). Standardized regres-
sion weights less than (0.50) and squared multiple correlations less than (0.30) were well
within the range which indicated that the model was fit and acceptable. This indicates Saudi
government organisations believe adopting cloud computing improves service quality in e-
government system. The service quality of e-government system should be taken into account
by government organisations that need to improve the IT infrastructure efficiently and effec-
tively in order to meet the needs of government organisations. Thus, the descriptive analysis
findings of the service quality factor and the correlation result indicated that the positive rela-
tionship hypothesized was supported. This is relating to the hypothesis which was stated as

follows:
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HA4: There is a positive relationship (direct correlation) between the high services quality and

the intention to adopt cloud computing for e-government systems. Weakly Supported

Regression Standard Error Critical ratio
Structural Relation P value
Weight (S.E.) (C.R)
AC — SQ 112 055 2.056 .040*

Table 5.26: Analysis of Hypothesis Path for Service Quality

5.10.1.5 Security

The descriptive analysis shows security was influential factor. A total of 4 items were de-
veloped to measure how secure cloud computing was perceived to be for Saudi e-government
systems. The analysis result of loadings for all items was over 0.5. which means a good model
fit. The descriptive analysis including all of the items had loadings of over 0.5, which indicated
an acceptable model fit. Furthermore, results presented in Table 5.27 showed that the statisti-
cal assessment revealed a positive influence and statistically significant relationship between
SE and AC, (p=.101, p<0.016). Table 5.27 shows that all obtained values including critical
ratio for each item was (>=1.96), values of standardized regression weight were (>0.50) and
squared multiple correlations were over (0.30). Standardized regression weights less than
(0.50) and squared multiple correlations less than (0.30) were well within the range which
indicated that the model was fit and acceptable. This means that security has a positive rela-
tionship with the adopting of cloud computing in e-government systems. Thus, the descriptive
analysis findings for security and the correlation result indicated that there was the hypothe-
sized positive relationship was supported. This is relating to the hypothesis which stated as

follows:

HS5: High level of security (data protection) positively influences the intention to adopt

cloud computing for e-government systems. Moderately Supported.
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Regression Standard Error | Critical ratio
Structural Relation P value
Weight (S.E.) (C.R)

AC — SE 101 042 2.410 .016*

Table 5.27: Analysis of Hypothesis Path for Security

5.10.1.6 Top management support

A total of 4 items were developed to measure the influence of top management support on
the adoption of cloud computing in e-government systems. A CFA was conducted to evaluate
the loading of the items in the construct; and the first run of the CFA analysis showed the
model fit was acceptable. Moreover, different criteria were used to determine the level of data
fits of the proposed models. The items load of TM1 was 0.68, TM2 was .077, TM3 was 0.55,
TM4 was 0.71. However, the standardized residual covariance and modification indices ob-
tained a good model fit. It was decided to remove TM3, as shown in Figure 5.5, and the second
analysis showed the model fit was acceptable. Furthermore, the confirmatory factor analysis
demonstrated a good model fit in regard to the influence of tope management support on
adopting cloud computing for e-government systems. Based on running the analysis a second
time around, as presented in Table 5.28, the researcher found a positive influence and statis-
tically significant relationship between TM and AC, (B=.181, p<0.015). Table 5.28 shows that
all obtained values including the critical ratio for each item was (>=1.96), values of standard-
ized regression weight were (>0.50) and squared multiple correlations were over (0.30).
Standardized regression weights less than (0.50) and squared multiple correlations less than
(0.30) were well within the range which indicated that the model was fit and acceptable. This
means that TM has a positive correlation with adoption of cloud computing in e-Government

and this supports the hypothesized relationship H6.

H6: Top management support influences positively the intention to adopt cloud computing

for e-government systems. Moderately Supported
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Structural Relation

Regression
Weight

Standard Error
(S.E.)

Critical ratio

(C.R)

P value

AC — ™

181

074

2.439

.015*

Table 5.27: Analysis of Hypothesis Path for Top Management Support

5.10.1.7 Technology Readiness

In order to measure the influence of technology readiness on adopting cloud computing for
e-government systems, a total of 4 items were developed. The first CFA was run to evaluate
whether all items present acceptable model fit; and the results showed that the construct load
was satisfactory. Different criteria were used to identify the data fits of the proposed model.
The item load of TR1 was 0.55, TR2 was .075, TR3 was 0.68 and TR4 was 0.70. Moreover,
the model fit showed a slight improvement after the second analysis was run. The item load-
ings were higher than 0.5 and CR was over 1.96. Moreover, other criteria were used to identify
whether any items needed removing to develop the model fit. However, when item TR1 was
removed and the second CFA analysis was run it achieved a good model fit. The results are
presented in Table 5.29. The researcher found a positive significant relationship between TR
and AC, (B=.131, p<0.023). Table 5.29 shows that all obtained values including critical ratio
for each item was (>=1.96), values of standardized regression weight were (>0.50) and
squared multiple correlations were over (0.30). Standardized regression weights less than
(0.50) and squared multiple correlations less than (0.30) were well within the range, which
indicated that the model was fit and acceptable. This means that TM has a positive correlation
with adoption of cloud computing in e-government system and supports the hypothesized re-

lationship H7.

H?7: Technology readiness influences the intention to adopt cloud computing for e-gov-

ernment systems. Moderately Supported

Regression Standard Error Critical ratio
Structural Relation P value
Weight (S.E.) (C.R)
AC — TR 131 058 2.271 .023*

Table 5.28: Analysis of Hypothesis Path for Technology Readiness
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5.10.1.8 Competitive pressure

The influence of competitive pressure on adoption of cloud computing in e-government
system was measured by three items. The first CFA identified whether all items load satisfac-
torily to evaluate the competitive pressure construct. The second running of CFA found that
all items in the competitive pressure construct were acceptable. Moreover, the analysis result
confirmed the model fit met the requirements of model fit indices which showed at acceptable
levels. Table 5.30 shows that all obtained values including critical ratio for each item was
(>=1.96), values of standardized regression weight were (>0.50) and squared multiple corre-
lations were over (0.30). Standardized regression weights less than (0.50) and squared multi-
ple correlations less than (0.30) were well within the range, which indicated that the model
was fit and acceptable. Based on the result of CFA, the researcher included all three items in
the competitive pressure construct. Furthermore, the second running of CFA showed that all
items of the competitive pressure construct were acceptable, associated and a good model fit,
as shown by the results presented in Table 5.30. Based on the above result, the researcher
found that there is a positive significant relationship between CP and AC, (B=.114, p<0.030),
as stated in the hypothesized relationship H8. This means that TM has a positive correlation
with the adopting of cloud computing for e-government and supports the hypothesized rela-

tionship H8.

H8: Existence of a competitive pressure influences positively the intention to adopt cloud

computing for e-government systems. Moderately Supported

Regression Standard Error Critical ratio
Structural Relation P value
Weight (S.E.) (C.R)
AC — CP 114 053 2.168 .030*

Table 5.29: Analysis of Hypothesis Path for Competitive Pressure

5.10.1.9 Regulation

Four items were identified to measure the relationship between regulation and the adoption
of cloud computing for e-government systems. The CFA was applied to identify whether all

items loaded were adequate to evaluate the regulation construct. Moreover, the first running
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of CFA found all items were loaded satisfactorily and that revealed the range model fit was
acceptable. Different criteria were used to improve model fit. Furthermore, the item RE1 was
removed and the second analysis achieved a good model fit. Table 5.31 shows that all obtained
values including critical ratio for each item was (>=1.96), values of standardized regression
weight were (>0.50) and squared multiple correlations were over (0.30). Standardized regres-
sion weights less than (0.50) and squared multiple correlations less than (0.30) were well
within the range, which indicated that the model was fit and acceptable. Thus, the researcher
found that based on above analysis, there was a positive correlated significant relationship as
the obtained critical ratio between RE and AC was (f=.247, p<0.004), This means that TM
has a positive correlation with adoption of cloud computing in e-government and supports the
hypothesized relationship H9. Hence, regulation is confirmed as highly significant and this

hypothesis is strongly supported.

HY9: A less stringent regulatory environment will have a positive influence to adopt cloud

computing for e-government systems. Strongly supported

Regression Standard Error Critical ratio
Structural Relation P value
Weight (S.E.) (C.R))
AC | « RE 247 .086 2.883 004+

Table 5.30: Analysis of Hypothesis Path for Regulation

5.10.1.10 Trust

Five items were developed to measure the influence of trust on the adoption of cloud com-
puting for e-government systems. While the first CFA was conducted to measure the trust
construct, the five items were loaded adequately, and the model fit was acceptable but could
be improved. As the result for standardized regression weights was less than (0.50) and the
squared multiple correlations was less than (0.30), various other estimates needed to be ob-
served. The researcher decided to modify the covariance between some error terms (S3, S5)
which were over 0.5. Moreover, the second running of CFA showed improved estimates of
model fit; suggesting that no items in the trust construct needed further modification. The
results presented in Table 5.32, reveal that trust positively influences adoption, as the critical

ratio obtained between TU and AC was ($=.291, p<0.001). The strong positive relationship
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shows this factor has a significant effect on the adoption of cloud computing for e-government

systems which was stated in the hypothesized relationship H10 as follows:

H10: High level of trust in cloud computing positively influences the intention to adopt cloud

computing for e-government systems. Strongly supported

Regression Standard Error Critical ratio
Structural Relation P value
Weight (S.E.) (C.R)
AC — TU 291 076 3.849 007 %**

Table 5.31: Analysis of Hypothesis Path for Trust

5.10.1.11 Awareness

To measure the influence of awareness on the adoption of cloud computing in e-govern-
ment, five items were developed. When CFA was applied, all five items loaded adequately to
assess the awareness construct. Moreover, the first analysis revealed the model fit was ac-
ceptable. All loadings were higher than 0.5 and all CR were over 1.96. Furthermore, modifi-
cation indices were assessed to identify if any items should be removed. Item AW4 was re-
moved and the second analysis was run to achieve a better model fit. The results presented in
Table 5.33 demonstrate there was an insignificant relationship between AW and AC as
(B=0.53, p<0.380), Table 5.33 shows that all obtained values including critical ratio for each
item was (>=1.96), values of standardized regression weight were (>0.50) and squared multi-
ple correlations were over (0.30). Standardized regression weights less than (0.50) and
squared multiple correlations less than (0.30) were well within the range which indicated that
the model was fit and acceptable. This means that although awareness was believed to have a
positive correlation with the adoption of cloud computing for e-government systems. how-

ever, the hypothesized relationship H11 was unsupported which was expressed as follows:

H11: High level of awareness positively influences the intention to adopt cloud computing

Jfor e-government systems. Rejected
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Regression Standard Error | Critical ratio
Structural Relation P value
Weight (S.E.) (C.R)
AC — AW .053 060 0.878 .380

Table 5.32: Analysis of Hypothesis Path for Awareness

5.10.1.12 Attitude

Attitude was measured with four items, for which all item loadings were higher than 0.5
and all critical ratios were over 1.96. The CFA was conducted to get model fit and to see if
removing any of the items would improve it. Moreover, the modification indices indicated
removing item AT1; and the second analysis was run and obtained a good model fit. Based
on analysis, as presented in Table 5.34, attitude has a positive influence on the adoption of
cloud computing in e-government systems and there is a significant correlated relationship, as
shown by the CR obtained between AT and AC (B=.244, p<0.001). Table 5.34 shows that all
obtained values including critical ratio for each item was (>=1.96), values of standardized
regression weight were (>0.50) and squared multiple correlations were over (0.30). Standard-
ized regression weights less than (0.50) and squared multiple correlations less than (0.30) were
well within the range which indicated that the model was fit and acceptable. this means the
trust construct has a significant effect on the adoption of cloud computing in e-government

systems, as stated in the following hypothesized relationship H12.

H12: Positive attitude on cloud computing positively influences the intention to adopt cloud

computing for e-government systems. Strongly supported

Regression | Standard Error Critical ratio
Structural Relation P value
Weight (S.E.) (C.R)
AC — AT 244 .048 5.118 001 %**

Table 5.33: Analysis of Hypothesis Path for Attitude
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5.11 Proposed Modified Framework (ACCE-GVE)

Based on the data analysis that confirmed the hypotheses, the framework was modified.
The results presented are arranged in order of hypothesis. According to the findings shown in
Table 5.34, 10 out of 12 path coefficients (hypotheses) were statistically significant. The path
loadings and P values and Critical Ratios (C.R.), and Standard Error values in the structural

model are displayed in Table 5.35 below:

Structural Rela- Regression Standard Critical ra- P
tion Weight Error tio (C.R.) value
(S.E.)
AC — RA 218 .079 2.763 0.006**
AC — CM .065 .062 1.051 0.293
AC — CO 159 .061 2.610 0.009**
AC — SQ 112 .055 2.056 0.040*
AC — SE 101 .042 2.410 0.016*
AC — ™ 181 .074 2.439 0.015*
AC — TR 131 .058 2.271 0.023*
AC — CP 114 .053 2.168 0.030*
AC — RE 247 .086 2.883 0.004**
AC — TU 291 .076 3.849 0.001#**
AC — AW .053 .060 0.878 0.380
AC — AT 244 .048 5.118 0.001%**

Table 5.34: Path loadings and critical ratios within constructs in the structural model

Note: (***=significance at the 0.001 level, **=significance at the 0.01 level and *=significance at the
0.05 level)

Overall, as shown above in Table 5.34, the empirical data demonstrated that all the inde-
pendent variables have a significant influence on the adoption of cloud computing for e-gov-
ernment systems except two: Compatibility (CM (P=0.293) and awareness (P=0.380), as
shown in Table 5.34. Further, the hypothesis H2, “Higher Compatibility positively influences
the intention to adopt cloud computing for e-government systems”. with a value of (P=0.293)
was rejected, which means that compatibility of the IT infrastructure with cloud computing

did not significantly affect decisions to adopt cloud computing for Saudi e-government. The
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hypothesis HI11 “High level of awareness positively influences the intention to adopt cloud
computing for e-government systems” had a value of (P=0.380) and was also rejected; which
means awareness about cloud computing did not have any significant effect on top govern-
ment decisions to adopt cloud computing for e-government systems. This result due to the
level of experiences of IT administrations in the IS sector as found in the descriptive data that
over 70% of IT employees have IT experience over three years. So, IT employees have the
ability to work in a cloud computing environment and IT infrastructure has suitable for the

adoption.

It was observed that different government organisations have different degrees of concern
toward cloud computing adoption. Therefore, the result of empirical data has unique value
and contributes to an understanding of the critical factors from the government organisations’
perspective. Thus, this study fills a gap in the literature and provides a deeper understanding
of the adoption of cloud computing in e-government systems. The critical findings relate to
the factors that influence government organisations to adopt cloud computing for the e-gov-
ernment system. Additionally, these results indicate that there are obvious differences from
other studies; which may be due to differences in organisational environments and target pop-
ulations between countries. The researcher found that the empirical data findings based on the
structural equation model and hypotheses analysis confirmed that most of the hypothesized

relationships were supported. Table 5.35 shows which hypotheses were supported or rejected.

H Hypothesis Statement Decision

Perceived relative advantages have a direct and positive influence on the intention to

Hl Supported

adopt cloud computing for e-government systems.

Higher Compatibility positively influences the intention to adopt cloud computing for

H2 Rejected

e-government systems.

H3 Higher Complexity negatively influences the intention to adopt cloud computing for e-

Supported
government systems.
There is a positive relationship (direct correlation) between the high services quality
H4 Supported
and the intention to adopt cloud computing for e-government systems
High level of security (data protection) positively influences the intention to adopt
H5 Supported

cloud computing for e-government systems.
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Top management support influences positively the intention to adopt cloud computing

H6 Supported
on e-government systems.
Technology readiness influences the intention to adopt cloud computing on e-govern-

H7 Supported
ment systems.
Existence of a competitive pressure influences positively the intention to adopt cloud

HS8 Supported
computing on e-government systems
A less stringent regulatory environment will have a positive influence on the adoption

H9 Supported
of cloud services.

o High level of trust in cloud computing positively influences the intention to adopt cloud Supported
computing for e-government systems

11 High level of awareness positively influences the intention to adopt cloud computing Rejected
for e-government systems

15 Positive attitude on cloud computing positively influences the intention to adopt cloud Supported

computing for e-government systems

Table 5.35: Results of the Hypothesis direct effect relationship
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5.12 Summary

This chapter discussed the advanced quantitative analysis method by which used SEM to
evaluate the proposed framework ACC-GE. The researcher used two software analysis pro-
grams?], namely, SPSS 24 and AMOS 25 to run the advanced data analysis. SPSS 24 was
utilized for descriptive analysis. The descriptive analysis was investigated, and the data ex-
amined for normality, kurtosis and skewness, standard deviation and mean to identifying the
normality of the data before moving to an advanced quantitative analysis. Moreover, for sta-
tistical analysis the researcher utilized SEM using AMOS 25 before proceeding to advance
statistical analysis. The model fit measurement applied CFA to measure all constructs of the
proposed framework. Reliability and validity measurements were then conducted, including
those for construct reliability, convergent validity and discriminant validity. Finally, the path
analysis was evaluated through a structural model fit requirement. Based on the literature, this
study proposed the framework, ACCE-GVE, which included 12 constructs and 12 hypothe-
sised relationships. The results of the empirical data analyses showed that 10 hypotheses out
of 12 were significant relationships and positive influences, while, two of these hypotheses
did not meet with the established criteria of this analysis. The next chapter illustrates the qual-

itative data analysis in more detail.
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Chapter 6: Qualitative Analysis
6.1 Introduction

Qualitative interviews come in different types, namely, structured, semi-structured and un-
structured (Rossman, 2017). Yin (2013) noted that there were different interview styles, such
as open-ended, focused and structured. Unstructured interviews usually have open-ended
questions, which allow the researcher to get more detailed information about interviewees’
opinions and experiences as well as events and situations. Focused interviews, which are also
called semi-structured, allow researchers to ask questions in a targeted manner. In this study,
this interview technique is used, for the purpose of gaining a deeper understanding by asking

some open questions in a structured way.

For this phase of the research, thematic analysis tools were involved in data analysis, as
discussed in Chapter 4. Data was collected through interviews and the data analysed according
to specific themes that related specifically to the research context. Thematically analysing the
interviewees’ answers allowed the researcher to identify patterns in their perspectives and to
arrange the interview transcripts into these themes. The purpose of identifying these themes
is to understand more deeply the data collected by the interviews, which can also be framed

with the help of the conceptual framework.

The interview process and analysis are presented in this chapter by the following sections.
The first section gives an overview about how the interviewees feel about the adoption of
cloud computing for e-government systems being implemented in their government organisa-
tions. Then, their ideas about how the adoption of cloud computing would impact on their
organisations are explored. Finally, questions related to factors in the proposed framework
namely, relative advantage, compatibility, complexity, service quality, security, top manage-
ment support, technologies readiness, competitive pressure, regulation, trust, awareness and

attitude were asked and explored. This research has followed the Sussex University Ethical

Review Process with application number ER/NA424/1. which was submitted with the re-

quired documentation to the committee for approval. The interview was composed of eleven

main questions (see Appendix C).
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6.2 Interview Data Analysis

The interviews were conducted face-to-face with participants individually, through con-
tacting each person by phone and arranging a meeting to take place in their organisational
office at their convenience. The researcher provided an overview of the research to the inter-
viewees and the interview procedure and the research questions that would be explored were
explained. The researcher also indicated what information was needed. Also, prior to the in-
terviews; the interviewees were provided with a letter of consent to sign. The letter of consent
outlined an overview of the research and stated the purpose of the interviews. It also informed
the interviewees that their information would be anonymous and their names and details
would remain confidential and not be disclosed. They were informed that the interview would

be audio-recorded, and the recording would be stopped at any time if they requested it.

Eight Ministries were selected in which to conduct interviews with IT managers working
at various levels, in order to understand what challenges and advantages they perceived might
result from the adoption of cloud computing in e-government systems as implemented in

Saudi government organisations (see Table 6.1).

Position of
Government organisations Sector type Interviewee codes
Interviewee
IT Senior Manager Education (MOE)
Ministry of Education
(Noor program)
o IT manager Health (MOH)
Ministry of Health
(Sehha program)
IT manager Civil Service MOJ)
Ministry of Justice
(E-service Gate)
IT Administrator Interior affairs (MOI)
Ministry of Interior
(Abshir program)
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Communications and IT Administrator ICTC (ICTC)

Information Technology

Commission
Ministry of Finance (MOF) IT Director Finance (MOF)
Ministry of Commerce and IT manager Finance (MOCI)
Industry

IT manager Government (YEG)
Yesser E-Government program )
online program

Table 6.1: Interviewee Codes for IT Ministry Employees

In the interview, four sections addressed the development of e-government systems in the
Saudi government, as presented in the following sections. The first section (6.3) focuses on
the current situation for Saudi e-government systems. The second section (6.4) explores the
benefits and challenges of adopting cloud computing for e-government by government organ-
izations in Saudi Arabia. The third section (6.5) addresses the technological, the organisa-
tional, the environmental and the social aspects of motivations for adoption. Finally, the re-
sults are discussed in section 6.6, the perceptions of managers and expert IT employees of the
influence of factors that encourage or delay adopting cloud computing are identified; and their

expectations of procedures to be adopted in the near future are outlined.
6.3 The current situation e-government system

There was indication from some of the participants that their organisation was at the stage
of considering cloud computing, including making the relevant exploratory tests; however,
they had not started using the cloud for government purposes. A participant voiced the idea

that there may be adoption of cloud computing:

“We have a current plan to turn to cloud computing, but not in the near future. Therefore,
we suffer from the extra cost for maintenance and continuous development. Thus, adoption is

one of the proposed solutions.” (MOI)

Another participant said:
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“Yes, cloud computing has been implemented. But not fully, as it has only been applied to
a part of the organization's internal services system. We are attempting to provide cloud com-

puting as an authorized provider of government organizations.” (ICTC)

The Saudi government organisations’ initiative has a vision about developing e-govern-

ment as shown in the following statement:

“The Saudi ministries’ experience in adopting IT technologies has not reached the level

that the leadership wishes to achieve in the Saudi government’s Vision 2030.” (MOE)

The participants agreed that the top management in government organisations are still con-

sidering whether to adopt cloud computing, as seen in the following statement:

“We are currently discussing the adoption of cloud computing for the purpose of efficiency

and cost reduction of IT hardware in our organisation.” (MOCI)
Another interviewee responded:

“We haven’t yet, but there is an idea to adopt cloud computing for one of our e-services
in the near future. We will explore the challenges until we are more confident about the adop-

tion of cloud computing.” (MOJ)

In the statements above the interviewees are saying that government organisations have the
intention to adopt cloud computing for e-services in the future. There is also evidence that
generally there was an understanding of the environment of cloud computing. Some of the
participants, however, gave responses that showed that adopting cloud computing for e-ser-
vices was not a top priority. In response to the question about whether they currently have

issues and challenges facing their current online system one of them said the following:

“One of the most important challenges facing us in the current systems' security and pro-
tection systems is that many government agencies suffer from the proliferation of cyber at-

tacks.” (ICTC)
Another responded:

“To avoid the impact of problems in IT infrastructure, we certainly need to make a lot of
effort. Also in terms of the satisfaction with the services provided to citizens and increasing

reliance on them, as the population of the Kingdom is about 30 million citizens and residents,
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and electronic operations to be conducted during each month do not exceed 500 thousand per

month, this raises the question about satisfaction with the services provided.” (YEG)

However, those responsible for government IT, had more to say about the current relation

with IS policy in the country. One of the respondents said the following:

“We must understand that most government organisations have some policies and laws
which make it difficult for them to successfully implement IT easily, especially e-government.”

(MOI)
Another asserted that:

“Government agencies have a lack of IT experts, and it requires a high cost to provide

them.” (MOH)

Some of the government have long experiences of the IT sector which make them able to

overcome the IT infrastructure challenges. One of IT manager said:

"The experiences of our employees have achieved qualified education in the IT sector that

has reduced IT issues and provide an efficiency e-government system."” (ICTC)

an e-government system might affect by the large size of the government sector as the key
player to establish the e-government system. The size of organisations could be encouraged

by adopting cloud computing in the e-government system. One of I'T manager comment that:

"As we have the largest ministry with employees and users. We are currently facing many
IT issues such as the capacity access, Workload and security attacks which reflects on the
quality of e-government system. So, adopting cloud computing in our e-government system

might one of these solutions". (HOI)

The participants also focused on evaluating issues and challenges faced by the current
online system that had to meet all the requirements of improving service levels, increasing the
quality of services and reducing the amount spent. If government organisations are to adopt
cloud computing and reap the benefits, they need to be able to learn from the experience of
other government establishments. Some interviewees believed that the systems in government

organisations suffered from a lack of IT infrastructure, security concerns and the existence of

some regulations and policies that prevented decisions from being made without the approval

of top decision makers. This reflects negatively on the IT department and restricts the
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development of e-government systems due to their not being able to connect other government
branches with the main data centre. Consequently, it requires a great effort and adopting the
best technologies that provide solutions to government organizations who wish to increase
government organisations’ adoption of e-government. Moreover, cloud computing needs a
suitable IT infrastructure if it is to provide a suitable business environment in the systems

located in government organizations.
6.4 The issues and challenges facing current online systems

The findings of this study showed that adoption of cloud computing yields many tangible
benefits if government organisations could be encouraged to adopt it for e-government. These
benefits include reducing the costs of improving ICT, increasing the level of productivity, and

using a system that is available anywhere at any time. One of the IT managers stated that:

“It is better to pay for using the service instead of building and developing a complete ICT

infrastructure at high cost and continuous development.” (MOJ)

Moreover, one of the participants said that the adoption of cloud computing gave them

solutions for improving the quality of their services:

“Recently, many services have been built using cloud computing. These services provide
integrated solutions for different organisations. Amazon and Google provide a hardware-
based service, making using this platform a comprehensive management system that mini-

mises cost and increases the quality of performance.” (ICTC)

The participants in the interview clearly knew the advantages of adopting cloud computing
and understood how would enable the IT infrastructure of government organisations to be
more efficient and productive, and lead to reducing the costs of ICT. However, The IT man-
agers also agreed that their organisations’ mission should focus on their efforts and budgets
rather than on what could be outsourced. These benefits have been discussed in detail in Chap-
ter 2. Cloud computing was nevertheless seen as one solution to these issues, as one inter-

viewee pointed out:

“Developing services means adopting the best technology that provides easy interaction
and high satisfaction to users by delivering our services with a high quality, such as cloud

computing.” (MOH)
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Another respondent said the following:

“We spend a lot on IT infrastructure, which is one of the high priority tasks in our IT
department organization. I would definitely adopt cloud technology if it could reduce our

investment cost in the IT infrastructure.” (ICTC)

Furthermore, the IT administrators in the government organisations believed that adopting
cloud computing would dramatically improve the ICT of organisations. One of the IT special-

ists’ participants mentioned that:

“The benefits of cloud computing encourage us to adopt it. A high security service is avail-
able. Also, it reduces the operating load we have in IT, and there is an increase in backups
for the system, which facilitates rapid development and the provision of new services to the

organization.” (MOF)
Another IT manager added that:

“The adoption of cloud computing in e-government will enable us to reduce the cost of
ICT. So, providing this as evidence to the top management ensures they will pay attention to

adopt cloud computing.” (MOE)

As observed in the responses above, these findings show that the IT administrators in the
government organisations understood the benefits of cloud computing and agreed that this
would encourage its adoption for e-government in Saudi government organisations. Further-
more, some interviewees believed their government organisations suffered from an increase
in government branches, which reflected on the IT expansion in the data centre. This incurred

a high cost towards improving IT infrastructures, ongoing maintenance and IT experts to solve

any problems. Cloud computing helps reduce the cost of these requirements; as the cloud
service provider provides continuous maintenance and reduces the cost of ICT by connecting

to the system from anywhere.
6.5 Motivations for organisations to adopt cloud computing for e-government

Government organisations empowered to implement e-government have an excellent op-
portunity to adopt cloud computing for their e-government system. The organisations' services
considered as satisfactory by the top government management can also be considered ready

to adopt cloud computing. Moreover, the top management of the e-government system takes
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into account establishing an appropriate environment by providing an ICT infrastructure for

the government organisations to start introducing cloud computing for e-government.

Previous research found that there are many reasons behind the delay in adopting cloud
computing for e-government in Saudi Arabia. These include factors related to the technolog-
ical, organisational, environmental and social contexts. These delays mean that the govern-
ment puts pressure on its organisations to figure out the main factors that may influence the

decision to adopt cloud computing for e-government.

This section will highlight the participants’ responses that address the main research ques-
tion: Why are Saudi government organisations still not adopting cloud computing for their e-

government system?
6.5.1 Technical context

This section presents the participants' responses about critical factors that influence the
adoption of cloud computing in e-services in the technical context, namely: relative advantage,
compatibility, complexity, service quality and security, from the perspectives of IT managers

of government organizations.
6.5.1.1 Relative Advantage (RA)

The findings of this study showed that IT administrators in Saudi government organisations
have understood the reasons for adopting cloud computing in order to have an effective e-
government system. The majority of participants believed that adopting cloud computing for
e-government in their organisations would be beneficial in comparison to the existing tradi-
tional ways of conducting government transactions, and adoption would make sense for IT

administrations in terms of relative advantage. However, one participant stated:

“Unfortunately, we believe that it is not the right time to determine the appropriate cloud
computing services for current systems, because e-government systems are still incomplete.”

(MOI)

Some participants acknowledged the importance of adoption of cloud computing for e-
government, and understood the benefits of cloud computing for developing their systems.

One of these participants noted:
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“The rate of user satisfaction for the services provided did not meet our objectives, and this
is due to the lack of overall quality. So, cloud computing will increase the opportunities to

develop our systems and improve the provision of services to users.” (MOI)

Some interviewees pointed out that the advantages of adopting cloud computing for e-
government systems had to include satisfying the requirements of security, cost efficiency and

quality of performance.

“The Ministry has made a decision that data security cannot be given to another party. We
will not adopt this technology unless we are absolutely sure that data protection will be com-

pletely safe.” (MOE)

These above responses show that IT departments in government organisations understand
the benefits associated with the adoption of cloud computing for their e-government systems,
and believe that it could contribute to increased efficiency in terms of time and effort and
helping the government to improve online services. Moreover, participants stated that it was
the most appropriate way to address any shortcomings of the e-government system associated
with reducing spending cost in order to ensure their success in the provision of services. Thus,
IT specialists believed that expanding rapidly in cloud computing had many advantages such
as the variety of cloud settings, storage, software access from anywhere and continuous
maintenance. These features will assist in finding solutions to IT infrastructure issues; and IT
specialists believed that these factors would encourage the adoption of cloud computing in

their government organisations.
6.5.1.2 Compatibility (CM)

Compatibility was considered as one of the factors to be addressed in this research. The
findings show that some I'T managers believe that the standard of their IT infrastructure needs
to be compatible with any new technologies to be adopted. However, IT managers are looking
for any alternative technical solutions that reduce spending on ICT. This can be seen from one

of participants who concluded:

“There are no problems by which the compatibility of the current system requires devel-

’

opment to comply with computing systems but reducing spending is the most important issue.’

(MOF)

179



Some the participants agreed that adopting cloud computing might reduce government
spending cost on ICT even if it was not compatible. The findings showed that most of the
participants clarified that they would adopt cloud computing by developing and deploying

their technologically driven projects. One of the participants mentioned that:

“In my point of view, compatibility with the Ministry's systems should not influence the
adoption of cloud computing, in particular, we have the capacity in financial and human re-

sources.” (MOJ)
Moreover, another IT manager added that:

“When an organisation begins to use cloud computing, it no longer needs complex plans
to address any errors or crises that may harm their business areas. Cloud computing provid-

ers take care of most problems and resolve them quickly.” (YEG)

In the above response, it can be observed that the IT administrations focused on the envi-
ronmental compatibility of cloud computing need to primarily consider issues of reducing

cost. One of the IT directors said:

“Government agencies have a lack of IT experts, and it is very expensive to provide them,
which makes it more difficult to deal with the compatibility of operating systems required to

immigrate to cloud computing” (MOH)

The interview responses identified that the transfer from proprietary systems to other sys-
tems in different open environments such as cloud computing environments should not be

affected by environmental compatibility to e-government IT infrastructures. This study re-

vealed that the compatibility of ICT in of some government organisations will enable these

systems to adopt cloud computing for e-government. In particular, the e-government system

in Saudi Arabia will require considerably more investment to develop applications compatible
with cloud computing. Thus, it is notable that most of the interviewees agreed that the com-

patibility of the organisation system such as software and hardware may not affect the adop-

tion of cloud computing if IT employees had more knowledge about how to deal with new

technology and could overcome any obstacles by restructuring the system, and making other
improvements. The IT managers agreed that it was imperative for government organisations

and the service provider to have a set of compatible standards for both systems.

180



6.5.1.3 Complexity (CO)

Many interviewees considered complexity of new technologies as an issue that may pre-
vent the adoption of these technologies, especially in regard to cloud computing. The findings
revealed that complexity in the environment of cloud computing may discourage its adoption
by government organisations. This was especially so when IT employees were not familiar
with cloud computing. Therefore, professional training was seen as one of the essential ways

to overcome the issue of complexity. As one senior manager commented:

“The complexity is due to the lack of expertise in managing the system through compu-
ting.” (MOI)
Another IT manager added:

“From my point of view, the more complex cloud computing is, the more likely it will pos-

itively influence the top management organization decision to adopt cloud computing".

(ICTO)
One of the IT managers stated that:

“The complexity of suppliers’ conditions and their failure to reach the required level as a

service provider - that represents our problems with adoption of cloud computing.” (MOCI)
Moreover, another IT manager said:

“Any technology that is too complex to deal with makes us not consider it, which means it
will not contribute to the development of our IT infrastructure and any difficulty with access-

ing online services.” (MOE)

Thus, it was observed that all the interviewees believed that the cloud computing environ-
ment should not be too complicated if it was to be adopted. Also, the findings of this study

show that most IT departments in these organisations do not provide their IT employees with

any training courses training on how to deal with these technologies. This factor should be

considered seriously by the IT administrations to improve the acceleration of the process of
adoption. The IT managers agreed that their departments could adopt any technology and
overcome any complex issues that face IT employees by providing intensive training and
workshops. The providers of cloud computing should also consider being more user-friendly

if they wish to encourage government organisations to adopt cloud computing services.

181



6.5.1.4 Service Quality (SQ)

Service Quality is considered one an important factor in terms of adopting cloud computing
for e-government systems. Likewise, IT administrators knew that cloud computing in e-gov-
ernment might be better equipped to deal with service quality. The interviews indicated that
participants believed it was important to improve service quality in their organisations’ e-
government systems, and that adopting cloud computing might be a way of addressing this.
Many IT administrators admitted that it was difficult to provide high service quality with the

current systems. An IT manager gave reasons for this:

“The current situation of the e-government system does not reach the required standard
for service quality, which puts us in IT under pressure to identify an appropriate approach
for reforming government services which might well be the adoption of the cloud computing

for our e-government systems." (MOF)

The IT sector has developed a plan to help organisations acquire expertise in providing a
high quality of service by using advanced technologies. However, this issue still difficult to
resolve as service quality needs a more comprehensive set of standards. One IT manager

stated:

“With regard to quality services offered by IT cloud experts, employees in our IT depart-
ment lack knowledge about evaluating the service quality by comparing it with other technol-
ogies. So, top leaders believe that the current ways of using IT experts will increase the service
quality of e-government. However, the problem is not with a lack of employee knowledge or
with using IT experts but with the level of the IT infrastructure. Thus, we can solve this by the
adoption of cloud computing, and we can get great quality services to deliver to our citizens

online.” (MOH)

The findings from interview data in terms of service quality showed the importance of
realizing that the service quality provided by cloud computing in an e-government system
could be one of the solutions for replacing the current traditional system with modern tech-

nology. One of the IT directors commented that:

“The rate of user satisfaction for the services provided did not meet our objectives, and we

believe that this is due to the lack of overall quality in IT infrastructure. So, these issues
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encourage us to increase the opportunities to develop our systems and improve the provision

of services through cloud computing.” (MOI)

Based on the participants’ responses above, most of the participants agreed that the prob-

lem associated with the adoption of cloud computing was due to the service quality on both

sides; namely, in the current cloud service provider and in the IT departments in organisations.

The IT department believes that the current level of the IT infrastructure is not able to adopt

cloud computing, due to the majority of government organisations sharing the same services

and technology and being in the early stages of e-government. Thus, organisations that need
to adopt cloud computing require an understanding of service quality and the need to improve
the technical issues. The cloud service provider should clarify the quality standards of service
that can be provided are compatible with e-government systems. Hence, both sides need to
apply certain standards in service quality agreements. The IT administrators should consider

service quality as a high priority to encourage the adoption of cloud computing.
6.5.1.5 Security (SE)

Findings showed that security concerns in terms of adopting cloud computing technology
have high priority in most government organisations and may prevent adoption. These organ-
isations have difficult challenges in addressing concerns about security that make them hesi-
tate in transferring their e-government systems to cloud computing environments. The gov-
ernment organisations always give the highest priority to avoiding breaches of security. One

IT administrator emphasised this stating:

“In fact, risking the organization's data being exposed to another party is unacceptable to

us, as our sensitive data are confidential and should not be disclosed.” (ICTC)

Interviewees stressed that considering security issues was essential in adopting a new tech-
nology. According to one of these participants, security was the technical issue that needed to

be of central concern in adoption. One IT manager commented:

“We, as IT management, are keen to protect data even if they are saved outside of our
organisation. We have some solutions to maintain our safety and protect our privacy. How-
ever, the important goal is that the cloud service provider must be a government organisation

because we would not deal with a private provider in this case.” (MOI)
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Another IT manager reported that:

“There are not enough clear standards to protect any system in the event of a serious

security breach of data to adopt cloud services from a local cloud provider.” (MOJ)

Interviewees emphasised that security is considered one of the crucial factors among tech-
nical issues that can affect adoption of cloud computing. This makes it the highest priority
concern that must be treated carefully by IT departments. One of the participants clarified that,

saying:

“Security is one of the important obstacles in adopting any technology, whereby there is a
concern in allowing any unauthorised party to modify information, whether in storage, pro-
cessing or transmission of data. In addition, guarantees provided by the service provider are

needed to detect and respond to threats to the organisations’ data.” (MOH)

As observed in the above responses, security concerns are taken into account in Saudi gov-
ernment organisations for a range of reasons related to regulations and having to deal with

sensitive data, which is not usually allowed to be managed by a third party that may have

direct contact with it. In the Saudi context, the IT departments that have dealings with a cloud
computing provider as the third party that has access to government organisations systems

have to be authorised by royal decision, owing to the seriousness of the decision. Many IT

government organisations have technical initiatives that have been delayed or cancelled for

these reasons. To conclude, the findings show that IT managers believed that security was a
very high priority in decisions concerning the adoption of cloud computing because of the
sensitive nature of the data, and because it allowed control of the government's systems by a
third party. Therefore, the IT departments need to consider this issue seriously and implement

any necessary technical solutions.
6.5.2 Organisational Context

In the organizational context, the structure of the organisation plays a significant role in
the adoption of cloud computing. The IT departments that an in cooperation with an organi-
sation’s decision-making may positively affect the adoption of cloud computing which is less
likely under a very complicated management system. This section discusses critical organisa-

tional factors that influence the adoption of cloud computing for e-services; such as top
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management and technology readiness from the perspectives of IT managers of government

organizations.
6.5.2.1 Top management supporting

Generally, the IT managers believed that decision-making was an issue that could delay
adopting cloud computing by their insistence on certain standards for service agreements and
costs with the cloud providers. The IT departments in government organisations are concerned
about the decisions of top management in terms of requiring an agreement that governs the

relationship with the cloud service providers. As one of the IT managers stated:

“We believe that there are difficulties in adopting new technologies if the top management
of the organization does not recognise the benefits of the agreement for adopting new tech-
nologies, but the top management of our organization understands the necessity for making

improvements to online services with little risk in the agreement.” (ICTC)

However, the top management of organisations is considered to be one of the features that
would accelerate and facilitate IT departments in deciding to adopt cloud computing by

providing a significant role to achieving the organisations’ goals. An IT manager stated that:

“For sure, the adoption of cloud computing should take into account how it can manage
and reduce the cost of ICT. So, if this were the case, this would gain the full support of top

management, who, would then have a good intention to adopt cloud computing.” (MOE)

The findings showed that top management support results in providing the required budget
needed to adopt new technologies and deal with technical issues. One of the IT managers

explained:

“There are some obstacles to adopting modern technologies from some of the top leader-
ship, but the majority of top management will give a high level of support and have the re-

quired power and influence to successfully adopt new technologies.” (MOF)
Another IT interviewee explained that:

“We understand that the quality of our e-government system is not every citizen's dream,

but, with support of the top leadership, we may still make that dream come true.” (MOCI)
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The adoption of e-government initiatives cannot succeed without full support from top

management. One of the IT managers explained:

“There are some top managers who have not fully supported the IT department to improve
the IT software and hardware in the public sector. This is due to the large gap between the IT
director and the top management and the governor which can impeded achieving any effective

development.” (MOE)

Others agreed that the cost of adopting cloud computing would influence the decision-

making process.

“In fact, the top management has refused to adopt new technologies such as cloud compu-

ting because of the high cost.” (MOI)
Another IT manager also stated that:

“Not all leaders want to apply new technology in the period of their leadership because
they are worried about failure of the systems. In addition, each one has their own individual

vision of what they want to achieve.” (MOI)
Another IT manager added that:

“The IT department has a desire to develop IT, but the instability in management and con-

tinuous change inhibits adopting it.” (MOCI)
And another interviewee remarked that:

“There is a lack of a readiness at the service provider level, especially in Saudi Arabia. We

think this gave us the negative perception that prevents adoption.” (MOJ)

According to the above findings, top management support is seen as an important factor
that there is real hope that adoption of cloud computing for e-government might affect the

development of the whole organisation. The IT departments have suffered from a lack of top

management support that may delay adopting this technology. Moreover, there may not be

enough support for providing training and technical workshops. The top management has au-

thority to make the important decisions, and is very strict about any decisions which might
result in transferring government systems to a third party. Thus, the Saudi political context

may influence many technical initiatives because it is a long process to convince them to
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accept new technologies. The IT government organisations are not allowed to make quick
decisions about technical matters, due to the gap between the top ruling authority and the IT
departments. The IT administrations should consider that this factor is important in adoption

of cloud computing in government organizations.
6.5.2.2 Technology Readiness

This study found that IT infrastructure readiness could be vital to enabling the adoption of
cloud computing. Therefore, government organisations need a suitable IT infrastructure to
adopt cloud computing technology. Most of the interviewees agreed that technology readiness
is a crucial factor, such that government organisations who have an excellent IT infrastructure
should have a high level of adoption. The IT administrators emphasised that technology read-
iness should be given important consideration in the process of adopting cloud computing.

One IT manager stated that:

“There is a gap in the existing technologies of the organization and the technologies re-

quired to adopt cloud computing.” (MOI)
Another IT manager said:

“As an education ministry, there are a large number of users using the services provided to
them over the Internet. This requires that we have adequate IT readiness. So, we need to have
compatible technologies with the current services to ensure the quality of service delivery.

Therefore, we have considered adopting cloud computing in our organisation.” (MOE)

Top management in government organisations attempts to figure out any outsourcing to
reduce the costs of the substantial IT infrastructure that occurs in adopting cloud computing.
Through adopting cloud computing, government organisations will be able to concentrate on

the core business, and not need more equipment and facilities.

“Unfortunately, there are many government online services which have not received finan-
cial support to reduce the cost of improving IT infrastructure, but the adoption of modern

technologies like cloud computing would assist us to focus on our duties.” (MOH)
One IT manager agreed with that, saying:

“The IT department has a desire to develop IT, but the instability in management and con-

tinuous change inhibits adopting it.” (MOE)
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The top management in government are pushing I'T administrations to try to avoid spending
huge sums of money on ICT. The IT departments desire to adopt cloud computing that would

significantly reduce ICT costs. One of the IT managers stated that:

“To avoid the impact of problems in IT infrastructure, we certainly need to make a lot of
effort. In terms of the satisfaction with the services provided to citizens and increasing reliance
on them, as the population of the Kingdom is about 30 million citizens and residents, and
electronic operations to be conducted during each month do not exceed 500 thousand per

month, this raises the question about satisfaction with the services provided.” (YEG)

In summary, as observed from the above responses, government organisations with poor

IT infrastructure readiness need to pay huge sums of money to build data centres. However,

the government organisations that decide to adopt cloud computing are not required to con-
tinuously monitor all their ICT infrastructures such as networking equipment, and security
software. These services will be the responsibility of the service provider. Thus, government

organisations lacking IT infrastructure readiness may have problems with maintenance, secu-

rity, licensing and training. For this reason, adopting cloud computing is a possible solution

as responsibility for these issues will devolve onto the service provider.
6.5.3 Environmental context

The current research investigates social factors that could impact comprehensively on
adopting cloud computing for e-government by Saudi government organisations. The envi-
ronmental context data was collected from the perspective of senior IT managers. The inter-
view questions investigated how senior IT managers perceived the influence of critical envi-

ronmental factors, namely, regulation and competitive pressure.
6.5.3.1 Regulation

Based on the findings of this study, government organisations have considered having
strong regulations and laws which can hinder or delay the process of adopting cloud compu-
ting. There were suggestions that these regulations should clearly address the relationships
among all participating parties (organisations and cloud providers) before adoption. One IT

administrator said that:
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“There are some regulations that do not correspond to the current state of the rapid de-

velopment of information technology.” (MOF)

In addition, the IT managers believed that regulations and laws are very important, and
clear regulation would make it easier for government organisations to prevent conflicts with
the cloud provider. Moreover, these would allow government organisations to preserve rights
and understand the responsibilities on both sides (organisations and cloud providers). One of

the IT managers said that:

“Updating of the regulations by new leadership shows inconsistent decisions for our plan
to improve IT hardware. This affects making decisions in support of new information technol-

ogies,; which is caused by some leaders seeking success for themselves.” (MOH)
Furthermore, one interviewee believed that:

“Recently, our organisation has sought to develop regulations and laws through seminars
and workshops in order to create regulations that are compatible with the development of

technology, and that complies with organisational goals.” (HOE)
One IT manager stated that:

“Certainly, the Ministry's policies play an active role in achieving our goals through the

adoption of new technologies, by providing the required financial support.” (YEG)
One IT manager added that:

“Unfortunately, the IT department has no fixed regulations and laws that support adopting
cloud computing.” (ICTC)

Another senior manager stated that:

“The rapid turnover of leaders and the inconsistencies in the regulations and decisions

affects confidence in the development of IT in the organisations.” (MOH)

In addition, the IT managers agreed that the existence of a regulatory system often means

that making decisions can be a lengthy procedure. One of the IT managers said:

"It is not easy for top management in the Ministry of the Interior to amend the regulations
of the organisation that were issued by the Council of Ministers. Until we get approval by the

Council it makes adoption of cloud computing decisions sensitive.” (MOI)
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Overall, although the IT administrators acknowledged the significance of regulations for

adoption; they felt that there was more concern about this factor due to the misunderstanding

of the policies and regulations provided by the providers of cloud computing. In brief, this

factor was seen as a very significant influence on government organisations moving towards
the adoption of cloud computing. Many of the interviewees believed that there was a gap in

the policies and regulations provided by the providers and organisations. This creates issues

and problems that can arise between both parties (organisations and cloud providers). Thus,
the appropriate regulations should be issued by the top government to facilitate the process
the adopting. Likewise, regulations should be agreed on with the cloud providers to ensure

compatibility.
6.5.3.2 Competitive pressure

The findings showed that IT departments in government organisations have significant
pressure from top management which is pushing them towards providing online services at a
high level of quality. Therefore, IT departments attempt to have the appropriate ICT infra-
structure increase effectiveness and efficiency in their e-government systems. One I'T manager

stated that:

“Because Saudi Arabia is still at an early stage, it is difficult to compete with other organ-
isations. The reason is the lack of intention of top leaders towards the application of the latest

technologies because of concerns about cost and lack of experience in using them.” (MOE)

The government organisations attempt to make their e-government systems equal in rank-
ing to those of the developed countries. These rankings encourage government organisations
to develop and adopt new technologies to provide online services in appropriate ways. One

IT manager asserted that:

“The lack of top management support in the IT sector is one of the difficulties that would
push any e-government system out of the competition in the global rankings.” (MOH)

Furthermore, an IT manager acknowledged that:

"The pressure on the IT department from the development of other organisations to pro-
vide distinctive services puts our leadership under pressure in regards to the implementation

of the latest technologies, such as cloud computing.” (MOI)
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As the Saudi government has established a new vision called ‘Vision 2030°, that means
pressure is being put on the IT departments in government organisations by the ruling author-
ity to prepare the appropriate ICT infrastructure to meet the targets. In view of this, adopting
cloud computing tools are vital for developing e-government systems. In the words of one IT

participant:

“The government is promoting the use of ICTs within organisations; there is a new vision
for the Saudi government called Vision 2030. Therefore, there is pressure from the govern-
ment on organisations to achieve this, and this requires the development of information tech-
nology in order to provide better electronic services and digital transformation of the organ-

isation.” (MOI)

Overall, IT government organisations have existing pressures that might drive them to-
wards adopting cloud computing. In the Saudi context, there are significant pressures on IT
departments in government organisations to achieve the new vision of the government. Thus,

the pressures would only come from the ruling authority to force them to provide the appro-

priate ICT infrastructure, which is an influence on government organisations that should be

considered in adopting cloud computing.
6.5.4 The Social Context

The current research explores social factors that could influence the adoption of cloud com-
puting for e-government in the Saudi context. The data collected was about how critical fac-
tors in this context (trust, awareness and attitude) influence the adoption of cloud computing

for e-government from the perspective of senior IT managers.
6.5.4.1 Trust

The findings of this study showed the importance of trust in influencing government or-
ganizations to adopt cloud computing in online services; regardless of whether this trust was

in relation to the technology or to organizational issues. One IT manager said the following:

“If we explore the concept of trust in technologies seriously, we find it affects many aspects
of our decisions. We know that any decision by the top management is on the basis that the

technology is trustworthy for our systems - such as the adoption of cloud computing.” (YEG)
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Top management in a government organisation believe that trust is important for making
decisions, and should exist between the stakeholders and the provider. It is a very crucial

factor, as one of the IT managers stated:

“We believe that the top leaders desire an improvement in the quality of cloud computing
services by local cloud providers so that they can be sure this technology is trustworthy. This
will be the beginning of adoption, which may lead to increased trust and implementation in

the e-government system.” (MOI)

Adopting cloud computing benefits might encourage government organisations to trust this
technology. A number of the participants expressed the idea that familiarity was an important
aspect of trust. In response to the question about whether participants trusted cloud computing,

one said the following:

“In my IT experience, adopting cloud computing has many benefits that can enhance trust
in this technology. The adoption of cloud computing will play a major role in reducing the

costs of improving IT infrastructure and increasing our productivity.” (ICTC)
One IT manager stated that:

“Trust in new technologies is a concern for the ruling power, but there is a particularly
negative attitude towards embracing cloud computing at the moment, as there is no local

cloud provider.” (MOE)

Interviewees in the financial sector agreed that this factor has a high priority, and technol-
ogy should be more trustworthy. IT departments in financial organisations paid extra attention
to trust because of the nature of their working environments, and their need to trust their cloud
providers. An IT manager emphasised that concerning the data security of customers and fi-

nancial transitions:

“There is a lack of trust due to poor efficiency in the quality of services provided by cloud
service providers.” (MOCI)

Some IT managers believed that many government organisations try to avoid approaching
any new technologies, especially, if any financial transactions were involved. One of the

interviewees stated that:
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“We believe that if government details or financial transactions are in the trust of the third
party, that should be a government local cloud provider. At this time, we do not have a clear
idea about the local cloud providers, and this will affect the degree of trust in adopting cloud
computing.” (MOE)

One of the participants made the following statement:

“Our top management cannot believe that other parties would be allowed to manage data
centres and IT services and systems without trusting them, as we are a reliable government

that has sensitive data.” (MOJ)

Overall, trust emerges as a crucial factor in the adoption of cloud computing for e-govern-
ment in Saudi organisations. The impact of a lack of trust in adopting cloud computing for e-
government is due to the low level of trust between the government organisations and cloud

computing providers. Therefore, top management that has sensitive data cannot trust a global

third party to manage data centres, lack of local cloud computing providers. These were es-

sential elements that were clearly evident from the participants’ responses; therefore, trust
should be considered a very important factor by IT managers wanting to improve the e-gov-

ernment systems in government organisations.
6.5.4.2 Awareness

Awareness is another factor identified as important in the adoption of cloud computing for
e-government in Saudi Arabia, as it is related to realising the future benefits of e-government.
The cloud computing providers play an important role in introducing the concept of cloud
computing to the top management of the organisations and their IT departments as part of the
effort to raise awareness and to create a positive image about the adoption of cloud computing

for e-government. As one of the IT managers stated:

“The organisation's awareness about the available services in cloud computing provided
by global suppliers has a positive influence on adopting cloud computing, especially in e-

government systems.” (MQOJ)

Moreover, interviewees believed that IT staff needed knowledge about cloud computing
through the provision of training programs and dealings with global IT companies regarding

awareness of the technology. One of the IT senior managers added that:
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“Awareness is an important factor in how new technologies are handled, but there many
ways to increase the level of awareness of cloud computing through visits to providers, train-
ing, attending IT conferences and awareness through education about new and important

technologies in the organisations as part of increasing our knowledge.” (MOE)

The top management in the government try to encourage the IT departments to explore
new technologies such as cloud computing and establish whether to have seminars, confer-
ences and workshops with cloud computing providers about the potential services that could
improve e-government by adopting cloud computing. According to one member of the IT

teams:

“Moreover, one of our duties is to provide national workshops to solve technical limita-
tions. These may include addressing any lack of awareness about the positive aspects of cloud

computing and the services and competencies that it provides.” (MOE)

Many participants agreed that top management in the government and the IT departments
have a high level of awareness regarding the merits of cloud computing and how to ensure its

acceptability during the adoption process. An expert interviewee indicated that:

“From my point of view, there is awareness about the benefits of technologies such as
cloud computing in our organizations. So, this gives us a great opportunity to save the time

when deciding whether to adopt cloud computing for e-government.” (MOF)
One of the participants also indicated that:

“Adoption of cloud computing will reduce all expenses and concerns associated with prob-

lems in the IT infrastructure.” (MQOJ)

The responses of participants revealed that I'T managers are already fully aware of the ben-
efits of adopting cloud computing. Most of the IT admissions departments in the government

organizations have knowledge about global cloud computing providers and understand the

advantage of adopting cloud computing. There was an understanding of the benefits of the

cloud through attending many IT conferences, and workshops about the benefit of cloud com-
puting. IT departments have an awareness of the advantage of cloud computing to offer ser-

vices at a very low cost in comparison to a private data centre, moreover, that it eases the

burden on organisations and is a readymade product.
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6.5.4.3 Attitude

Based on findings of this study, the attitude of government organisations is considered to
be one of high significance in the adoption of cloud computing. A negative attitude towards
cloud computing would impact negatively on its adoption. Indeed, the interviewees believed
that a positive attitude would encourage IT departments to use cloud computing. Moreover,

one of IT participants stated:

"As an IT manager, I believe that there is a positive attitude towards cloud computing that

can help us to adopt cloud computing for our e-services."

The positive attitude towards the advantages of cloud computing technology leads to lead-
ership satisfaction with solutions provided for infrastructure problems, which would obtain a
higher efficiency through the ability to increase capacity and the ease and availability of access

to data centres from anywhere. One of the IT managers explained that:

“Of course, we have a great attitude about the adoption of cloud computing. Therefore, it
is necessary to develop the IT hardware, as we have infrastructure problems regarding the
limitations on updating our data centres in our government organisations and developing the

IT sector in those organisations. We wish to adopt this technology in the near future.” (MOE)
Another IT manager also stated that:

“The attitude of the Ministry is positive, due to the response of service suppliers regarding

the policies of the Ministry and cloud computing services.” (MOI)

In addition, the findings show that most of IT staff in government organisations are familiar
with the advantages of cloud computing. These advantages could help to overcome IT infra-
structural issues which result in government organisations still dealing with a lot of infor-

mation that has to be processed manually. An IT specialist claimed that:

“We hope that the advantages of cloud computing are made clear by suppliers as this
strengthens the attitude of enterprises in government to improve IT infrastructure such that it

allows for the adoption of cloud computing.” (MOH)

Another IT manager added that:
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“At the moment, we are in the process of looking for a provider that meets the require-

ments of the Ministry and provides cloud computing services as a global provider.” (MOF)
Moreover, an IT manager stated that:

“Yes, we have an idea in regard to the adoption of cloud computing, and this will be based

on lengthy procedures designed by the top management and IT department.” (MOI)

In light of the improvement of technologies, the interviewees appeared familiar with new
technology, particularly cloud computing. The majority of participants believed that there

should be major upgrades to e-government systems with new technology, particularly cloud

computing. Interviewees’ answers revealed a positive attitude regarding the advantages of

adopting cloud computing. These take into account that the cloud has the advantage of effi-

ciently transmitting a huge volume of data which can be distributed over the internet between

government organizations. Collaboration with the service provider can be carried out to man-

age and maintain e-government with effective management practices and reduce the effort.

Moreover, IT departments in an organisation need to consider attitude as a key factor in the

adoption of cloud computing.

6.6 Exploring other factors that influence the motivations for Adopting Cloud Com-

puting

In addition to the ideas that were revealed about the relationship of the factors considered
in this study, there were a number of different themes that emerged from the analysis of the
interview data. These themes give further insight into the opinions about the adoption of cloud
computing in e-government and possible reasons for lack of adoption. In this study, the factors
investigated were classified into four contexts, the organisational and technological, environ-

mental and social contexts.

The aim of this section is to discuss factors not contained in the research model that inter-
viewees believed would be identified as critical factors in the adoption of cloud computing
for e-government systems. These factors were discussed during the interviews and can be
considered as new themes; and the responses below illustrate new factors identified by the IT

managers that were interviewed. For example, one of the IT managers stressed that:
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“The local service provider costs more than the limit of our IT improvement budget. So, if

we keep our data centre as it is, we could continue to improve our IT infrastructure”. (MOJ)
Another IT manager added that:

"At present, there is a discussion by the top management and IT department to explore the
total cost of the adoption of cloud computing and comparing that with the cost of our improve-
ments to a data centre by determining standards that are consistent with the policies of the

organisations.” (MOI)

There is a vision for the Ministry in line with the spirit of the government’s Vision 2030,
in which digital transformation is required for all transactions but currently there are problems
with internet providers. As cloud computing is based on the internet, the lack of local Internet
providers with the ability to successfully provide large bandwidths with high speeds delays

the adoption of cloud computing. As one IT manager’s response shows:

“We believe that adopting cloud computing is one of the current solutions for ICT infra-
Structure issues, but there are some motivational issues that deter government organisations
from adopting this technology. One of these issues is the lack of ICT providers. Consequently,
we are not ready to adopt cloud computing.” (YEG)

Another IT manager stated that:

“We understand that the local Internet providers do not obtain a high level of satisfaction
from our customers, due to the lack of ICT infrastructure. So, with support from the top lead-

ership, we need a huge effort to make this dream come true.” (MOI)
One of the interviewees highlighted that:

“In the past, there was no provider we could trust, but now we have only Digital City to
set up a joint local Internet provider. So, we are still at an early stage of Internet provider

experience”. (MOE)
Another IT manager added:

“The government in Saudi Arabia has an interest in providing services in the best way
possible. For example, there are more than half a million transactions done every month.

Therefore, solutions must be found for the problems faced by government organisations to
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’

increase internet providers, and rely on electronic services rather than traditional methods.’

(MOF)

In conclusion, the findings from the interviews highlighted the issues from the IT admin-
istration's perspective. IT administrators considered which external factors influenced the
adoption of cloud computing in their experience. In the end, most concluded that if the cost
of adopting cloud computing via a global cloud provider went over the IT budget, it was not
possible to adopt in the near future. Furthermore, the cloud computing services that IT depends
on by using the internet provided would have to work continuously in a reasonable range.
Generally, the IT administrators suggested that there was poor service from the current inter-
net providers. In addition, IT administration in Saudi government organisations should be
taking these valuable details into consideration and attempting to move toward cloud compu-

ting in the near future.
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6.7 Summary

This chapter presented the analysis of qualitative data from interviews conducted with the
IT administrators. They discussed the factors that impact on government organisations adop-
tion of cloud computing in the four dimensions identified in the initial conceptual framework
and discussed in Chapter 3. Based on the data analysed, the findings of this study showed that
these factors should be considered seriously by IT administration toward adopting cloud com-

puting for Saudi e-government in the future.

In addition, the findings showed that in the technological context key factors such as rela-
tive advantage, complexity, security and service quality should be taken into consideration as
having significant influence to encourage the move to cloud computing. Furthermore, the
findings in the organisational context show that top management support, and technology
readiness are considered extremely important and to significantly influence adoption of cloud
computing for e-government. Additionally, the results for the environmental context demon-
strate that regulations and competitive pressures were thought to have a significant impact on
the decisions of top government management to adopt cloud computing for e-government.
Moreover, with reference to the social context, trust and attitude were factors that were given
high priority by the interviewees; and believed to have significant impact on the decision of
top government management to adopt cloud computing for e-government. In contrast, the in-
terviewees' responses regarding compatibility, and awareness showed that both factors were

not considered significant influences on decisions to adopt cloud computing for e-government.

In the next chapter, both the quantitative and the qualitative research findings of this study
are discussed in detail. The final conceptual framework will be provided in the light of the

results of the research.
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Chapter 7: Discussion and Conclusion

7.1 Introduction

This chapter gives a brief overview of the research, presents the research aims and identi-

fies the research contributions to filling the knowledge gap in the field. Moreover, the research

question has the main objective to examine the influence of factors on the adoption of cloud

computing in e-government in Saudi context. Consequently, there were specific objectives:

To examine the existing issues of e-government systems in terms of efficiency, quality
of online services and to review the current prototype framework of e-government sys-

tems.

To identify the challenges and benefits of cloud computing in implementing e-govern-

ment systems effectively from a review of the literature.

To examine and explore the critical factors of adopting cloud computing in e-govern-
ment systems from the perspectives of senior management in government organisations.

(Through interviews)

To investigate from the perspectives of senior management in government organisa-
tions and IT managers the critical factors that affect adopting cloud computing for e-

government systems in the public sector. (Through questionnaires)

To develop and evaluate an appropriate conceptual framework that can be utilised to
investigate and implement the adoption of cloud computing for e-government in devel-

oping countries.

To achieve the aim and objectives of this research; there was a main research question with

five sub- questions, as stated below:

To what extent will the critical factors affecting government confidence in the Saudi gov-

ernment sector influence the adoption of cloud computing for e-government systems?

What are the existing issues of e-government systems in terms of efficiency and the qual-

ity of online services?

What are the major challenges and benefits of cloud computing in implementing e-gov-

ernment system effectively in government organisations in the public sector?
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o  What are the factors that prevent the Saudi government from adopting cloud computing

for e-government systems in government organisations in the public sector?

e According to senior IT managers, which factors influence government organisations to

adopt cloud computing for e-government systems, and to what extent?

o What is an appropriate conceptual framework that can be utilised in developing coun-
tries and be applicable to the Saudi government in adopting cloud computing for e-gov-

ernment systems?

This research was based on the premise that the investigation should focus on factors that
might influence the adoption of cloud computing for e-government systems, such as regula-
tions, security, trust, awareness, and top management support. The idea was to consider each
of these factors to gain the full picture. This idea lead to developing a conceptual framework
on which the research design of the study was based. The research design and the methodology
that was developed were comprehensive. These factors as critical influences were applied in
the research design to reveal the reasons why the Saudi government is reluctant to adopt cloud

computing for e-government systems.
7.2 Discussion of the Research Objectives and Hypotheses

Generally, this research has achieved its objectives. The result of the data analysis for both
the quantitative and qualitative stages revealed the factors that influence the adoption of cloud
computing for e-government systems. They also indicated that the e-government system is
still playing an important role in the government's provision, by adding value and offering an
optimal environment for a wide range of online services; and allowing government organisa-
tions to manage their services and systems effectively. The lack of government organisations’
satisfaction and the citizens negative attitude towards e-government means that government
organisations are seeking to adopt new technologies with the aim of improving the way in

which e-government systems are provided.

This research offered a more comprehensive view of the interplay between the intentions
of government organisations and the adoption of cloud computing to gain a better understand-
ing; and shows that consideration of one factor in isolation would not serve to better under-

stand the situation. Moreover, this more detailed consideration of relationship between the
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critical factors and adoption of the cloud has been justified by limitations in the literature. The
results indicate, within the study context, that Saudi government organisations are becoming

more open to adopting cloud computing for e-government.

The research model was based on the TOE model, which investigates the factors that in-
fluence government organisations to adopt cloud computing for e-government systems. The
model hypothesised that relative advantage, compatibility, service quality, security and pri-
vacy, complexity, top management support, technology readiness, regulations, competitive
pressure, trust, awareness and attitude are influential factors. Thus, 12 critical factors were
identified of which 10 were found were found to have a statistically significant relationship to
adoption of cloud computing for e-government. These factors and indicators were also tested
and validated. The results for these factors, which were explained in detail in Chapter 3, are

summarised as follow:
7.2.1 Relative Advantage

From the results reported in Chapter 5, it is evident that the first hypothesis (H1): Perceived
relative advantages have a direct and positive influence on the intention to adopt cloud com-
puting for e-government systems, was supported. Relative advantage means the degree of
benefit accruing to an organisation when they decide to adopt new technologies. The research
measured this factor by using four items, as discussed in Chapter 5. Therefore, relative ad-
vantages have a significant effect on adopting cloud computing for e-government systems.
Some studies (Oliveira et al., 2014; Waller and Genius, 2015) revealed that relative ad-
vantages are a direct predictor of technology adoption. Moreover, the findings of this study
agreed with other studies (Gangwar et al., 2015; Lang et al., 2018; Martins et al., 2016) who
investigated the impact of relative advantage on adopting cloud computing for e-government
systems, and found a significant correlation. These results could be explained by this study’s
findings that, in the Saudi context, e-government systems are not reaching a high level of
quality. Findings from the survey were supported by the results of the interviews.. As the one
of IT administrators noted: “The rate of user satisfaction for the services provided did not
meet our objectives, and this is due to the lack of overall quality. So, the advantages of cloud
computing will increase the opportunities to develop our systems and improve the provision

of services to users.” Furthermore, the relative advantages of cloud computing were shown to
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positively affect IT administrators’ desire for its adoption.The results suggest that government
organisations need to give relative adavantages serious consideration in their discussions on

whether to adopt cloud computing.
7.2.2 Compatibility (CM)

In this research, compatibility refers to “the degree to which an innovation is perceived as
consistent with the existing values, past experiences and the needs of potential adopters” Rog-
ers (1995). Hypothesis (H2): Higher Compatibility positively influences the intention to adopt
cloud computing for e-government systems was found to be not supported. Compatibility is
therefore not considered to be a significant influence on the adoption of cloud computing for
e-government in this context. The findings of this study conflict with previous studies that
found the compatibility of the IT infrastructure in systems impacted directly on the adoption
of new technologies in many organisations (Lemay et al., 2018; Chen ef al., 2017). However,
other studies (Oliveira et al., 2014; Wahsh and Dhillon, 2015; Awa and Ojiabo, 2015; Ahmadi
et al., 2017) had similar results to those of the current study; in that compatibility of IT infra-
structure was found not to be significant in affecting adoption. This study revealed that gov-
ernment organisations already expect to have an IT infrastructure that facilitates e-government
and is ready to adopt any new technologies. The results of the survey were supported by data
from the interviews. When the relationship between compatibility and the adoption of cloud
computing for e-government was assessed statistically, an insignificant correlation was unex-
pectedly found. This result confirmed that the government perceived the compatibility of the
system as a requirement for adopting any new technologies, suggesting that the organization
systems already have a high level of ability to adapt to new technologies. One of the IT ad-
ministrators clarified that: “In my point of view, compatibility with the Ministry's systems
should not influence the adoption of cloud computing, in particular, we have the capacity in
financial and human resources”. Thus, IT managers of e-government systems believed that

compatibility of systems did not affect the adoption of cloud computing.
7.2.3 Complexity (CO)

The study outcome supports the proposed hypothesis (H3): Higher Complexity negatively
influences the intention to adopt cloud computing for e-government systems, and confirms that

complexity is the most salient predictor that determines the adoption of cloud computing. This
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result of this study is consistent with previous studies in the literature of technology adoption
(AlBar and Hoque, 2017; Senyo et al., 2016; Hsu et al., 2014) that found complexity signifi-
cantly predicted the adoption of cloud computing for e-government systems. Although, the
relationship in the current study was considered moderate, the result of the correlation coeffi-
cient showed a strong negative correlation between complexity and adoption of cloud com-
puting for e-government system. In this study, both the quantitative and qualitative data sug-
gest that the government should consider the complexity of the cloud computing environment
as one of the critical factors that influence the adoption of cloud computing. As one of the IT
administrators stated: “Any technology that is too complex to deal with makes us not consider
it, which means it will not contribute to the development of our IT infrastructure and any
difficulty with accessing online services.”. This analysis indicates that complexity has a mod-
erate correlation with the adoption of cloud computing. Thus, IT administrators in government
organisation should consider this factor as one of influences on the adopting of cloud compu-

ting.
7.2.4 Service Quality (SQ)

This study demonstrates that service quality in e-government organisations is influential
when considering the adoption of cloud computing for e-government system. Generally, the
findings support the proposed hypothesis (H4): High service quality has a positive influence
on the intention to adopt cloud computing for e-government systems. Service quality was
shown to have a strong positive effect on the adoption of cloud computing. This finding of
this study was consistent with others (Jain and Aggarwal, 2018; Santa et al., 2018) which were
conducted on the adoption of cloud computing related to IS; and which demonstrated that
perceived service quality is a significant positive determinant of the adoption of new technol-
ogies. For example, Gasova and Stofkova ( 2017) found that service quality service has a
strong positive impact on transferring to new technologies. Therefore, this quantitative result
is supported by the qualitative results about the impact of service quality. As one IT manager
put it: “The rate of user satisfaction for the services provided did not meet our objectives, and
we believe that this is due to the lack of overall quality in IT infrastructure. So, the issues
encourage us to increase the opportunities to develop our systems and improve the provision
of services by cloud computing.”. Service quality (which is the result of comparing the system

quality and level of satisfaction with the service) was regarded as a single factor that influences
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the adoption of cloud computing for e-government. Therefore, based on the statistical results,
this hypothesis is significantly supported, and consideration of service quality would assist in
decision-making about the use of cloud computing for e-government by Saudi government

organisations.
7.2.5 Security (SE)

Security is identified in this study as a technical challenge of high concern, and is a serious
issue for the adoption of cloud computing in e-government. In this study, the survey results
supported the proposed hypothesis (HS): A High level of security (data protection) positively
influences the intention to adopt cloud computing for e-government systems. Government or-
ganisations are afraid that cloud computing is not secure enough to protect their private infor-
mation. Many government organisations have to take into account that sensitive data can be
exposed once transferred into a third party. The qualitative result supported that, as one par-
ticipant noted: “We, as IT managers, are keen to protect data even if they are saved outside
of our organisations. We have some solutions to maintain our safety and protect our privacy.
However, the important goal is the cloud service provider must be a government organisation
because we would not deal with a private provider in this case.”. This study’s findings indi-
cate, from the statistical assessment, that there is a positive and statistically significant rela-
tionship between security and the adoption of cloud computing. Security considered one of
the most influential factors that impact the adoption of cloud computing for e-government.
Likewise, some previous studies (Wong and Jackson, 2018; AlBar and Hoque, 2017) found
that security in the adoption of cloud computing seems to be a significant challenge for gov-
ernment organisations. Thus, the Saudi government needs to have a very clear understanding
of the data protection protocols used by cloud computing providers in order to increase the

adoption level of its e-government systems.
7.2.6 Top Management Support (TM)

The quantitative data analysis found that top management support is statistically significant
and has a positive influence on government organisations’ adoption of cloud computing for
e-government systems. The hypothesized relationship (H6): Top management support influ-
ences positively the intention to adopt cloud computing on e-government systems, was sup-

ported. Moreover, the findings of this study showed that IT administrators believe that it is
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very important to have effective support from the top management in government organisa-
tions to facilitate the adoption process. It has been observed that top management support in
government organisations helps the IT administration in organisations and positively influ-
ences the adoption of cloud computing. This research found that there is a positive and statis-
tically significant relationship between top management support and the adoption of cloud
computing. These findings reflect those of previous studies (AlBar and Hoque, 2017; Lal and
Bharadwaj, 2016; Martins et al., 2016) that identified top management support as a key mo-
tivating factor. Findings from the survey were supported by the qualitative data, as one par-
ticipant remarked: “We believe that there are difficulties in adopting new technologies if the
top management of the organization does not recognise the benefits of the agreement for
adopting new technologies, but the top management of our organization understands the ne-
cessity for making improvements to online services with little risk in the agreement.”. Fur-
thermore, it was also noted that interview participants in technical positions agreed that sup-
port from top government leaders increased the adoption of cloud computing. Thus, IT ad-
ministrators in government organisations should consider this factor as one of the influences

on the adopting of cloud computing for e- government systems.
7.2.7 Technology Readiness (TR)

This study emphasised evaluation of the current ICT infrastructure in government organi-
zations to enable the adoption of cloud computing. This research proposed hypothesis (H7):
Technology readiness influences the intention to adopt cloud computing on e-government sys-
tems, which was supported. The ICT infrastructure in organizations is an essential part of the
government system that enables cooperation and facilitates the delivery of online services.
Moreover, some government organisations still lack an adequate IT infrastructure; and need
to invest in new equipment and upgrade the existing infrastructure before adopting cloud com-
puting for e-government systems. These findings are reflected in the literature (Martins et al.,
2016; Camargo and Wang, 2015; Gebba and Zakaria, 2015). These authors agreed that many
organisations lack a properly networked ICT infrastructure in e-government systems to allow
adoption and diffusion of any new technologies. The results demonstrated that there is a pos-
itive significant relationship between technology readiness in government organisations and
adopting cloud computing. The qualitative data analysis supported this with one interviewee

commenting: “Unfortunately, there are many government online services which have not
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received financial support to reduce the cost of improving IT infrastructure, but the adoption
of modern technologies like cloud computing would assist us to focus on our duties.”. Thus,
government organisations should consider a high priority within IT administration to develop

the ICT infrastructure in order to facilitate the adoption of cloud computing for e-government.
7.2.8 Regulation (RE)

The findings showed that concerns about regulations concerns factor are a statistically sig-
nificant influence on the adoption of cloud computing, as discussed in Chapter 5. This research
proposed a hypothesis (H8): 4 less stringent regulatory environment will have a positive in-
fluence on the adoption of cloud services, and this was supported. The findings from the study
revealed that the regulation of government organizations is very significant, and organisations
have concerns about their role in adopting cloud computing. Moreover, many organisations
have policies, regulations, and standards which constrain preparation for the adoption process.
The top managers agreed that regulation was a very important factor which negatively influ-
ences the adoption of cloud computing, but IT administration understood the importance of
regulation and do not necessarily consider it a barrier. The existence and effectiveness of reg-
ulations will give government organisations more confidence in the adoption of cloud com-
puting. Based on quantitative analysis, the researcher found that there was a positively corre-
lated significant relationship between regulations and adopting cloud computing. These find-
ings echo those of other researchers (Cao et al., 2014., Almarabeh et al., 2016; Martins et al.,
2016) who investigated IT administration concerns about regulations as a potential of diffi-
culty in adopting cloud computing. The qualitative results also support the quantitative find-
ings. As one IT administrator stated: “Unfortunately, the IT department has no fixed regula-
tions and laws that support adopting cloud computing.”. Thus, IT administrators in govern-
ment organisations should consider the nature of the regulations as one of influences on the

adoption of cloud computing for e-government systems.
7.2.9 Competitive pressure (CP)

The findings showed that competitive pressure has a significant and positive influence on
the adoption of cloud computing. This study proposed hypothesis (H9): The Existence of a
competitive pressure influences positively the intention to adopt cloud computing for e-gov-

ernment systems.” The main pressures on organisations came from leaders in top management.
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These organisations considered pressures from a high level as possibly motivating the adop-
tion of new technologies such as cloud computing. Pressure from above (Top IT Managers)
may result in the implementation of a more efficient IT infrastructure for e-government, with
the adoption of cloud computing seen as a solution to improving e-government services.
Moreover, the Saudi government has promised (Vision 2030 is a very powerful pressure as it
is internationally as well as nationally publicized) to transfer from traditional transactions to
electronic ones, which puts government organisations under a lot of pressure. The survey
findings statistically showed that IT administration in government organisations consider
competitive pressure as a key factor in adopting cloud computing. Some previous studies
found similar results (Verma et al., 2018; Andergassen et al., 2017) when they examined
competitive pressure as one of the significant factors that influence organisations to adopt
cloud computing. The qualitative data also supported this result, as one of the interviewees
stated: "The pressure on the IT department from the development of other organisations to
provide distinctive services puts our leadership under pressure in regard to the implementa-
tion of the latest technologies, such as cloud computing.”. Thus, the government organisations
are concerned about pressure to improve the quality of e-government which, may increase the

likelihood of adopting cloud computing for e-government in the future.
7.2.10 Trust (TU)

The result of data analysis showed that the trust in cloud computing is considered signifi-
cant by Saudi IT organisations; which suggests that one of the critical factors in determining
adoption is trust. The findings from this study supported the proposed hypothesis (H10): High
level of trust in cloud computing positively influences the intention to adopt cloud computing
for e-government systems. This study indicated that, in the provision of cloud computing, trust
should exist on both sides, in terms of the cloud providers and organisations. The Saudi gov-
ernment has strict guidelines concerning the issue of trust when their organisations’ data is to
be managed by a third party who would then have control over their IT services. There are
some IT managers who still insist on dealing only with government authorities as service
providers of cloud computing. Furthermore, this finding reflects findings in other studies (El
Haloui and Kriouile, 2017; Agag and El-Masry, 2016) that identified trust as a key motivation
in the adoption of cloud computing. This result agreed with findings from the interviews;

namely, that trust is a crucial factor when government organisations deal with service
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providers of cloud computing. This means government organisations support the adoption of
cloud computing, as one I'T administrator commented: “We believe that the top leaders desire
an improvement in the quality of cloud computing services by local cloud providers so that
they can be sure this technology is trustworthy. This will be the beginning of adoption, which
may lead to increased trust and implementation in the e-government system.”. In the Saudi e-
government context, where the systems have not reached a high enough level of quality,
government organisations simply do not trust that adoption of new innovations would bring
success. Thus, IT administrators in government organisations should consider trust as one of
the influential factors that needs to be addressed in order to enhance the adoption of cloud

computing.
7.2.11 Awareness (AW)

The survey findings revealed no significant correlation between the awareness of the gov-
ernment organisations and the adoption of cloud computing in e-government. This finding
thus rejects the proposed hypothesis (H11): High level of awareness positively influences the
intention to adopt cloud computing for e-government systems. This study found that the Saudi
government was already aware of the benefits of adopting cloud computing in e-government.
IT management and leaders in top management have to be aware of both positive and negative
aspect of any new technology adopted for government organisation systems. For example,
there would need to be an awareness about aspects of the cloud such as cost, cloud policies,
and what it would be authorised to do before any adoption took place. There were many pre-
vious studies that agreed with these findings (Chen et al., 2017; Lopes, 2017., Lang et al.,
2018) and which identified that organisations that have enough information are thus not con-
cerned about awareness for the adoption of any new technologies in the public sector, such as
cloud computing. The qualitative results also indicated that awareness does not affect the
adoption of technology; as one I'T manager stated: “From my point of view, there is awareness
about the benefits of technologies such as cloud computing in our organizations...”. Aware-
ness about the advantages and problems of cloud computing is clearly important for any or-
ganisation wishing to adopt it. This study has confirmed that awareness is not an influential
factor for the adoption of cloud computing for e-government in the Saudi context, due to the
presence of an already high level of awareness. However, as this awareness needs to be main-

tained it should not be overlooked as a factor in improving e-government.
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7212  Attitude (AT)

The findings of the survey data analysis found that attitude is a critical influence on Saudi
government organisations regarding the adoption of cloud computing. The hypothesis (H12)
proposed that Positive attitude on cloud computing positively influences the intention to adopt
cloud computing for e-government systems. This study found that attitude toward the adoption
of cloud computing in e-government has a strongly significant positive effect on the govern-
ment organizations’ intention to adopt it. The finding is consistent with many previous studies
in the literature on the adoption of new technology (Verma et al., 2018; Howard et al., 2017);
which showed that the attitude toward the adoption of cloud computing has a strong significant
influence on government organizations’ decisions. Also, organisational leaders’ attitudes to-
wards the new technology have been shown to be a very strong predictor of adoption. Fur-
thermore, the interviews revealed that individuals in the organisation with an advanced level
of experience of Internet technologies also rated attitude as an important factor for adoption,
as shown by this IT administrator’s remark. "As an IT manager, I believe that there is a posi-
tive attitude towards cloud computing that can help us to adopt cloud computing for our e-
services.". Therefore, as participants knowledge about cloud computing that there is the atti-
tude towards cloud computing is informed by an awareness of its functionality, advantages
and possible pitfalls, so that, in this context, the attitude has subsumed awareness as an influ-
ential factor on the adoption of cloud computing for e-government system. Thus, the findings
imply that government organizations are most likely to adopt cloud computing if they have
favourable attitudes towards the benefits of cloud computing. Government organisations
should therefore consider attitude as a high level of priority in the adoption of cloud computing
for e-government systems given that this factor has a strong positive significant relationship

correlated to adoption.
7.3 Research Adoption Model

This research investigated critical influences on the adoption of cloud computing for e-
government in Saudi organisations. To this end, an integrated research model based on the
TOE model combined with DOI was developed and validated. The proposed model (ACCE-
GOV) extended the TOE by including extra variables that made it more appropriate for inves-

tigating the adoption of cloud computing by Saudi organisations for their e-government
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systems. This study applied the Cronbach alpha test to measure reliability, which achieved a
value of more than 0.6 which indicates this model has a great reliability coefficient. The factor
analysis used the correlation matrix between factor loading and variables to confirm the con-

struct validity of the data.

These results showed that the adoption of cloud computing for e-government is strongly
predicted by the attitude towards cloud computing, that makes this factor the most significant
in the ACCE-GOV model. The second most influential predictor of adoption of cloud com-
puting for e-government was revealed as trust in cloud computing services. This can be ex-
plained by the Saudi government’s determination to only entrust sensitive data to third parties
that they totally trust. Government organisations might be encouraged to adopt technologies
for e-government systems if they can be convinced to have confidence in the cloud computing
provider. Thus, by applying the ACCE-GOV model, which was developed with the Saudi
context in mind, this study has revealed the most significant variables in the adoption of cloud

computing for the e-government system.

In contrast, compatibility was hypothesised to correlate with the adoption of cloud compu-
ting. This study applied multiple regression examinations and found that compatibility had no
significant impact on the adoption of cloud computing. Moreover, in this study the analysis
revealed that awareness was also not positively correlated with adopting cloud computing.
The compatibility and awareness factors were revealed to not be significant in the ACCE-
GOV model and it was decided that they should consequently be removed. However, they
should not be overlooked as important for the improvement of e-government systems. The
significant relationships are represented line arrow unlike the insignificant relationships are
represented as Intermittent arrow as well as asterisks (*) that indicate the level of the signifi-

cance. The revised research model is presented in Figure 7.1.
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7.4 Recommendations for adoption of cloud computing for e-government systems

The study conducted has led to some results that could be taken into consideration by gov-
ernment organisations who intend to adopt technological innovations. This research had pro-
posed a model that can help to make decisions about introducing technological innovations,
like the cloud, into government systems. The following recommendations are provided based
on the insights gained from this study into the main factors that influence the adoption of cloud
computing for Saudi e-government. Given the heavy investment in ICT, policymakers are
keen to find creative strategies that may be enhanced by consideration of the recommendations

before implementing any services in the future:
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1. Flexibility in IT infrastructure

Government organisations should take into consideration that cloud computing is ideal for
government organisations with growing or fluctuating bandwidth demands. Many organiza-
tions need an easy way to store data; and this can be done on the cloud’s remote servers. This
is especially flexible to manage storage capacity which changes rapidly. This flexibility makes
cloud computing suitable for a growing online service and can give organisations using it an
advantage as back up storage. This feature will develop e-government through the adoption
of cloud computing. Moreover, decision-makers can more easily create a strategic action plan
for the future of e-government system and use the advantages of cloud computing to support
the Saudi government’s vision of modernising and improving its provision of information and

services to its citizens.
2. Automatic software updates and disaster recovery

Government organizations should consider investing in appropriate technologies that have
reliable recovery and avoid any damage in data storage. Adoption of the cloud for e-govern-
ment can take into account cloud-based backup and recovery solutions. Moreover, cloud com-
puting providers can provide regular software and security updates that allow government
organisations to not worry about wasting time maintaining the system. Most IT departments
in organisations focus on developing the quality of their services, to attain the high level of
satisfaction in e-government required by the Saudi government. This feature of automatic
software update and disaster recovery may encourage government organisations to seek more
suitable solutions for updating their systems. In terms of challenges facing the implementation
and improvement of e-government system; government organisations need to consider the IT

infrastructural issues related to the adoption of cloud computing in e-government system.
3. Reducing cost of improvement

In this research, the results show that government organizations are still incurring high
costs in improving their IT infrastructure. Therefore, one of the benefits of cloud computing
is that it can reduce the high cost of IT hardware. Organizations simply pay as they use it. In
addition, setup is easy and management can be more effective. The organisations that take a
first step towards adopting the cloud can access and share systems anytime and from any-

where. Also, the government organizations can be in collaboration and connected with each
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other in one platform based on cloud computing. This may encourage top management in

government organizations to consider the advantages of this feature.
4. More mobility with reliability

Saudi e-government is still in the early stages, that means the government needs to increase
the number of employees and customer service centres that are either on the premises or in
remote locations; and which could be easily accessed by all organisations through the use of
cloud services. All government organisations need more connectivity for their internet ser-
vices. Therefore, with reliable cloud computing, organizations can always get instantly up-
dated about the changes without any effect to their system. The Saudi government can im-
prove e-government systems by formulating appropriate policies and strategies about the de-
velopment of e-government. Furthermore, the results of this study are useful as a way to attract
support for e-government system initiatives. The revised research framework proposed has
been shown fully capable of providing an efficient and reliable way to assess the adoption of

cloud computing for e-government, especially in the Saudi context.
7.5 Research Contribution

This research has made an important contribution to knowledge by integrating a new the-
oretical framework for identifying the critical factors in the adoption of cloud computing for
e-government. The framework consists of four main dimensions to evaluate the adoption of
cloud computing for e-government, namely: the technological context organisational context,
environmental context and social context. This is a novel contribution to the theoretical per-
spectives on e-government development. In the framework, each dimension has a set of criti-
cal factors to evaluate the adoption of cloud computing in e-government. These could provide
recommendations to top management in government organisations for increasing the quality
of e-government services. This research contributes to the field of the adoption of cloud com-
puting for e-government research from both top management and IT administration perspec-

tives. These contributions were discussed in chapter 1 as follow:
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7.5.1 The Various Dimensions of the Theoretical Framework of the research

This research has made a significant contribution to developing a research framework for
evaluating the adoption of cloud computing for e-government. The theoretical model of this
research is based on the TOE model combined with DOI model that categorised into four main
dimensions: (a) technological context, (b) organisational context, (c) environmental context,
and extended dimension (d) social context; which found that attitude and trust have a strong
positive influence toward the adoption of cloud computing for e-government systems. Each
of these dimensions comprises significant critical factors identified in the conducted study,
which evaluate the adoption of cloud computing for e-government systems (see Chapter Four
for details). This, model can be used to research innovative technology adoption to improve

e-government systems in developing countries.
7.5.2 The Research used Mixed Methods

This research further contributes to the literature on the mixed methods (quantitative and
qualitative) approach and the research methodology that can be employed to assess the adop-
tion of cloud computing for e-government. The research demonstrates how this methodology
fulfils the exploratory and confirmatory research objectives, provides insight into research
procedures and the formulation of research questions as well as data collection and analysis
for both quantitative and qualitative data. This research will be an appropriate example of the
applicability of a mixed-methods approach to investigating the adoption of cloud computing
for e-government to obtain a comprehensive evaluation and understanding of the issue. The
current research is the first thesis that examines four critical contexts (technological, organi-
sational, environmental and social) that influence the adoption of cloud computing for e-gov-

ernment by applying a mixed method (quantitative and qualitative) approach.

7.5.3 The Framework Generalization [ACCE-GOV] as an Appropriate Frame-
work for Developing Countries

This research can contribute the revised framework to allow researchers and governments
in developing countries to identify the most important barriers in the transition to a reliance
on cloud computing for e-government systems. This can be by applying the factors identified
in the framework that highlight the main organisational requirements needed to successfully

adopt the cloud for e-government. The research is arguably the first investigation to use this
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comprehensive evaluating framework to examine the adoption of cloud computing for e-gov-
ernment systems; specifically, in the context of a developing country. As a result, governments
in the Middle East, especially those in the Arabian Gulf, which have similarity in the economy,
culture, policies and government regulations. Therefore, these governments would be able to
take the required action in any initiative involving consideration of adopting cloud computing
for e-government to evaluate the likely outcome and determine whether there are any imped-
iments to successful adoption. Therefore, the framework would be an appropriate framework

to assist the adoption of cloud computing for e-government in other developing countries.
7.5.4  Examination of Various Perspectives

This research contributes to literature on the adoption of cloud computing by investigating
and examining critical factors that influence the adoption of cloud computing for e-govern-
ment in the Saudi context. There are a limited number of previous studies that focus in the
public sector: (Huang, 2018; Fleming et al., 2017; Kao et al., 2015; More and Kanungo, 2017;
Almarabeh et al., 2016). Therefore, this research provides a significant contribution to exam-
ine the perspectives of top government management and the IT administration of government
organisations in investigating the relevant critical factors that impact the adoption cloud com-
puting for e-government If applied, the findings can be expected to assist in addressing im-
provements needed for the IT infrastructure for government organisations’ services, especially
e-government. Based on that, the results of the research accepted by the Saudi e-government
program "Yesser". For this, there is a cooperative between the researcher and Yesser an e-
government program to take into account the research results and recommendations and plan

to provide more research.
7.5.5 A basis for future academic studies

This study takes into account previous theories in its exploration of the adoption of cloud
computing by organisations for e-government, and its findings can be built on by future stud-
ies. This study incorporates four dimensions to develop a research model to assess the deter-
minants of the adoption of cloud computing for e-government system: (a) technological con-
text, (b) organisational context, (c) environmental context, and (d) social context. This was
done by extending the TOE model, and the two factors (attitude and trust), which were found

to have the most statistically significant impact, were both in the added dimension (d). This
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demonstrates the value of adding this dimension. Furthermore, understanding the influences
on the adoption of cloud computing for e-government system took a holistic approach to em-
pirically validate the characteristics of adoption. There were important insights regarding the
adoption of cloud computing in e-government system in developing countries specifically in
the Saudi e-government context. In this regard, the proposed conceptual research model will
be appropriate for any governments that have the intention to improve the quality of e-gov-

ernment with innovations such as the cloud.

The aforementioned contributions of this research outline how important insights have been
provided regarding the adoption of cloud computing for e-government system in developing

countries, specifically in the Saudi e-government context.
7.6 Practical Implications for Decision Makers in E-government system

The features of cloud computing have been prompting many governments to move to
cloud-based services. Therefore, the findings of this empirical study may contribute to under-
standing of the mechanism of adoption of cloud computing for e-government systems. The
findings will help top management in government organizations develop more appropriate

and effective strategies that encourage adoption of cloud computing for e-government.

Firstly, top management in government organizations could concentrate their efforts on
enriching provision by implementing improvement in technical infrastructures. This study
provides an integrated framework that provides explanations for the reasons why e-govern-
ment systems have a lack of IT infrastructures that allow the adoption of cloud computing
platforms. This empirical study has been conducted to identify the critical factors that influ-
ence adoption of cloud computing for e-government, to evaluate them and develop a compre-
hensive research framework. Thus, government organisations should have appropriate e-gov-
ernment services and consider the adoption of cloud computing platforms; for this there has
to top management support to implement effective IT infrastructure in the e-government sys-

tem.

Secondly, this study provides empirical evidence of how different theories can be inte-
grated to provide a more appropriate conceptual model. The theoretical concept of this re-
search was based on the TOE model and DOI theory to enrich the research model, the tech-

nology acceptance literature, there were a few examples of models being integrated. This
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integrated model offers insights into the adoption of technologies by highlighting the differ-
ential effects of the variables that may prove useful to top managers of organisations consid-
ering adoption. The general implications emerging from the study highlight the potential dif-
ficulties as well as the advantages that could arise from cooperation between Saudi govern-
ment organisations and cloud computing providers to ensure the efficiency of e-government,
Thus, making full use of this research may assist any future decisions about such cooperative

ventures.

Thirdly, this research has illustrated how the attitudes of top managers and Saudi govern-
ment policy and regulations are enormously influential in adopting innovations such as the
cloud to improve e-government. Top managers need to consider the importance of creating a
supportive organizational environment by providing clear and effective regulations to support
the development of e-government; and the leaders of government organisations need to un-
derstand and overcome any barriers to investment IT technologies that would enhance their
systems. The impact of stringent and complex regulations has been shown by this study to
delay providing better solutions (such as the cloud) for issues such as disaster recovery and
flexible and easy-to-access data with ever-increasing volume. Top management leaders may
be motivated by these findings to look at solving these difficulties and reducing the concerns
of many Saudi government organisations about the increased capacity of e-government sys-

tems in the future.

Fourthly, one important practical implication of the results of this research is that top man-
agers and IT departments should consider that the quality of e-government services would be
retained and that the security of sensitive data would be highly assured during and after any
transfer to the cloud. Thus, the investment in new technologies that will increase the effec-
tiveness of the e-government systems has the attention of top managers who wish to overcome

the IT infrastructure issues of government systems.
7.7 Research limitations

The findings of this research have provided an appropriate understanding of the adoption
of cloud computing in e-government; however, several limitations have been identified in this
research. This affords scope for further research, in the light of the research limitations ex-

plained below:
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e Limitation in the research scope
This research was focused on the perspective of government organisations. Interviews were
conducted with a limited number of participants (eight top managers and IT administrators
from eight government ministries). Therefore, the other branches of the government admin-
istration (e.g. The Ministry of Sports, the Ministry of Culture and Information and the Ministry
of Housing) and cloud computing providers were out of the scope of this research. This limi-
tation suggests that these organisations could be investigated, and their members questioned

in order to extend the knowledge gained from this research.

e Some of the potential interviewees refused to participate

The researcher experienced some difficulty when attempting to conduct interviews with IT
staff to invite and record their participation. This was imposed by top management in govern-
ment during the research that made it difficult to collect further data. There were even doubts
about the possibility of applying of research model in the Saudi e-government context. There-
fore, the supervision team at the University of Sussex provided a supporting letter to the re-
searcher in the hope that this would open doors. However, most of the Saudi government
organisations were not convinced enough to allow participation in the research due to the
introduction of stricter regulations in organisations, not allowing non-workers to enter the
most sensitive government organisations, as some organisations were having a lot of problems

with its IT systems.

Furthermore, during the interviews, some of the participants hesitated or were reluctant to
discuss some questions, due to concerns about criticising the government’s role in the im-
provement of e-government systems. In this case, the researcher (interviewer) immediately
asked the question in a different way to obtain the required information. Nevertheless, this
caused difficulty in acquiring all the relevant data from government employees. There is still
a lack of transparency in many government organisations which is essential if these challenges
are to be properly explored. Thus, not being able to access government data represents one of

limitations of this research.

e Time taken to analyse interviews
Despite the significant contribution of this study to the adoption of cloud computing in e-

government research, the answers to interview questions were all in Arabic; as this was the
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mother tongue of all the interviewees. However, the research needed to be written up in Eng-
lish as the thesis was submitted to the University of Sussex. Much care was taken in order to
avoid missing any data or misrepresenting the participants’ meanings and a substantial amount
of time was needed during the process of translation. In spite of these precautions, translation,
however accurate, may not always fully convey what an interviewee intends; especially when

the languages come from two very dissimilar cultures

e Limitations of time and resource constraints
Finally, this research had limitations of time and resource constraints. This Ph.D research
had to be completed within a reasonable timeframe. Moreover, communication procedures
with government organizations in order to set up the interviews were extremely lengthy. In
the future, if there more time to allocate for empirical work, that would be a great opportunity

to conduct the research with a wider scope.
7.8 Conclusion and Further Research

The adoption of cloud computing in e-government is considered a critical phenomenon in
the field of technology adoption that still requires further study. Therefore, this research assists
as the first step towards further research into the adoption of cloud computing for e-govern-
ment systems. Thus, highlighting the limitations and concerns of this research, has revealed

areas of interest that are opportunities for future studies. These are as follows:

e Further research needs to be done using the ACCE-GOV model, possibly using a larger
number of government organisations or in a different context. This can be carried out to eval-
uate the model’s validity and provide a deeper understanding of the relationships among the
factors. This would strengthen knowledge about what influences adoption of cloud computing
for e-government system and could be useful to the relevant government agencies for creating

a structured plan on how to encourage and motivate the adoption of cloud computing.

e The adoption of cloud computing for e-government still faces many problems; as was
identified through a set of interviews with a limited sample of IT managers in Saudi govern-
ment organisations. It would be appropriate to carry out interviews with a wider sample of top
management in government organisations. Alternatively, a focus group consisting of IT ex-
perts from a wide range of government organisations could be set up to discuss the question

of what influences the adoption of cloud technology for e-government. In the future, both
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qualitative and quantitative data collection could be done on a wider scale to allow further and

more detailed exploration of the adoption of cloud computing for e-government systems.

¢ Finally, future research could address specific aspects of the adoption of cloud computing
for e-government, such as software development models and waterfall and process structure
models to identify important influential factors and barriers to adoption that it can be gener-
alised more broadly.

The research aimed to examine the critical factors that influence the adoption of cloud
computing in e-government. The chapter discussed the finding of this research conducted with
top management and IT experts in e-government in Saudi government organisations. The re-
vised research model identified based on a result of data analysis about the adoption of cloud
computing for e-government systems. The results from the interview data analysis supported
the findings from the questionnaire data analysis. New factors were explored, that could be
appropriate to explore further in future research; which will increase the understanding of
adoption and provide a holistic view of Saudi e-government from government organisations’

perspectives.

This research identified critical factors in technological, environmental, organisational, and
social context that were drivers in influencing the adoption of cloud computing for Saudi e-
government. This study was carried out with the aim of providing a comparison of the results
of both qualitative and quantitative data analysis about Saudi government organisations’ per-
spectives on using new innovations (the cloud) to develop e-government systems. This re-
search and its findings provide insights into an important issue that impaction the efficiency
and success of any future decision to adopt cloud computing for Saudi e-government systems.
As a result, this research proposes a research model to ensure the most efficient and reliable

transformation to cloud computing for e-government system.
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Appendix B: Data collection documents for the questionnaire (English versions)

Part I: Organisations Details
Q1. Please indicate your gender?
o Male
o Female
o prefer not to say
Q2. What is your age?

o 18-30

o 31-45

o 46-60

o Over 60

Q3. What is your education level?
o Secondary school or less

Diploma

Bachelor degree

Master degree

Doctorate degree

O O O O

Q4. Your organisations (Education, Health, Liber, Financial, Other Please specify ..........cccccovvenennee. )
Q5. What is the number of employees in your organisation? .............
Q6: What is your job title in the organisations?

e Director of the governmental organization

e IT Director

o [T staff

o Other, please specify .......cccoevevvrvenerceenienen.

Q7: Years’ experience:

e Less 1 year

e Less 3 years

e Less 10 years

e More than 10 years

Q8. Does your organisation adopt cloud computing?
e Yes

e No

Q9. What types of cloud computing does your organisations use?
e Public cloud

e Private cloud

e Hybrid cloud

e N/A
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Part II: To what extent do you agree with the following statements?

Survey 1: Technological context

From your experience in IT field, please choose the most appropriate answer on the right against each of the following questions regarding cloud
computing that best indicates your opinion.

Sr

Q1. Relative Advantages (RA)

Strongly
Disagree

(0]

Disagree

2

Neutral

3)

Agree
@

Strongly
Agree (5)

Adoption of cloud computing in our organisation will enable
us to reduce the operating costs.

Adoption of cloud computing will improve the performance
of our organization.

The use of cloud computing in our organisation will help us
to accomplish tasks more quickly.

Adoption of cloud computing will improve our online ser-
vices delivery.

Sr

Q2. Compatibility (CM)

Strongly
Disagree

(0]

Disagree

(0]

Neutral

3)

Agree
@

Strongly
Agree (5)

Adopting of cloud computing can be easily integrated into
existing IT infrastructure.

Adopting of cloud computing is compatible with the systems
that are already in use.

Adopting of cloud computing is compatible with all aspects
of our organisation’s existing format, interface, and other
structural data.

Adopting of cloud computing fits well with our online ser-
vices provided.

Sr

Q3. Complexity (CO)

Strongly
Disagree

(0]

Disagree

2

Neutral

3)

Agree
@

Strongly
Agree

3

With the adoption of cloud computing, there will be some
complexity of maintaining cloud computing platform.

With the adoption of cloud computing, it will be more diffi-
cult to develop new solutions / extend the existing function-
ality of the system.

With the adoption of cloud computing, more time is re-
quired by IT staff to perform their normal duties.
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Learning to operate in the cloud computing environment is

4

complex for employees.

St I i Strongly
rongly Disagree Neutral Agree A
Sr Q4. Services Quality (SQ) Disagree gree
(0)) @) 3) @ ®)

1 The adoption of cloud computing will provide a high service

quality with high efficiency.
2 The adoption of cloud computing will deliver better online

services.
3 The adoption of cloud computing will provide sufficient

backup service.
4 The adoption of cloud computing meet user expectations

with respect to response time, flexibility and ease of use.

X Strongly Disagree Neutral Agree Strongly
Sr Q5. Security (SE) Disagree Agree
M @ ©) @
L&Y

1 The security systems built into cloud computing are insuffi-

cient to protect our organizational data.
2 The traditional servers are more secure than cloud compu-

ting technology.
3 In the cloud computing environment, the confidentiality and

security are poor.
4 Cloud computing service providers do not manage security

controls adequately for a comprehensive system’s defence.

Survey 2: Organisational context

From your experience in IT field, please choose the most appropriate answer on the right against each of the following questions regarding cloud
computing that best indicates your opinion.

Strongly Disagree Neutral Agree Strongly
Sr Q1. Top Management Support (TM) Disagree Agree
(§)) @) 3) @
)

The organization’s top management provides strong leadership
1 and engages in the process when it comes to the adoption of cloud

computing.
2 The organisation’s management is willing to take risks (e.g. finan-

cial) involved in the adoption of cloud computing.
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Top management encourages using new emerging technology to

3 . .

provide e-services.
4 Top management has allocated adequate financial and other re-

sources for intention to the adoption of cloud computing.

Strongly Disagree Neutral Agree Strongly
Sr Q2. Technology Readiness (TR) Disagree Agree
(1) @ @ @
(8)

1 The adoption of cloud computing will be compatible with existing

hardware and software in the organisation.
2 The IT technical support in the organisation has the capacity and

appropriate skills to deal with the adoption of cloud computing.
3 The Internet speed of the organisation is sufficient to adopt cloud

computing.
4 The technology infrastructure of our organisation is available to

support cloud computing.

Survey 3: Environmental context

From your experience in IT field, please choose the most appropriate answer on the right against each of the following questions regarding cloud
computing that best indicates your opinion.

Strongly Disagree Neutral Agree Sgongly
Sr Q1. Regulatory (RE) Disagree gree
(0)) 2) (©)] @ ®)
1 The laws and regulations in our organisation allow the adop-
tion of new technologies.
2 The law and regulations in our organisation are flexible to be
amended according to the emerging needs.
3 The law and regulations in our organisation comply with the
current cloud computing regulations.
The laws and regulations in our organisations support cloud
4 computing initiatives and implementation.
Strongly Disagree Neutral Agree Strongly
Sr Q2. Competitive pressure (CP) Disagree Agree
o @ ©) @
(8)
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Some of the organisation competitors have already started us-

1 ing cloud computing.

Our organisation has experienced pressure from the competi-
2 tors to adopt cloud computing.

Our organisation believes that adopting cloud computing will
3 strengthen our competitiveness and improve online services

offer.

Survey 4: Social context

From your experience in IT field, please choose the most appropriate answer on the right against each of the following questions regarding cloud
computing that best indicates your opinion.

Disagree Neutral Agree Strongly
Sr Q1. Trust (TR) Strongly Agree
Disagree (1) @ 3) @)
(8)

I am confident that cloud computing has legal and technologi-
1 cal structures to adequately protect me from problems at

technological level.
2 I have a trust in cloud computing providers to store our sensi-

tive information appropriately and securely.
3 The cloud computing has enough safeguards to make us feel

comfortable using it.
4 I am confident that Our organisation’s information in the

cloud will not be used by a third party without our consent.
5 The digital storage in cloud computing is a reliable and se-

cure environment.

Strongly Disagree Neutral Agree Sgongly
Sr Q2. Awareness (AW) 5 gree
Disagree (1) Q) 3) @)
(©)]

1 Our organisation is fully aware of the benefits of cloud com-

puting.
2 Our organisation is familiar with the cloud computing that

allows us to deliver online services based on the Internet.
3 Our organisation has a good perception of the effectiveness of

cloud computing.
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Our IT department is aware about cloud computing, but the
top management does not have intention to adopt it.

4

Our organisation is aware of the disadvantages and chal-
5 lenges of cloud computing.

. . Strongly Disagree Neutral Agree Strongly
Sr Q3. Attitude toward Cloud computing . Agree
Disagree (1) @ 3) @)
)

1 Adoption of cloud computing is a beneficial for our organisa-

tion.
2 Adoption of cloud computing is challenging from technical

perspective.
3 Adoption of cloud computing will require more effort from

each employee.
4 Adoption of cloud computing will create better work dynamic

in our organisation.

Survey 5: Adoption Intention Cloud Computing

From your experience in IT field, please choose the most appropriate answer on the right against each of the following questions regarding
cloud computing that best indicates your opinion.

Strongl Disagree Neutral Agree Sgongly
Sr Q1. Adoption Intention (AI) Strongly gree
Disagree (1) Q) 3) @)
®)

I have a favourable attitude toward cloud com-
1 puting implementation and I am willing to try

cloud computing out shortly.
2 It is likely that our organisation will take steps to

adopt cloud technology in the future.
3 I strongly recommend our organisations to adopt

cloud computing technology.
4 I believe that adopting cloud computing services

will give us more advantages.

Our organisation has potential adoption of cloud
5 computing but decided not to pursue by top man-

agement at the present time

Our organisation completed an adoption plan
but has a lack of a financial resource.
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Appendix C: Data collection documents for questionnaire (Arabic versions)
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Appendix D: IT managers’ Interview Questions (Arabic Language)
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Appendix E: Senior IT managers’ Interview Questions (English Language)

Q1: Have adoption of cloud computing on e-government system been implemented in your
sector? Why?

Q2: From your experience, could you please tell me about the issues and challenges you face
in your current online system in term of (e.g. cost, online services, security, quality)?

Q3: To what extent do you think your organisation is aware of cloud computing?

Q4: Could you please tell me about the reasons that prevent you to adopt cloud computing, if
any?

Q5: What factors you think from your experience represent challenges in adopt could compu-
ting?

Q6: What challenges and benefits think new technologies such as Cloud computing can bring
in organisations?

Q8: What technological factors do you think may impact the adoption of cloud computing in
your organisation? (e.g. Relative advantage, compatibility, complexity, and security) Why?

Q9: What organisational factors do you think may impact the adoption of cloud computing
in your organisation? (e.g. organisation size, top management support, technologies readi-
ness) Why?

Q10: What environmental factors do you think may impact the adoption of cloud computing
in your organisation? (e.g. competitive pressure and regulatory) Why?

Q11: Are you willing to adopt cloud computing in the future?

Q11b: Can you gave the highlight adoption of cloud computing in your organisations?
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Appendix F: The measurement model
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